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Abstract

The Internet of Things (IoT) is an innovative paradigm involving both industries and hu-
mans’ every-day life. With the wide adoption of IoT, security becomes a crucial aspect due
to the high level of heterogeneity of the involved devices and the managed information’s
sensitivity. With multiple and varying devices and entities involved, the system needs to
be trustless as the participants involved do not need to know or trust each other or a third
party for the system to function. Blockchain is a cryptographically, secure distributed data
structure shared across a p2p network peers, where trust among peers is built to achieve
consensus between peers. By relocating the trust agency to the cryptographically verifiable
system, the need to trust any single entity in the system is removed.

The thesis addresses the challenges related to access control, data acquisition, storage
and dissemination, and security patching among various IoT challenges. We address these
challenges in a trustless manner for IoT systems. The thesis is organized into three sections.
In the first section, we focus on protecting the IoT devices against unauthorized access
and information leakage. A distributed access control mechanism is required to protect the
devices. The capability of the devices should also be considered while designing the protocol.
In the second section, we address the challenges related to protecting the entire data supply
chain from sensing to storage and visualization. We need a trustless mechanism to protect
a system against misbehavior. There are several trustiness issues in any IoT framework.
During the data generation, contributors cannot necessarily be trusted. Data can either be
unreliable or can voluntarily be forged. Then there is a single point of trust at the data
storage level where the data is collected in the cloud, and again the hosting entity is in
charge of secure storage. The same thing is valid for data retrieval and visualization. Also,
there is no way for consumers to audit data in the centralized approach and, thus, to be
sure that everybody is behaving correctly. In the final section, we focus on the challenges
faced to protect an IoT device over an extended period. A distributed, secure, and trustless
patching mechanism is required to secure the IoT devices.

The thesis presents the design and implementation of security primitives tailored to IoT
application domains focusing on extending trustlessness to access control, data acquisition,
storage, visualization, and security patching. The proposed solution’s effectiveness is evalu-
ated qualitatively and quantitatively evaluated employing a set of prototypes, case studies,
modeling, and real measurements.
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Introduction

Internet of Things (IoT) is a ubiquitous internetwork of intelligent physical objects, called
”Things,” and people. IoT empowers any ”Thing” to connect and communicate, thereby
converting the physical world into an enormous information system. Like Cloud Computing
and Machine Learning to Data Analysis and Information Modeling, various technologies are
quickly becoming an integral part of the IoT fabric. The tremendous advancement in the
field of IoT is causing growth in Information and Communication Technology (ICT) business
as well. The last decade has seen tremendous growth in the Internet of Things (IoT) services
and devices owing to rapid advancements in networking technologies. Gartner, Inc. predicts
a 21% growth to 5.8 billion IoT endpoints by 2020 compared to 2019 (1). The extent to
which IoT will be part of our day-to-day life can be understood from the fact that 95% of
newly introduced products by 2020 will have IoT technology at its core (2). The growth is
expected to reach 64 billion devices worldwide by 2025 (3), with the predicted market size to
reach $520 billion by 2021 (4). With recent advances in next-generation mobile connection
technology 5G, mobile subscriptions are predicted to reach 1.3 billion by 2023 (5). IoT is
enabling the development of new business methods, and one of its most essential aspects
resides in the data enhancement that will affect the growth in the ICT market.

IoT can be characterized by highly distributed architecture consisting of a combination
of entities and devices. Trust is critical to integrate such a highly variable system to operate.
With multiple and varying devices and entities involved, the system needs to be trustless; the
participants involved do not need to know or trust each other or a third party for the system to
function. There is no single entity with authority over the system in a trustless environment,
and the consensus is achieved without participants having to know or trust anything but the
system itself. Thus, because of the variety of users and devices, a distributed system of trust
is required.

Blockchain creates a new, distributed architecture for trust. The trust is not placed on
any one actor in the system but, instead, is placed in the system as a whole. Blockchain
is a cryptographically secure distributed data structure shared across the peers of the p2p
network, where trust among peers to achieve consensus between peers. By relocating the
trust agency to the cryptographically verifiable system, the need to trust any single person is
removed. It is thus, a system of ”trustless trust.”Blockchain’s technology makes it possible to
reliably trust that everyone in the system is sharing the same information; what appears in
one ledger will match every other instance. Blockchain can be characterized by the following
features: decentralization, immutability, transparency, accountability, and smart contract-
based automation. These characteristics make Blockchain a suitable fit for designing security
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Introduction

primitives for IoT.
We focus on access control, data acquisition, storage and dissemination, and security

patching challenges among the various IoT challenges. We address these challenges in a
trustless manner for IoT systems. In the deployment phase, we need to protect the IoT device
against unauthorized access and information leakage. With the IoT devices’ deployment, a
distributed access control mechanism is required to protect the devices. The capability of
the devices should also be considered while designing the protocol. We need to protect the
entire data supply chain from sensing to storage and visualization in the operational phase.
We need a trustless mechanism to protect a system against misbehavior. Further, there are
several trustiness issues in any IoT framework. During the data generation, contributors
cannot necessarily be trusted. Data can either be unreliable or can voluntarily be forged.
Then there is a single point of trust at the data storage level where the data is collected in
the cloud, and again the hosting entity is in charge of secure storage. The same thing is valid
for data retrieval and visualization. Also, there is no way for consumers to audit data in the
centralized approach and, thus, to be sure that everybody is behaving correctly. Finally, in
the maintenance phase, the IoT devices need to be protected over an extended period. A
distributed, secure, and trustless patching mechanism is required to secure the IoT devices.

We begin by briefly describing the proposals to address the problem of access control and
delegation in IoT. We consider two possible approaches: a solution for devices with sufficient
resources and one for resource-constrained devices. A higher computational capability of
the IoT devices allowed us to address the trustless requirement of IoT-Cloud framework
(Stack4Things (6)) using Blockchains. We propose a general-purpose architecture with access
control, authorization, and delegation model using Blockchain’s smart contract capabilities.
We begin by describing three real-world scenarios about access control and delegation in
smart environments. Each scenario is characterized by its own set of requirements and
limitations. We outline three different approaches for using Blockchain technologies for
access control and delegation in IoT, each modeled to suit one of the scenarios mentioned
above. Of each approach, we present the design considerations in detail, and we discuss how
it deals with the requirements and limitations of the corresponding scenario. Next, we carry
out a theoretical analysis of time and space complexity for each approach focusing on the
three most essential operations: creating delegation, delete delegation, and check access. We
then present performance measurements for each approach. We also increased the number of
experiments to strengthen the conclusions that can be drawn from them. Finally, we discuss
the results and their significance. We also present a critical discussion about the pros and
cons of our proposed system.

Next, we address the problem of access control in resource-constrained devices. As an
application domain, we consider the use-case of IIoT environments. We propose an original
architecture for auditable authorizations with strong (cryptographic) guarantees suitable to
IIoT environments. It represents the first architecture that guarantees: (i) the possibility of
defining fine-grained access control rules; (ii) the support for constrained IoT devices that
are characterized by low computing capabilities and by limited or absent Internet connec-
tion; (iii) the capability of system auditing for demonstrating possible illegitimate accesses.
Our proposal allows each authority to release authorizations based on coarse-grained access
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control rules for its resources, thus satisfying usability. Each authorized party can release
fine-grained authorizations autonomously with the only constraint of not violating the origi-
nal delegation. The authorizations released by each party can be monitored by the authority
that can provide evidence of misbehavior in illicit authorizations. The proposed architecture
is specifically designed for industrial environments consisting of decentralized authorities
collaborating with providers requiring flexible management of authorizations, high-security
guarantees, and the capability to detect possible misbehavior. The overall architecture’s per-
formance is suitable for industrial environments, even if constrained devices and networks
characterize them.

We focus on data acquisition, storage, and dissemination using trustless distributed ledger
technology (DLT) - based systems. We begin by addressing the immutability and trans-
parency challenges related to data storage in the cloud. Cloud storage adoption, due to the
growing popularity of IoT solutions, is steadily on the rise and ever more critical to services
and businesses. In light of this trend, customers of cloud-based services are increasingly re-
liant, and their interests correspondingly at stake, on the good faith and appropriate conduct
of providers at all times, which can be misplaced considering that data is the ”new gold,”
and malicious interests on the provider side may conjure to misappropriate, alter, hide data,
or deny access. A key to this problem lies in identifying and designing protocols to produce
a trail of all interactions between customers and providers, at the very least, and make it
widely available, auditable, and its contents therefore provable. Considering the above sce-
nario, we explore Blockchain as a possible solution to address the above limitations. We
present a blockchain-based solution to solve the problem of trust in cloud storage. We de-
scribe the use-case scenarios, threat models, architecture, interaction protocols, and security
guarantees and discuss how the proposal addresses the literature’s challenges.

Next, we extend the previous proposal to secure the data across the data and network
plane by focusing on securing the entire supply chain of data from production to storage. We
propose building an IoT data collection framework that is decentralized (without any single
point of failure), transparent (so that everything could be easily verifiable by everybody),
and trustless (no requirement for any involved entity to be fully trusted, for the system to
work). Decentralization, transparency, and trustlessness should be built-in at all steps so
that there is no possibility of data forging, alteration, and/or censorship. We show how the
IoT Data collection platform of the #SmartME project has been revised and extended by in-
cluding a trustless system engaging each stakeholder (the University of Messina, the Messina
Municipality) in the data storage and protection duties. This is achieved by introducing se-
curity features at different levels and enabling multiple entities and groups to participate at
all levels of the data processing and consumption pipeline, as represented by the icons on
the right side of Fig. 4.1. At the data origin, the Arancino platform is introduced that is
equipped with a cryptochip partially able to act akin to a TPM (7) chip, e.g., as a secure
enclave for keys and on-chip (i.e., host-invisible) crypto operations (signing, authenticating,
encrypting, etc.), thus ensuring that known and authorized sources produce each piece of
data. At the data storage level, an adapted version of the BigchainDB platform is proposed.
Based on blockchain technology, BigchainDB guarantees decentralization (no single entity
controls the data), scalability (multiple endpoints to which data can be delivered), and, last
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but not least, data immutability. In particular, concerning the latter, in the context of Open
Data collection for Smart City services, it is of utmost importance that data may be re-
lied upon as pristine along with all phases of the acquisition and storage process. Indeed,
immutability lends suitable reliability guarantees to Open Data-based services, possibly ex-
tending data usage scope to legally binding processes as well, where any lesser standing in
terms of genuine origin for data would be an unacceptable compromise.

Finally, we focus on keeping the devices safe for an extended period. As a solution, we
present P4UIoT, a pay-per-piece patch update for IoT software updates using a gradual re-
lease, an incentivized distributed delivery network based on Bitcoin’s Lightning Network (8).
The proposal reduces the transaction fee, as a single transaction with a commitment is mined
on the Blockchain. This commitment is known as a channel. Once confirmed, further trans-
actions happen purely peer-to-peer thus, improving the throughput of the system. Also,
latency is reduced to network latency. Privacy is preserved thanks to an underlying onion-
routing scheme and having just the payments’ involved parties aware of a payment made
and its terms. The gradual release concept refers to dividing and exchanging the commodity
between the sender and receiver in rounds wherein the trust between participants grows with
each round. We formally analyze the proposed approach using TLA+ (9) formal modeling
language and evaluate the formal specification’s correctness. Also, we implement a prototype
of the proposed framework on the Bitcoin’s lightning network to evaluate its performance.
We perform experiments to evaluate the distribution latency and cost metrics in various test
scenarios. Finally, we present the proposed framework’s advantage by comparing it with
existing work in the literature.

Contribution

There are three types of contributions derived from this thesis, which are further described
as theoretical, methodological, and technological design contributions.
The theoretical contributions of this thesis involve a systematic survey exploring the appli-
cation of Blockchain technology to the Internet of Things. This novel research survey forms
the basis for the methodological and technological design contributions discussed later.

1. A. Panarello, N. Tapas, G. Merlino, F. Longo, and A. Puliafito, “Blockchain and iot
integration: A systematic survey,” Sensors, vol. 18, no. 8, p. 2575, 2018

The methodological and technological design contributions of the thesis include the fol-
lowing publications.

1. N. Tapas, G. Merlino, and F. Longo, “Blockchain-based iot-cloud authorization and
delegation,” in 2018 IEEE International Conference on Smart Computing
(SMARTCOMP), pp. 411–416, IEEE, 2018

2. N. Tapas, F. Longo, G. Merlino, and A. Puliafito, “Experimenting with smart con-
tracts for access control and delegation in iot,” Future Generation Computer
Systems, 2020

4



Introduction

3. L. Ferretti, F. Longo, M. Colajanni, G. Merlino, and N. Tapas, “Authorization
transparency for accountable access to iot services,” in 2019 IEEE International
Congress on Internet of Things (ICIOT), pp. 91–99, IEEE, 2019

4. N. Tapas, G. Merlino, F. Longo, and A. Puliafito, “Blockchain-based publicly verifi-
able cloud storage,” in 2019 IEEE International Conference on Smart Com-
puting (SMARTCOMP), pp. 381–386, IEEE, 2019

5. A. Khare, G. Merlino, F. Longo, A. Puliafito, and O. P. Vyas, “Toward a trustless
smart city: the# smartme experience,” in 2019 IEEE 28th International Con-
ference on Enabling Technologies: Infrastructure for Collaborative Enter-
prises (WETICE), pp. 204–207, IEEE, 2019

6. A. Khare, G. Merlino, F. Longo, A. Puliafito, and O. P. Vyas, “Design of a trust-
less smart city system: the# smartme experiment,” Internet of Things, vol. 10,
p. 100126, 2020

7. N. Tapas, Y. Yitzchak, F. Longo, A. Puliafito, and A. Shabtai,“P4uiot: Pay-per-piece
patch update delivery for iot using gradual release,”Sensors, vol. 20, no. 7, p. 2156,
2020

Organization

The remainder of the thesis is organized as follows. Chapter 2 provides the background on
the problem of access control and delegation. In Chapter 3, the blockchain-based solution for
resource sufficient devices is described in detail. Chapter 4 describes the authenticated data
structure-based solution for resource constraint devices in detail and discusses the relevant
scenario for each of the two approaches. In Chapter 5, the background related to data ac-
quisition, storage, and dissemination is presented in detail. Chapter 6 describes the solution
addressing the immutability and transparency challenge related to data storage in the cloud.
In Chapter 7, the proposal of Chapter 6 is extended to address the security of data across
data and network plane by focusing on securing the entire supply chain of data from produc-
tion to storage. Chapter 8 provides the background on the problem of security patching to
protect the IoT device against attacks. In Chapter 9, details related to a distributed device
patching mechanism are presented. Finally, Chapter 10 provides conclusions and delineates
the future work.
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Chapter 1

Introduction

In this chapter, we focus on securing IoT devices against unauthorized access and information
leakage. We begin by describing the challenges faced by the research community in extending
access control and delegation for a highly distributed environment like IoT. Then, we present
the literature survey of the existing approaches addressing the issues and their shortcomings.
Next, we present a primer for the technologies used in the proposed solutions. Finally, we
conclude the chapter by briefly describing the two proposed solutions and conditions in which
they are efficient.

1.1 Problem Statement

Widespread deployment and usage of an IoT infrastructure depend on the system’s resilience
against unauthorized access and information leaks. Also, a flexible system allows the user-to-
user transfer of rights, thereby facilitating cross-domain resource sharing and collaborations.
(18; 19; 20; 21; 22; 23). Of the core concepts of data security, access control is central,
dictating who can access and use information and resources. Access control policies utilize
authentication, verifying the identity of the user, and authorization, ensuring appropriate
access to information. User names and passwords, security codes, tokens, and biometrics are
common techniques for verifying the identity by the access control mechanism. A combina-
tion of the above methods, called multifactor authentication, is also used for user identity
verification to make the system robust. Once the user is authenticated, access control en-
sures appropriate access level and associates suitable actions with that user’s identity. Thus,
access control can ensure effective monitoring of access and prevention of unauthorized flow
of information. Another critical aspect of access control is a user’s ability to share access to
a resource securely. The one sharing the rights is delegating while the one receiving them
is delegated. With the delegation, the user privileges are temporarily elevated to allow the
delegated user similar rights as the delegating user. This makes the delegation distributed
in nature, with the user deciding who to share her access with compared to access control,
which can be performed centrally. To further secure the system, specific models limit the
operations which can be shared with the users and the users, which can inherit the privileges.
However, there is a possibility of undesired permission propagation and information leakage
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in a partial or complete delegation of access rights by the user. For instance, if roles r1 and
r2 are mutually exclusive, a user who is a member of r1 should not be allowed to receive
r2 from others through delegation. Such a security requirement can be enforced using dele-
gation authorization rules. The novel characterstics of IoT makes traditional access control
techniques inadequate. The ubiquitous nature of IoT spans accross the Internet using infor-
mation from the traditional Web to the information covering human, cyber, and physical.
Give the broad nature of IoT, the access control can be identified with following features.

1. Volume: According to study presented (24), researchers claimed a 250% increase in
M2M traffic in United States in 2011, and would account for half of the total traffic of
the Internet by 2020. The volume with it brings unique challenges for data acquisition,
storage, and maintenance.

2. Volatility: An IoT environment changes continuously with various entities being added
and removed constantly. This dynamic characteristic makes it difficult to foresee user
information and permission structure in advance.

3. Confidentiality: With more users getting involved in the IoT environment, data security
and privacy becomes critical. Several proposals like privacy by design (25), ISO/IEC
29100:2011 (26), fair information practice principles (27), and general data protection
regulation (28) have been made by the researchers. However, some of the principles
are focused on individual control instead of protecting the data (29).

4. Cooperation: Various organizations are cooperating by sharing the data among them-
selves. This helps them to meet the complex application needs.

Traditional access control can prevent unauthorized information flow and ensure effective
monitoring of resources. However, with the above listed features, the traditional access con-
trol methods and techniques become inadequate. Data in IoT environment is transmitted
and shared continuously with users and things to achieve certain objectives (30), (31). Thus,
access control and delegation becomes important to ensure secure communication (32). Un-
der this scenario, the challenges of access control include guarantee the access permission,
manage the scalable IoT architecture, handle the huge amount of data stream, and so on.
Access control and delegation for IoT faces two fundamental challenges: (i) Can the existing
access control mechanisms be adopted for the IoT use case or new mechanisms need to be
designed from scratch? (ii) Is a distributed access control mechanism effective for scalable
IoT architecture?

Integration of IoT devices with the Internet would require novel architecture keeping in
mind the device capabilities. For a constrained environment, lightweight security mechanisms
would be required to secure the devices while resource sufficient devices can afford higher
security at the cost of complex computation. However, current security standards and access
control solutions were not designed with such aspects in mind. They are not able to meet
the needs of these incipient ecosystems regarding scalability, interoperability, lightness and
end-to-end security. Consequently, a deep revision and adaptation of those mechanisms
needs to be considered. A solution to IOT security is to not reinvent the access management
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experience. The patterns and protocols, which are now available to protect Web resources,
should be carried over to IoT. Actually, adapting existing techniques to resource constrained
devices, rather than developing new approaches towards the wider IoT requirements, will
save time and lets developers focus on service logic rather than on security and authorization
issues. Usually, access control is often done within the server side application, once the client
has been authenticated. IoT reverses this paradigm by having many devices serving as servers
and possibly many clients, taking part in the same application. More importantly, servers
are significantly resource-constrained, which results in the minimization of the server side
functionality. Subsequently, access control becomes a distributed problem, especially when
taking into account the recent efforts of decoupling the sensor network infrastructure from
applications (33; 34). With the bankruptcy of Lehman Brothers (35), trust in the internet is
over. Building IoT solutions with centralized and collaborative system composed of trusted
stockholders is now something of a fantasy. Most access control solutions today enable
centralized authorities (e.g. governments or service providers such as Facebook or Google
for example) to gain access and control devices by gathering and analyzing user data. A
centralized solution suffers from many limitations. (i) Lack of end to end security: the
inclusion of a central entity prevents end-to-end security to be achieved. (ii) Single point
of failure : due to the fact that a single entity stores and manages all the data from a set
of devices, any vulnerability might compromise a vast amount of sensitive information and
even cause disastrous obstruction to the whole system. (iii) User is not involved in access
control over his own data : When access control logic is located in the cloud or in a central
entity, they have a full control over the hosted resources. As a result, user’s control can be
weakened. (iv) Expensive management : managing all IoT devices in a centralized way would
be too expensive in the long term. IoT devices are envisioned as low-cost, low-maintenance
devices that should run for years and even decades. (v) Trust foreign entities: Delegating
the authorization logic to an external service requires a strong trust relationship between
the delegated entity and the device. Moreover, all communications between them must be
secured and mutually authenticated, so that the delegated entity security level is at least as
high as if the authorization logic were implemented internally.

Another aspect related to access control and delegation is the nature of the IoT devices
under consideration. The devices can be classified as: resource sufficient and resource con-
strained. The resource sufficient devices are powerful devices capable of high computation,
high memory, network, and power availability. In contrast, the resource constrained devices
lack the above mentioned features. The selection of suitable approaches in the two situations
differs greatly.

1.2 Related work

We survey the literature for access control strategies keeping in mind the two strategies: re-
source sufficient and resource constrained. Initially, we assume the devices to be sufficiently
powerful, and thus, capable of performing complex computations for distributed access con-
trol. Typically, a smart environment would involve participants sharing IoT resources to
improve the quality of life. With participants being in control of the devices, we can assume

9



Chapter 1 Introduction

steady power and network availability.

1.2.1 Authentication

Traditional access control models, like Role-Based Access Control (RBAC) model (36), de-
pend on a trusted third-party authorization engine to grant access. This motivates strong
caution in entrusting the system. Also, such models are based on a centralized model, which
does not overlap with the distributed architecture of the IoT. Similar access policies like
XACML (37) and CCAAC (38) frameworks result in heavy-weight implementations for re-
source constrained nodes, such as typical sensor/actuator-hosting boards and can, therefore,
be considered unfeasible. This led us to explore blockchain technology as an access con-
trol mechanism, due to its distributed nature. Also, given the resource sufficient nature of
the IoT devices, it will be possible for the IoT devices to utilize the security guarantees of
Blockchain.

1.2.2 Authorization

Smart contract provides a secure and transparent authorization engine to evaluate the ac-
cess request based on the policies stored on the Blockchain. A.Ouaddah et al. (39) used
blockchain to store and audit access control policies. L.Chen and H.Reiser (40) stored access
rights for a resource in a blockchain and managed them via transactions. MeDShare pro-
posed by Xia, Qi, et al. (41), for controlling access to sensitive medical data, uses blockchain
to store the history of operations performed on the data and smart contracts to enforce
access control. (42) proposed a scheme based on Blockchain and smart contract to store
and enforce access control policies. However, (42) did not support delegation. (43) proposed
similar approach merged with IPFS based file sharing design. Authors discussed the impact
of IPFS using an experimental setup. (44) explored permissioned Blockchain (Hyperledger
Fabric) based solution to address the access control problem. The authors presented the
performance metrics and resources consumption using the Hyperledger Caliper benchmark
framework. Similarly, (45) proposed a permissioned Blockchain based access control ecosys-
tem for large data sets. Authors utilized permissioned Hyperledger Fabric Blockchain for
system implementation.

The devices that are constrained and thus, limited by the computations to be carried
out by the devices. In an industrial internet of things (IIoT) use case, the IoT devices de-
ployed in the industries or remote locations will not have access to a continuous power and
network source. Given the constrained nature of devices, the security mechanism should
require minimum computation on the devices. Simultaneously, looking into industrial sys-
tems, trustworthy industrial systems must ensure people’s safety and infrastructure security,
operation continuity, and reliability. Any violation of these requirements must be audited
with the goal of identifying the causes and attributing the fault to the entities and operations
causing problems. Authorization architectures and protocols for distributed systems are gov-
erned by multiple authorities, including federated identity systems such as the well-known
OpenID (46) or the so-called self-sovereign identity systems (47), and authentication and
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authorization protocols specifically designed for constrained environments (48; 49). Stan-
dard solutions for authorization services protect the environment from illegitimate accesses
from unauthorized personnel, but they typically do not consider malicious internal attackers
that have high privileges, such as admins that have complete accesses. Detecting violations
within outsourced services is related to the capability of detecting integrity of algorithms
and of data. Security proposals include expensive protocols for verifiable outsourcing (50),
which however are unsuitable because of high computational overhead. Other approaches
for detecting correctness of algorithms and protocols are based on secure hardware enclaves,
such as SGX (51), that seem still vulnerable to attacks (52).

1.2.3 Delegation

Delegation enables the assignment of authorization to another entity to carry out specific
activities. It is the process of distributing and entrusting authorization to another entity.
(53) proposed a decentralized access control approach based on Blockchain to overcome the
limitation of present access control systems like performance and single point of failure.
The proposed system also suggested capability delegation mechanism. The authorization
is achieved through a capability token management strategy. The proposed system is im-
plemented on local private Blockchain and Raspberry Pi device. (54) proposed a similar
scheme based on Blockchain with a support for delegation. However, (54) limited the depth
of the delegation. Finally, authors in (55) proposed a novel cryptographic primitive, named
obligation chain, which is based on Blockchain and built-in reputation mechanism to create
trust in the system. Authors presented a security analysis for both the obligation chain and
the overall architecture and provide experimental tests.

For resource constrained devices, decentralized security solutions designed for multi-
ple root authorities include blockchain technologies (56; 57), secure multi-party computa-
tion (58), and transparency logs (59; 60; 61). Blockchain protocols based on consensus and
secure multi-party proposals cannot be used in many industrial environments due to device
and network constraints. Transparency logs (59) based solutions allow the system to out-
source a log service to semi-trusted parties without affecting the security of the system. These
approaches are based on known cryptographic schemes to guarantee data integrity, such as
digital signatures, MAC primitives, and so-called authenticated data structures to enable
efficient operations for dynamic workloads (62; 63). Proposals deploying lightweight and
flexible authentication and authorization schemes in constrained environments (49; 48) do
not guarantee strong auditability. The most popular transparency log solution is Certificate
Transparency (59) that monitors Certification Authorities by requiring browsers to verify
that all certificates fetched from Web sites have been stored in approved authenticated logs.
Literature also proposed a more general approach called key transparency (60) that prevents
the so-called equivocation, which is an attack based on binding different cryptographic keys
to the same identity. This solution cannot be trivially applied to the considered industrial
scenario due to the different characteristics of the delegated authorization protocols, includ-
ing management of secret information and updates to the authorization policies. Finally,
a proposal based on transparency logs has been proposed by the same authors for smart
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cities (61). It allowed users to detect malicious behaviors of cloud services that act as dele-
gated authorization services, but it cannot be used in federated environments characterizing
industrial systems where users and authorization service belong to the same trust domain
and might collude to avoid detection. Security solutions that also contribute to guarantee
security of IIoT architectures, include network segregation based on firewalls and data diodes
(e.g., (64)), and intrusion detection systems (e.g., (65)). Unfortunately, industrial systems are
characterized by legacy industrial protocols, network protocols with small packet sizes that
cannot be näıvely integrated with security measures, and network-enabled sensors with low
computational power that cannot operate many standard security protocols. In literature,
there are proposals that are designed for IIoT systems, such as network intrusion detection
systems for automotive networks (66) and automation systems (67). Intrusion detection
systems can cover a wider range of attacks other than those related to authentication and
authorization procedures, but they are unable to provide strong evidence of misbehaviors.
Moreover, their adoption in possibly disconnected networks can delay audit and detection of
threats, and there are useless in the case of encryption network protocols. Other proposals
include scalable identification systems, such as physical unclonable functions (68), strong
authentication protocols to control remote access (69), architectures for offloading expensive
cryptographic operations (70) and lightweight asymmetric cryptographic primitives and pro-
tocols (71; 72). Additional challenges are related to the security of the software operated by
the IoT devices, including the capability of verifying whether a device has been compromised
and the possibility of fixing vulnerabilities through software patching. Major proposals in-
clude remote attestations to verify the integrity of the executed software (73), and scalable
and reliable architectures for long-term software updates (74).

1.3 Preliminaries

In this section, we present the background technologies used in the proposed solutions.
We begin by introducing the OpenStack cloud infrastructure which serves as a backbone.
Next, we present the architecture of Stack4Things framework, an extension to OpenStack
for management of fleet of IoT devices. We illustrate details about how the already exist-
ing authorization and delegation mechanisms works. Subsequently, we present blockchain
technologies, focusing on Ethereum (75) and smart contracts as an enabler of one of the
solutions. Finally, we present authenticated data structures (76), which form the basis of
our second proposed solution.

1.3.1 Openstack

OpenStack1 (77) is a set of open-source software tools for building and managing cloud
computing platforms. OpenStack is a centerpiece of infrastructure Cloud solutions for most
commercial, in-house, and hybrid deployments, as well as a fully Open Source ecosystem of
tools and frameworks. Currently, OpenStack allows to manage virtualized computing/stor-

1See https://rb.gy/h5c79a.
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Figure 1.1: Openstack Architecture.

age resources, according to the infrastructure Cloud paradigm. In Figure 1.1, a conceptual
architecture of OpenStack depicting components, as boxes, and the services they provide
to other components, with arrows, are shown, respectively. Nova, the compute resource
management subsystem, lies at the core of OpenStack and provisions VMs, with the help
of a number of subsystems that provide core (e.g., networking in the case of Neutron) and
optional services (e.g., block storage, in the case of Cinder) to the instances. Horizon is
the dashboard and as such provides either a (web-based) UI or even a command-line inter-
face to Cloud end users. Ceilometer, the metering and billing subsystem, like most other
components of the middleware, cannot be fully analyzed on its own, as it needs to inter-
face to, and support, Nova. In particular, while both Nova and any of the aforementioned
subsystems exploit a common bus, the former alone dictates a hierarchy on participating
devices, including their role and policies for interaction. Indeed, Nova requires a machine
operating as Cloud controller, i.e., centrally managing one or more Compute nodes, which
are typically expected to provide component-specific services (e.g., computing) by employing
a resource-sharing/workload-multiplexing facility, such as an hypervisor.

1.3.2 Stack4Things authorization and delegation

The overall architecture of Stack4Things is defined in (6). It highlights interactions and
communication facilities between end users, the Cloud, and (possibly mobile) sensor- and
actuator-hosting IoT nodes. On the IoT node side, the Stack4Things lightning-rod repre-
sents the point of contact with the Cloud infrastructure allowing the end users to manage
node-hosted resources even when nodes are behind a NAT or a strict firewall. This is ensured
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by WebSocket-based tunneling and WAMP-based2 messaging between the Stack4Things
lightning-rod and its Cloud counterpart, namely the Stack4Things IoTronic service. The
Stack4Things IoTronic is designed as an OpenStack service, providing end users with the
possibility to manage one or more nodes, remotely. The main goals of IoTronic lie in extend-
ing the OpenStack architecture towards the management of mobile/embedded system-hosted
sensing and actuation resources. In Stack4Things, authentication mechanisms are imple-
mented by leveraging the OpenStack Keystone subsystem. Keystone is an implementation
of the OpenStack Identity service, providing authentication and high-level authorization
mechanisms through the use of credentials and authentication tokens. To authorize an in-
coming request, Keystone validates a set of credentials supplied by the issuing user. Initially,
the credentials are represented by a username and a password. As soon as such credentials
are validated by Keystone, an authentication token is released that can be exploited by the
user in subsequent requests.

OpenStack ensures API protection by exploiting the role-based access control (RBAC)
model. Each token issued by Keystone includes a list of roles for the user. When the user
calls a service, that service interprets the set of user roles and determines which operations
or resources each role grants access to. However, delegation mechanisms, i.e., temporarily
granting a user permissions to perform an API call on a specific subset of the resources
available as a whole and then revoking them, could be quite hard to implement in terms of
Keystone APIs, due to the requirement to dynamically associate API calls to roles, a feature
which requires a number of non-trivial modifications to policy (JSON) files. If a user wants
to perform an API call on a resource, the user needs to be a part of a specific project, and
role with required permissions need to be setup and assigned to the project. This means
that to protect an object or a small sub-set of objects by custom rules, one or more roles
with required permissions are defined, a grouping of objects is done using projects, and an
association between roles and project is set. For similar reasons, several OpenStack services,
e.g., Swift, implement their authorization and delegation mechanisms on resources without
using the standard policy JSON files. For such a reason, we devised for Stack4Things its
own authorization and delegation mechanisms to access resources without resorting to the
standard OpenStack approach.

Figure 1.2 shows the Cloud-side Stack4Things architecture with specific focus on authen-
tication, authorization, and delegation mechanisms. While authentication is implemented
by fully relying on Keystone, a specific IoTronic agent, namely the Stack4Things IoTronic
delegation agent, deals with authorization and delegation duties. Whenever an API call
is issued by a user on a specific IoT-node and after the authentication token is validated
by interacting with Keystone, the Stack4Things IoTronic APIs contacts the Stack4Things
IoTronic delegation agent to check if the user is granted access to the specific operation on
that specific IoT-node or not. If authorization is granted, the Stack4Things IoTronic APIs
deliver the request to the Stack4Things IoTronic conductor which triggers all the steps that
are needed to fulfill it, involving other Stack4Things IoTronic agents if required.

Figure 1.3 depicts the entity-relationship model for authentication and delegation mech-
anisms in Stack4Things. The Node entity represents the set of IoT nodes managed by the

2See http://wamp.ws.
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Figure 1.2: Cloud-side Stack4Things architecture with focus on authentication, authoriza-
tion, and delegation mechanisms.

IoTronic service, while the User entity represents the set of users that are somehow allowed
to interact with IoT nodes. The Operation entity models the set of API operations that
needs to be authorized on specific IoT nodes. The Role entity represents the set of IoTronic
roles that are currently defined in the system.

Finally, the Delegation entity contains the list of roles assigned to users for each IoT
nodes. Delegations can be distinguished in two main categories. First level delegations
represent roles that are assigned to users by default or by an administrator, e.g., the role
IoT-node-owner is automatically assigned to the user that creates a node in the system,
representing the situation in which a user contributes a node to the system and therefore has
all the permissions on that node. Lower level delegations represent roles that are temporally
assigned to a user by another user that is already granted with that role, or with a role that
includes all the considered permissions. For example, a node owner has various permissions
(list, login, read, write). This is a first-level delegation created by an administrator. Another
user wanting to access read API can request read access from the node owner. The user,
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Figure 1.3: The entity-relationship model for the authorization and delegation mechanisms
in Stack4Things.

in this case, will have only read permission. This is a second-level delegation created by
the node owner. In this sense, they represent an operation of the delegating user entrust-
ing to the delegated one. Each lower level delegation contains the information about the
parent delegation from which it derives. In this way, the IoTronic implements a multi-level
delegation scheme in which, if a delegation is revoked, all its child delegations are revoked
(cascade revocation). More details about the legacy mechanisms that have been enhanced
in this work can be found in (78). The red box, in Figure 1.3, highlights the portion of the
data model that has been implemented on-chain, while migrating toward blockchain-based
mechanisms.

1.3.3 Blockchain, Ethereum, and Smart Contracts

In 2008, Satoshi Nakamoto (79) proposed a cryptocurrency named Bitcoin in a completely de-
centralized environment. Blockchain is the enabling technology behind Bitcoin. A Blockchain
is a public distributed ledger that stores all transactions ever executed in the network. It is
a sequence of blocks in which each block is linked to the previous block via its cryptographic
hash. The relationship is established by storing the parent block’s hash in a child’s block
header (Figure 1.4). Transactions are hashed and stored in the block. The hashes of two
transactions are taken and hashed further to generate another hash. This process eventually
provides a single hash from all transactions stored within the block. This hash is known as
Transaction Merkle root hash and stored in Block’s header. Ethereum uses SHA256 for all
its hashing needs.

The design of the Blockchain is such that it resists any modification to data. Once the
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Figure 1.4: The relationship between blocks.

data has been recorded in a block on the chain it cannot be altered without changing all
subsequent blocks. This immutable nature of blockchain leads to an open, distributed ledger
capable of efficiently recording transactions between couple of entities and allows public
verification. Blockchain can be particularly useful in situations requiring maintenance of
unmodifiable and verifiable audit trail.

Ethereum is a generalized variant of a decentralized transaction ledger (75). The key
elements of Ethereum are Blockchain as a backbone, a Turing-complete language, and an
unlimited publicly verifiable storage. It can be viewed as a transaction-based state machine
where each valid transaction causes the state machine to move to the next state, thus, form-
ing a chain of states. Another important feature of Ethereum is Smart Contract. Ethereum
implements DApps through smart contracts running on top of the EVM. In 1994, Nick Sz-
abo - a legal scholar, and cryptographer - realized that a decentralized ledger could be used
for smart contracts3. Smart Contracts are a formal generalization of a transaction-based
state-machine. Also known as self-executing contracts, Blockchain contracts, or digital con-
tracts, smart contracts enable the exchange of cryptocurrency, or any tangible asset in a fair,
conflict-free way, while eliminating any third party. A sample smart contract is presented
in Data Structure 1. The smart contract consists of member variables (storedData) which
hold the data while member functions (get, set) which interact with the blockchain. Smart
contracts can be characterized by three properties namely autonomy, decentralization, and
auto-sufficiency. Autonomy implies once the contract is on the Blockchain, no interaction
is required from the initiator of the contract. Smart contracts are decentralized in nature
as they exist on the Blockchain. Auto-sufficiency points towards the automatic execution
of contracts based on certain conditions. Smart contracts particularly solve the problem of
a trusted third party in any system. The smart contract triggers automatically on certain
programming conditions and is publicly verifiable on the Blockchain. For example, based
on the price of a car, the insurance premium for the car is calculated and inserted into the
Blockchain via a transaction. In contrast, the transaction is initiated by the smart contract
instead of by a user. It can eliminate the need for a trusted entity. Smart contracts can find

3See http://www.fon.hum.uva.nl/rob/Courses/InformationInSpeech/CDROM/Literature/
LOTwinterschool2006/szabo.best.vwh.net/smart_contracts_2.html.
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application in various scenarios e.g., real estate law, financial transactions, legal processes,
crowdfunding, insurance premiums.

Data Structure 1: Sample smart contract.

pragma solidity ˆ0.4.0;
contract SimpleStorage {

uint storedData;
function set(uint x) public {

storedData = x;
}
function get() public view returns (uint) {

return storedData;
}

}

1.3.4 Authenticated Data Structures

Trust is critical for any information sharing system. On the Internet, trust can be in the
form of websites trusting CA for certificates, administrators trusting package distributors
for the binaries of the software. Authenticated data structures integrate transparency and
public auditing to the trust model, allowing entities to participate in a trustless manner. By
adding transparency to services, trust can be verified by the ecosystems that depend upon
them.

Verifiable Logs : The first structure we describe is an append-only log. As the name
suggests, the logs are appended to the data structure. Once a log is accepted, it is cryp-
tographically added to the log store and thus, cannot be altered. Periodically the log will
publish a signed tree head which includes a root hash of all entries for a given log size.
Clients of the log can: (i) Efficiently verify that a specific entry is included in the log. (ii)
Efficiently detect split-view attacks. (iii) Efficiently verify the append-only property of the
log. (iv) Enumerate all entries held in the log.

Verifiable Maps : The next structure we describe is a verifiable map. A verifiable map is
a map from a set of keys to a corresponding set of values. Periodically the map will publish
a signed tree head which includes a root hash of all 2256 entries. Clients of the map can: (i)
Efficiently retrieve the value (or indication of nonpresence) for a key, and verify that this
is included (or not present) in the map at a point in time. (ii) Efficiently detect split-view
attacks. (iii) Enumerate all key/value pairs held in the map.

1.4 Proposal Summary

In this section, we briefly describe the proposals to address the problem of access control
and delegation in IoT. We begin by proposing the solution for resource sufficient devices.
A higher computational capability of the IoT devices allowed us to address the trustless
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Figure 1.5: Verifiable logs Merkle tree.

requirement of IoT-Cloud framework (Stack4Things (6)) using Blockchains. We propose a
general purpose architecture with access control, authorization, and delegation model using
the smart contract capabilities of Blockchain. We begin by describing three real world
scenarios pertaining to access control and delegation in smart environments. Each scenario
is characterized with its own set of requirements and limitations. We outline three different
approaches for the use of Blockchain technologies for access control and delegation in IoT,
each modeled to suit one of the above mentioned scenarios. Of each approach, we present
in details the design considerations and we discuss how it deals with the requirements and
limitations of the corresponding scenario. Next, we carry out a theoretical analysis of time
and space complexity for each approach focusing on the three most important operations,
namely create delegation, delete delegation, and check access. We then present performance
measurements for each approach. We also increased the number of experiments to strengthen
the conclusions that can be drawn from them. Finally, we discuss the results and their
significance. We also present a critical discussion about the pros and cons of our proposed
system.

Next, we address the problem of access control in resource constrained devices. As an
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Figure 1.6: Verifiable maps Merkle tree.

application domain, we consider the use-case of IIoT environments. We propose an orig-
inal architecture for auditable authorizations with strong (cryptographic) guarantees that
is suitable to IIoT environments. It represents the first architecture that guarantees: (i)
the possibility of defining fine-grained access control rules; (ii) the support for constrained
IoT devices that are characterized by low computing capabilities and by limited or absent
Internet connection; (iii) the capability of system auditing for demonstrating possible ille-
gitimate accesses. Our proposal allows each authority to release authorizations based on
coarse-grained access control rules for its resources thus satisfying usability. Each autho-
rized party has the capability of releasing fine-grained authorizations autonomously with the
only constraint of not violating the original delegation. The authorizations released by each
party can be monitored by the authority that can provide evidence of misbehavior in the
case of illicit authorizations. The proposed architecture is specifically designed for indus-
trial environments consisting of decentralized authorities collaborating with providers that
require flexible management of authorizations, high security guarantees, and the capability
of detecting possible misbehaviors. The performance of the overall architecture is suitable to
industrial environments even if they are characterized by constrained devices and networks.

The proposed system enforces security by considering covert security assumptions with
public auditability (80; 81). It does not prevent misbehaviors of the delegated parties, but
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guarantees accountability of their actions. Hence, the audit mechanism acts as a deterrent
for third parties with a reputation. An authority can detect and show evidence of wrong
or malicious behaviors of the authorized partners, possibly allowing early detection of cyber
attacks and violations. Alternative solutions based on intrusion detection systems cannot
produce publicly verifiable proofs of misbehaviors, and their efficacy might be hindered
by encryption protocols (67). Other proposals based on cryptographic protocols (82; 83)
and public distributed ledgers (56; 11) cannot be deployed in IIoT environments because
of their high requirements in terms of computation, storage and network traffic. Solutions
adopting the general transparency approach (59; 60; 61) cannot be immediately deployed
in the context of authorization management for IIoT because they are designed either to
handle public information or for different architectures and threat models.
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Access control and delegation for resource
sufficient devices

In this chapter, we describe the proposal to address access control and delegation in resource
sufficient IoT devices. We present a general-purpose architecture with access control, autho-
rization, and delegation model using Blockchain’s smart contract capabilities. We describe
the proposed access control and delegation solution (12; 84) and the design choices involved.
We begin with the motivation for the proposed methodology and then briefly describe the
development process flow. It provides the reader with an overview of the steps involved.
This is followed by a brief description of the time and space complexity evaluation process.
Then, we present details about how the implementation of the Blockchain-based authoriza-
tion and delegation mechanisms in Stack4Things has been conducted. Further, we show how
smart contracts have been designed to focus on the data structures and their interfaces. The
description of proposed approaches is presented incrementally, with each one customized to
tailor one of the discussed use cases. Finally, we present the algorithms’ pseudocode and
their theoretical analysis in terms of time and space complexity.

2.1 Motivations

The IoTronic service, discussed in the chapter 2 (Section 1.3.2), is supposed to be fully trusted
by end users that expect it to manage IoT resources and provides access to them in a fair
way. However, malicious administrators and/or unfair internal policies could affect IoTronic
supposed behavior by, e.g., forcing it to deny access to specific operations to users with full
rights. Moving authentication and delegation mechanisms to the blockchain allows moving
part of the trust to the deployed smart contracts and it can be considered as a first step in
the migration toward a fully decentralized version of the Stack4Things framework. The aim
of the present work is to leverage blockchain technologies with the following motivations:
(i) Trustiness : Ethereum smart contracts are deployed and run on top of all the nodes in
the network and consensus is reached each time a smart contract is invoked. The consensus
mechanism used in Ethereum is based on Proof-of-Work (PoW) (79) algorithm. In PoW, the
election of an actor as a leader is based on a hard mathematical problem. The actor able to
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solve the problem becomes the leader. The leader then decides the next block to be added to
the blockchain. All other actors present in the network are able to verify the solution of the
leader. In this way, a consensus is achieved in a distributed manner. Moreover, provided that
the user is able to check that the bytecode, that is deployed on the blockchain, is actually
coming from the claimed source code (this is actually possible and similar services are even
provided online by, e.g., the Etherscan Contract Verification tool1), he/she can reasonably be
sure that access control is performed the way it is documented. (ii) Auditing : However, this
is not enough to reach a complete trustiness in the system because the user should also be
sure that the Stack4Things IoTronic delegation agent is actually interacting with the smart
contracts to check for user permissions. Thus, another reason for the use of blockchain is the
possibility to implement a public auditing system. Thanks to blockchain (and specifically
via Ethereum events and logs), each operation can be logged on the blockchain and the end
user is able to check why access to a certain operation/resource has been granted or denied.

The type of operations associated with a role is dependent on the type of system in which
RBAC policy is implemented. We have considered the following operations to be logged on
the blockchain: Create to create a new node, Delete to delete an existing node, List to show
information about a node, Login to create an SSH tunnel to a node, Read to read a value
from a sensor on a node, Write to write a value to an actuator on a node, Config to configure
a node, and Inject to inject custom code in the node. Note that, in the present work, privacy
is not taken into consideration, as a requirement. In fact, maintaining the public auditing
system and guaranteeing user privacy at the same time could be complex. Future work will
be devoted to investigating this aspect.

2.2 Use Cases

This section discusses the use cases and their typical characteristics. The requirements of
each use case are different as it is implemented. The use cases differ in terms of the number
of users and resources present in the system, the frequency with which the users enter and
leave the system, and the response times of the system. Also, we outline the characteristics
of the methodology suitable for each use case.

The first use case is Smart Home. The use case involves a limited number of resources
being used by a limited number of users. The users of the system enter and leave the
system rarely. This scenario involves a central authority, like an administrator, creating few
delegations with all operations for a set of users (family members) and these delegations
are deleted rarely. Thus, this is a static scenario wherein users are delegated once and
they never leave the system. Based on the characteristics we can infer that since the use
case involve a limited number of delegation additions and even fewer delegation deletions,
a methodology with linear time complexity for delegation additions and quadratic time
complexity for delegation deletions can be suitable. Also, the number of operations/events
related to smart services will be small in number. Thus, a methodology with linear to
quadratic time complexity for access decisions can be suitable.

1See https://etherscan.io/verifyContract2.
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The next use case is Smart Hotel. This use case also involves a limited number of resources
being used by a limited number of users. However, the users of the system enter and leave
the system frequently. This case is similar to the first use case in terms of the total number
of delegations in the system which are kept low as users enter and leave the hotel frequently.
This case is characterized by a highly dynamic scenario wherein delegations are created and
deleted very frequently in a small system. The use case involves rapid creation and deletion
of delegation. Besides, the number of operations will be limited in number related to smart
services. Therefore, a methodology having linear time complexity for delegation addition
and deletion, and linear to quadratic time complexity for access decision can be suitable.

The third use case is that of a Smart City. The typical characteristics of the use case
include the presence of a lot of delegations in the system and the necessity to add/delete
them frequently. Smart City exhibits these characteristics due to the rapid movement of
its inhabitants in and out of the system and a large number of smart services being offered
to the inhabitants of the city. Thus, a methodology with linear time complexity for all
three operations namely delegation creation, delegation deletion, and access decision can be
suitable.

The final use case involves highly interactive small systems. The typical characteristic
of such a system is immediate response and the limited number of delegations. Smart
Museum or Smart Immersive Environment exhibit such characteristics. As the emphasis is
on the response time, the methodology needs to exhibit quick access decision. Also, since
the number of delegations is limited, a linear to quadratic time complexity for delegation
creation and deletion can be suitable.

2.3 Development process flow

We begin with the design of a smart contract by analyzing the data structure that needs
to be stored on the blockchain. We identify the critical operations of access control and
delegation like creation, verification, and deletion of access policies. Each step in the process
optimizes the performance of one of the operation identified above. The initial solution
is designed keeping in mind the best practices for smart contract development 2. After the
initial design, we perform the time, space and cost analysis to understand the performance of
key operations. As part of the next step, we identify the bottleneck and make a change in the
algorithm to improve the performance. We repeat the process to make further improvements
and systematically present the analysis in the further sections.

2.4 Time and space complexity.

The time complexity of three basic operations of access control and delegation are analyzed
namely creation, verification, and deletion of delegation. The time complexity of a single del-
egation creation is dependent on the time complexity of subset check i.e. if the beneficiary’s
role is a subset of delegator’s role. The time complexity of deletion of a single delegation is

2See https://consensys.github.io/smart-contract-best-practices/.
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Figure 2.1: Interaction between s4t iotronic delegation agent and smart contracts on the
ethereum blockchain.

dependent on the collection and deletion of its child delegations. Finally, the time complexity
of delegation verification is dependent on number of roles in the system and time to verify
if a role is authorized to perform an operation. The space complexity analysis identifies the
need of additional memory or disk space to perform the basic operations. It is represented
in terms of number of delegations in the system.

2.5 Design choices

This section deals with the considerations made during the design of the proposed approaches
and the logical steps from ideation to implementation. We present various development
environments and the motivation behind considering those environments. In order to tune
smart contracts’ code size to satisfy gas requirements, we designed two separate contracts.
Role.sol contract captures the association of each role with the corresponding allowed
operations, while a second contract, named Delegation.sol, represents the relationship
between users, resources, and roles. Composition design strategy is chosen over inheritance
with the goal of reducing coupling between the two smart contracts, as both the paradigms
are supported by Solidity. Such a decision presents a second advantage: inheritance would
lead to a single contract being actually deployed to the Blockchain as the inherited class code
will be copied to the inheriting class. Also, it would lead to gas consumption crossing the
gas limit threshold. We tested the contracts on the Ethereum public testnets (i.e. Rinkeby)
- which implements a proof-of-authority based consensus algorithm - to observe real world
performance of our system. Proof of Authority (PoA) is a consensus algorithm where a

25



Chapter 2 Blockchain-based Access Control

leader’s identity, responsible for the addition of block to the blockchain, is at stake. Staking
identity means voluntarily disclosing who you are in exchange for the right to validate the
blocks. Identity placed at stake can serve as a great equalizer, understood and valued the
same by all actors. Individuals whose identity (and reputation by extension) is at stake for
securing a network, are incentivized to preserve the network. Performance parameters have
been recorded to present a comparative study of our experiments.

Figure 2.1 represents the sequence of interactions that takes place when access to a
specific operation on a specific IoT resource needs to be granted to a user. In step 1, the user
requests for a particular operation on a specific IoT resource and the request is redirected
to the S4T IoTronic delegation agent by the S4T IoTronic conductor. In step 2, the agent
checks the S4T IoTronic database for validating the user request (e.g., the existence of the
IoT resource is checked). In step 3, after successful validation, the S4T IoTronic delegation
agent calls the Delegation.sol contract by using the Web3 client. A User identifier, an
operation identifier, and IoT resource identifier are passed as parameters. In step 4, the
Delegation.sol contract requests the roles granting access to the considered operation to
the Role.sol contract. In step 5, such a list of roles is returned and the Delegation.sol

contract checks if the user is associated with one of them for the considered IoT resource. In
step 6, the Delegation.sol contract logs the result in the blockchain and finally, in step 7, it
sends the result back to S4T IoTronic delegation agent that, in step 8, sends the result back
to the S4T IoTronic conductor. Eventually, access to the user is granted or not depending
on the result.

In order to create an audit trail for users to verify the behavior of the authorizing agent,
we decided to create event-based logs. The logs created by OpenStack are event-based
which encouraged us to adopt event-based logging. In event-based permission delegation,
permissions are delegated to a specific user in the response of an event. This triggering of
event initiates the logging process. Another strategy for logging includes query-based logging.
In query-based permission delegation, the user requests/queries for permission on a resource
from the owner. In contrast, the query causes the initiation of logging. The event-based
logging enables the user to verify the decision communicated to him/her by the authorizing
agent and thus, report any unfairness. This is a major challenge: since the logs are stored on
the Blockchain, the access verification request has to wait till the mining is complete. The
long waiting time for access request is highly undesirable and renders the system useless. To
overcome this challenge, we looked at the concept of pending transactions in a transaction
pool waiting to be mined. In the life-cycle of a transaction, when a transaction is selected
for addition to the block and before the block is added to the Blockchain (consensus), the
transaction is verified and added to the pending block. Once consensus is reached, the
pending block is added to the Blockchain. Thus, we are capturing the pending block to
know whether the user is having the access or not. We know that the verification of the
transaction is quick but consensus takes time. Thus, using the pending block, we are able
to reduce the response time of access request. The limitation to this approach being the
possibility that the transaction fails due to reasons like not enough ether on originating
account to perform transfer and pay for gas, or transaction gas consumption exceeding block
gas limit. These issues can be handled by keeping enough balance in the account, and the
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operation of validation simple and bounded.

2.5.1 Data structures and interfaces

This subsection presents the design of the proposed solutions. It describes each solution in
detail and presents the challenge that motivated the development of the approach following
it. The description contains pseudo-code for three most important operations of the system
namely insertion of delegation, deletion of delegation, and authenticating the access request.
The description is followed by the theoretical analysis of time and space complexity in the
average and worst case.

Data Structure 1: Data structure of AllowedOperations.

struct AllowedOperations {
bytes32 id;
bytes32 role name;
bytes32[] operations;
uint index;

}

mapping ( bytes32 => AllowedOperations ) public roles;
bytes32[] public chkRole;

As per Figure 2.1, the smart contracts are designed in two parts. The first contract,
named Role.sol, captures the functionality of RBAC systems wherein the information of
operations associated to a particular role are stored on the blockchain. The second contract,
named Delegation.sol, is responsible for associating the role with the user, allowing user to
perform associated operations on the resource. It also stores information related to delegation
of role, wherein an authorized user enables a requesting user to perform operations on the
resource.

Data Structure 2: Data structure of DelegationInfo.

struct DelegationInfo {
bytes32 id;
bytes32 delegatingUserID;
bytes32 beneficiaryUserID;
bytes32 nodeID;
uint index;

}

mapping (bytes32 => DelegationInfo) public delegations;
bytes32[] public chkDeleg;

The AllowedOperations (Data Structure 1) represents the data structure for storing
information related to role. The structure stores a universally unique identifier (UUID) of
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the role, the name of the role, the operations that are allowed for the role, and an index.
The index holds the position of the id in the chkRole array. The mapping roles holds
information about a role with its id as the key. The array chkRole is used to confirm
the existence of the role as the mapping data structure in Solidity initializes all the keys
associated with it. The position of the UUID of the role in the chkRole is stored in the
index field, thereby confirming the existence of the role. Similarly, DelegationInfo (Data
Structure 2) represents the data structure for storing information related to delegation. The
structure holds the delegation id, the id of the delegation providing temporary access, the
id of the user receiving the access, the node (resource) id, the role assigned to the user and
an index. All ids stored are UUIDs. Also, the index acts similar to the one in Role.sol.
Except for the indices (which are of integer data type), most of the fields are bytes32 as in
Solidity the operations involving bytes32 data type are computationally cheaper.

Algorithm 1: Algorithm to add delegation to the system

input : id, delegator id, beneficiary id, node id, roleid benef
output: The delegation is added to the blockchain

1 if !isSubset ( roleid benef, delegations[ delegator id ].roleid ) then
2 exit;
3 else
4 temp delegation ← delegation( id, delegator id, beneficiary id,
5 node id, roleid benef );
6 index ← chkDeleg.push( id );
7 temp delegation.index ← index;
8 delegations[ id ] ← temp delegation;

The Algorithm 1 outlines the process to add a delegation to the system. The steps
include: (i) checking if the user has authority to delegate the role. A check is made to confirm
if the delegated role is a subset of the role of the delegator. (ii) adding the delegation to
the Blockchain based on the output of step (i). The isSubset function takes two roles as
input and checks if first role is a subset of the second role. The id of the role is passed as
an input, and the function returns true if the role is a subset, otherwise it returns false.
The time complexity of the algorithm is quadratic in nature, as each operation in a role
needs to be verified against each operation of the other role. Finally, the addDelegation
function adds the delegation to the Blockchain based on the output of the step (i). The time
complexity of the algorithm depends on the number of delegations in the system. For few
delegations in the system, the quadratic nature of isSubset function dominates and thus,
the addDelegation runtime complexity exhibits’ quadratic nature, proportional to maximum
number of operations possible on a resource. For large number of delegations, the linear
search for presence of delegation dominates the time complexity and thus, a linear time
complexity is observed. The Algorithm 2 deletes a delegation from the system. Deletion of
a parent delegation also results in deletion of all child delegations. The algorithm functions
in the following manner: (i) the id of the delegation to be deleted is stored in an array, (ii)
in each of next iterations, a scan is made over all the delegations to check if the parent of a
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Algorithm 2: Algorithm to delete a single delegation from the system

input : id
output: A single delegation is deleted from the blockchain

1 index ← delegations[ key].index;
2 lastindex ← delegations[chkDeleg[chkDeleg.length]].index;
3 swap( chkDeleg[index], chkDeleg[lastindex] );
4 decrease chkDeleg length by 1;
5 delete lastindex to reset the structure;

delegation matches the id of the delegation to be deleted, (iii) finally, all the collected ids
are deleted in a single iteration. Instead of deleting a delegation while searching, we are
deleting delegation at the end to reduce the multiplicative effect in terms of time complexity.
The storage of ids for deletion, in turn, introduces a linear space complexity. The function
deleteSingleDelegation deletes a single delegation, whose id is passed as a parameter. The
complexity of the algorithm is constant in both average and worst case. A behaviour worth
mentioning is that at the time of deletion, the operation being performed on the resource
will not be interrupted as the access control check is triggered based on events. Once the
access is revoked, the next access control check will deny the operation.

Algorithm 3: Algorithm to delete a delegation tree from the system

input : id
output: The delegation tree is deleted from the blockchain

1 Candidate.push( id);
2 cnt ← 2;
3 for i← 1 to N do
4 if delegations[chkDeleg[j]].delegatingUserID == tempId then
5 Candidate[cnt] ← delegations[chkDeleg[j]].id;
6 cnt ← cnt + 1;

7 for j ← 1 to N do
8 deleteSingleDelegation( Candidate[j] );

9 Candidate ← [ ];

The algorithm to delete an entire delegation tree is presented in Algorithm 3, in which
all the delegations are deleted one by one. The decision to delete the delegations separately
rather than during identification is taken to reduce the multiplicative effect to an additive
effect. The complexity of the algorithm to delete a delegation is presented in Figure 2.2.
The (a) part of the figure presents the basic architecture of a node. It consists of delegation
id and id of the delegator in addition to other information. Part (c) consists of a sample
snapshot of the system at that instant with (b) representing the tree structure of the system
at that instant. Part (d) emphasizes the process involved in finding the delegation to be
deleted at each iteration and deleting all the identified delegations in single step.

Finally the algorithm to check if the user has access to perform a particular operation is
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Algorithm 4: Algorithm to check if user is having access to perform operation

input : beneficiaryid, nodeid, operationid
output: boolean true or false

1 N ← chkRole.length;
2 for i← 1 to N do
3 if beneficiaryid == delegations[i].beneficiaryid and nodeid ==

delegations[i].nodeid then
4 if checkRole( delegations[i].roleid, operationid ) then
5 log( beneficiaryid, nodeid, operationid, true);
6 return true;

7 log( beneficiaryid, nodeid, operationid, false);
8 return false;

Current 
delegation Id

Parent 
delegation Id

   P1        Ⲫ    P2        Ⲫ    C1       P1    C2       C1    C3       C4    C4       P1

(a) Single DelegationInfo object (Data Structure 2) (non-relevant fields are not 
shown).

(c) Collection of N DelegationInfo objects (Data Structure 2 line 10) (implemented as delegations mapping).

(d) Steps in deletion of delegation P1 without optimization (Algorithm 3) (orange elements in each iteration are the 
ones to be found and red ones are the one finally deleted.)
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Iteration 2, we look for the direct 
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the first child of P1, C1 (i.e., C2). In 
Iteration 4, we look for the children of 
the second child of P1, C4 (i.e., C3). 
In iteration 5 and 6, we look for the 
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and we do not find anything. Thus, 
the iterations stop. Deletion is 
performed at the end with an 
additional iteration. 
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iterate in the mapping instead of 
having a direct access - because we 
use as key the delegation Id and not 
the parent delegation Id)

(also explain why you are deleting at 
the end with an additional iteration 
instead of deleting on the fly: i) 
pointer to the parent will be lost if we 
delete; ii) we multiply the complexity 
instead of adding;)

Deletion

P1P2

C1 C4

P1 P1

(b) Tree structure of delegation.

   P1        Ⲫ    P2        Ⲫ    C1       P1    C2       C1    C3       C4    C4       P1

   P1        Ⲫ    P2        Ⲫ    C1       P1    C2       C1    C3       C4    C4       P1

   P1        Ⲫ    P2        Ⲫ    C1       P1    C2       C1    C3       C4    C4       P1

   P1        Ⲫ    P2        Ⲫ    C1       P1    C2       C1    C3       C4    C4       P1

   P1        Ⲫ    P2        Ⲫ    C1       P1    C2       C1    C3       C4    C4       P1

   P1        Ⲫ    P2        Ⲫ    C1       P1    C2       C1    C3       C4    C4       P1

   P1        Ⲫ    P2        Ⲫ    C1       P1    C2       C1    C3       C4    C4       P1

Figure 2.2: Complexity analysis of first method.
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presented in Algorithm 4. The function makes use of a subroutine to check whether a partic-
ular role includes the operation specified. Based on the userid and nodeid, the corresponding
roleid is found from the delegation and the presence of operation is validated in that role.
The process is repeated till either the role with the operation is found or all the delega-
tions for that particular userid and nodeid combination are exhausted. The run time of the
algorithm is in the order of the number of delegations in the system.

Table 2.1 present the summary of time and space complexity of each algorithm in average
and worst case. We see that for isUserAllowed algorithm, the complexity is either quadratic
in terms of number of operations associated with a role or linear in terms of number of
delegations. In fact, the early part of algorithm execution is quadratic in nature as the
number of delegations are comparable to or less than the square of the operations associated
with the role. Once this threshold is passed, the nature changes to linear.

addDelegation deleteDelegation isUserAllowed

Time worst O(N) O(N2) O(K2) or O(N)
average θ(N) θ(N2) θ(K2) or θ(N)

Space worst O(1) O(N) O(1)
average θ(1) θ(N) θ(1)

Table 2.1: Time and space complexity analysis for the first approach.

Data Structure 3: Modified data structure of DelegationInfo.
· · ·

bytes32 firstChild;
bytes32 firstSibling;

· · ·

The deleteDelegation algorithm is the only one requiring additional array to store the
delegations to be deleted. We see that the deletion algorithm has quadratic time complexity.
This limitation is significant in a Smart City scenario where the number of delegations
increases rapidly and the creation and deletion of delegations is frequent. This brings us
to the next approach. The second approach is similar in terms of creating a delegation or
checking the access request of a user. But in order to efficiently handle the deletion of a
delegation tree, we utilize two pointers, namely firstSibling pointer and firstChild pointer.
To delete an entire delegation tree, the previous algorithm took quadratic time complexity.
One solution to this problem is to store the pointers to all child delegations in the root node.
But in the worst case, the storage space required can go up with the number of delegations
in terms of space complexity. Thus, we used two pointers in each node. Each node stores one
pointer to the first child and one pointer to the first sibling. In this way, the space complexity
is maintained linear. Thus, to efficiently delete a delegation, we need to traverse down the
tree using the firstChild and firstSibling pointers (Data Structure 3). In any iteration, we
add the node to be deleted to a temporary array. We delete an element from the temporary
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array on a FIFO basis. Before deletion, we check for the firstChild and firstSibling pointers
of the node to be deleted and if found, then push them into the temporary array. We repeat
this process till there are no more nodes to be deleted in the array. This entire process is
completed by a single pass on the delegation array and thus, we reduce the time complexity
to linear. Also, we need to adjust the pointers in case a partial tree is deleted. If the first
child of a tree is deleted, then we make the first sibling of the node to be deleted as the first

Algorithm 5: Algorithm to delete the delegation tree in linear time

input : id
output: delete the entire delegation tree

1 tempArray[0] ← id;
2 cnt ← 1;
3 for i← 1 to N do
4 tempId ← tempArray[i];
5 if tempId != 0 then
6 if delegations[tempId].firstChild != 0 then
7 tempArray[cnt] ← delegations[tempId].firstChild;
8 cnt ← cnt + 1;

9 if i != 0 then
10 if delegations[tempId].firstSibling != 0 then
11 tempArray[cnt] ← delegations[tempId].firstSibling;
12 cnt ← cnt +1;

13 else
14 break;

15 if delegations[ id].delegatingUserID != 0 then
16 tempIdOld ← delegations[ id].delegatingUserID;
17 tempIdNew ← delegations[tempIdOld].firstChild;
18 while tempIdNew != id do
19 tempIdOld ← tempIdNew;
20 tempIdNew ← delegations[tempIdNew].firstSibling;

21 if tempIdOld == delegations[ id].delegatingUserID then
22 delegations[tempIdOld].firstChild ← delegations[tempIdNew].firstSibling;
23 else
24 delegations[tempIdOld].firstSibling ← delegations[tempIdNew].firstSibling;

25 for j ← 1 to tempArray.length do
26 deleteSingleDelegation(tempArray[j]);

child of the parent. Otherwise, we need to adjust the firstSibling pointer to point to the
next sibling. The algorithm is presented in Algorithm 5. The complexity of the algorithm
to delete a delegation is presented in Figure 2.3. The (a) part of the figure presents the
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basic architecture of a node. It consists of delegation id and id of the first child and the first
sibling delegation in addition to other information. Part (c) consists of a sample snapshot
of the system at that instant with (b) representing the tree structure of the system at that
instant. Part (d) emphasizes the process involved in finding the delegation to be deleted in
single iteration and deleting all the identified delegations in next iteration.

Current 
delegation Id

First Child 
delegation Id

Iteration 1

First Sibling 
delegation Id

(a) Single DelegationInfo object (Data Structure 3) (not relevant fields are not 
shown).

(c) Collection of N DelegationInfo objects (implemented as delegations mapping).

Total # of delegations (N)

(d) Steps in deletion of delegation P1 with optimization (Algorithm 5) (yellow elements are found and deleted in next iteration)

Change to 
be the 
same tree 
as the 
example 
before 

P2 P1

C1 C2 C3 C4

Iteration 2

C1  Ⲫ C2 C2  Ⲫ C3P2  Ⲫ  Ⲫ C3  Ⲫ C4 C4  Ⲫ  ⲪP1 C1  Ⲫ

C1  Ⲫ C2 C2  Ⲫ C3P2  Ⲫ  Ⲫ C3  Ⲫ C4 C4  Ⲫ  ⲪP1 C1  Ⲫ

C1  Ⲫ C2 C2  Ⲫ C3P2  Ⲫ  Ⲫ C3  Ⲫ C4 C4  Ⲫ  ⲪP1 C1  Ⲫ

(b) Tree structure of delegation.

Figure 2.3: Complexity analysis of second method.

addDelegation deleteDelegation isUserAllowed

Time worst O(N) O(N) O(K2) or O(N)
average θ(N) θ(N) θ(K2) or θ(N)

Space worst O(1) O(N) O(1)
average θ(1) θ(N) θ(1)

Table 2.2: Time and space complexity analysis for second approach.

Data Structure 4: Modified data structure of AllowedOperations.
· · ·
mapping ( bytes32 => bool ) operation;
bytes32[] ops;
· · ·

In Table 2.2, we present the summary of time and space complexity of each algorithm in
average and worst case. The deleteDelegation algorithm is this case is linear and thus, the
time complexity is reduced from quadratic to linear. The algorithm still requires additional
array to store the delegations to be deleted. We see that the time complexity of isUserAllowed
is similar to last approach. In scenarios, where the number of operations associated to role
are comparable to number of delegations, we see a quadratic time complexity and thus, the
approach is not suitable for highly interactive environments. This leads to the next approach.
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The final approach is centered around reducing the complexity of the test operation
isUserAllowed. We achieve this by using the mapping structure to store the operations of
a role as a key-value pair (Data Structure 4 line 1). The retrieval of a single value takes
constant time and thus, the isSubset function’s complexity reduces from the order of K2 to
the order of K. The resulting change in the isSubset algorithm is presented in Algorithm 6.

The mapping data structure consists of the key-value pair. Leveraging the mapping data

Algorithm 6: Algorithm to find if a role is subset of other

input : roleid benef, roleid deleg
output: boolean true or false

1 k1 ← roles[ roleid benef ].ops.length;
2 k2 ← roles[ roleid deleg].ops.length;
3 if k1 > k2 then
4 return false;
5 else
6 cnt ← 0;
7 for i← 1 to k1 do
8 if roles[roleid deleg].operation[roles[roleid benif ].ops[i]] then
9 cnt ← cnt + 1;

10 if cnt == k1 then
11 return true;
12 else
13 return false;

(a) Search of operation O11 in the array operations.

(b) Immediate lookup of operation O11 in the mapping operations (Algorithm 6).

O3 O4 O5 O6 O7O2O1 O8 O9 O10 O11

O11

Allowed 
operations
(array 
operations)

Requested 
operation

Linear Search

O3 O4 O5 O6 O7O2O1 O8 O9 O10 O11

O11

Allowed 
operations
(mapping 
operations)

Requested 
operation

T T T F FFT T F F T

Hash
Key

Value

Constant time search

Figure 2.4: isUserAllowed advantage in terms of search.

structure, it can be found that a role is a subset of another role in a single pass. This reduces
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the overall complexity of isUserAllowed which uses this subroutine. The reduction is effective
if the number of delegation is comparable to the number of operations associated with the
role. Beyond that, the complexity is linear in any case. The comparison among searching the
access policy in an array and searching the access policy using the mapping data structure
of the Solidity programming language is presented in Figure 2.4. The (a) part of the figure
represents the linear search algorithm in an array. Part (b) represents the advantage of the
mapping data structure of Solidity. The mapping data structure acts as a hash-map data
structure. Thus, the search time of the algorithm reduces to a constant complexity.

addDelegation deleteDelegation isUserAllowed

Time worst O(N) O(N) O(N)
average θ(N) θ(N) θ(N)

Space worst O(1) O(N) O(1)
average θ(1) θ(N) θ(1)

Table 2.3: Time and space complexity analysis for third approach.

In Table 2.3, we report the time and space complexity of each algorithm in the average
and the worst case. The isUserAllowed algorithm in this case is linear and thus, the time
complexity is reduced from quadratic to linear. The approach thus, becomes suitable for
highly interactive environments.

2.6 Results and Discussion

This section details the simulation setup and presents the results obtained from the simula-
tion. The section also presents advantages as well as limitations of the obtained results.

The performance evaluation of the proposed model is based on the measurement of ex-
ecution time. The execution time can be captured in two possible ways: the timestamp
of the block and through external timekeeping. The limit of the block timestamps is that
they depend on the miner and thus, can be inaccurate. We are recording the timestamp on
request initiation and request fulfillment. The execution time is calculated as the difference
of the aforementioned two timestamps.

The experiments are carried out on a local blockchain (Ganache), as well as on public
test network (Rinkeby). The Rinkeby test network is based on a proof-of-authority (POA)
consensus algorithm. The experiments consist of three operations for which the execution
time is recorded: inserting delegation into the system, deleting the delegation from the
system, and checking the access rights of a user. The process of inserting, deleting and
access checking is repeated 100 times to average out the randomness of the mining process.
Based on the structure of the algorithms, an average and a worst case is identified for each of
the proposed approaches. For each of the identified worst and average case, the operations
are performed several times and the results are tabulated. Finally, the average and worst
cases for each of the operation and in each approach is compared using graphs.
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Operation No. of First Approach Second Approach Third Approach

Delegations

Insertion 1 175.31±4.3 171.39±4.87 181.61±4.41

50 349.62±7.53 347.88±11.28 377.76±8.91

100 541.24±9.53 502.94±13.75 507.87±10.07

150 701.7±18.89 796.95±14.22 613.05±17.43

200 837.52±8.47 924.36±19.82 752.33±14.38

Deletion 1 111.66±3.27 102.8±3.15 148.24±3.89

50 8191.9±122.9 2104.47±31.88 5425.56±34.83

100 29401.84±240.84 4784.6±73.75 11224.12±56.92

150 60869.42±377.09 9888.82±251.06 17081.85±86.41

200 106246.36±596.03 12996.66±144.93 23701.65±302.98

Check 1 57.55±2.1 51.78±1.7 52.73±2.25

50 545.86±5.04 533.68±4.15 322.3±5.27

100 708.45±10.35 712.26±8.41 569.17±6.06

150 886.13±7.13 726.35±27.19 779.02±5.61

200 1046±16.49 998.74±20.89 1056.97±3.42

Table 2.4: Experimental results in worst case of three approaches in Ganache (msec).

Figure 2.5 consists of nine plots where each plot compares worst and average case of each
operation in each approach. The figure summarizes the results for Ganache. Each row of
the figure represents an approach; for example, like the first row represents approach one.
Each plot is plotted between the number of delegations in the system before the operation
is executed and the execution time of the operation. Each execution value is averaged
out for 100 iterations. The first column of the plot shows the delegation insertion for all
the three approaches. We can see that Plots 2.5a, 2.5d, and 2.5g exhibit a linear trend,
i.e. the delegation insertion varies linearly with the number of delegations in the system.
The second column represents the operation of access check. We observe that Plots 2.5b
and 2.5e show quadratic growth for the initial number of delegations, while linear for the
remaining. The behavior is as per the theoretical analysis we presented in the previous
section. Plot 2.5h shows a linear variation of the execution time of access check with the
number of delegations in the system. The last column shows the deletion of delegation
for all the approaches. We observe that Plot 2.5c shows that the execution time of the
deletion process varies quadratically with the number of delegations in the system. In case
of Plots 2.5f and 2.5i, we observe a linear trend between the execution time and the number
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Operation No. of First Approach Second Approach Third Approach

Delegations

Insertion 1 148.45±5.46 155.23±4.9 180.74±4.39

50 346.94±7.22 326.47±7.78 351.12±7.15

100 514.28±10.36 506.98±11.91 453.26±7.74

150 658.56±19.25 592.87±9.07 596.72±9.89

200 778.41±8.85 727.39±10.83 720.45±10.36

Deletion 1 117.78±2.23 182.49±13.24 147.76±4.02

50 2045.06±8.86 1314.45±20.44 3290.35±25.52

100 3515.77±37.68 1369.58±57.53 6431.63±38.39

150 4823.59±33.43 1450.21±55.25 9686.29±54.78

200 6125.66±32.55 1509.4±39.28 13087.61±96.89

Check 1 50.73±1.35 47.84±1.6 55.08±1.64

50 380.95±2.31 490.54±11.72 195.41±4.67

100 565.53±7.51 564.16±6.22 324.43±4.76

150 659.65±6.49 641.7±3.8 440.01±5.02

200 712.11±4.74 689.24±15.05 549.3±5.35

Table 2.5: Experimental results in average case of three approaches in Ganache (msec).

of delegations in the system. Table 2.4 and Table 2.5 lists the worst and average execution
time of all the operations for all the approaches with 95% confidence range. All the values are
in milliseconds. We can observer a relatively small confidence interval thus, strengthening
our theoretical analysis.

Similarly, Figure 2.6 shows the variation of the execution time of operations with respect
to the number of delegations in the system for Rinkeby. Plots in the first column represent
the insertion of delegation in the system, plots in the second column represent the check
access operation, and plots in the third column represent the deletion of delegation from
the system for all the three approaches. We observe that Plots 2.6b, 2.6e, and 2.6h are of
quadratic nature as the number of delegations in the system are comparable to the number
of roles. Thus, in such situations the time complexity of the system is quadratic as we
mentioned in the theoretical analysis. For the Plots 2.6a, 2.6d, 2.6g, 2.6c, 2.6f, and 2.6i, we
observe that the execution time of the system is the same as the block confirmation time of
the blockchain. On the average, the plots are around the average block confirmation time,
which is 14 sec for Rinkeby. Table 2.7 lists the average execution time of all the operations
for all the approaches, with a 95% confidence range. All the values are in milliseconds.
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Operation No. of First Approach Second Approach Third Approach

Delegations

Insertion 1 15.15±0.47 14.3±0.47 15.13±0.47

10 15.46±0.8 14.28±0.67 15.04±0.36

20 14.86±0.44 15.17±0.43 15.13±0.45

30 14.8±0.38 15.05±0.28 15.55±0.54

40 15.38±0.46 17.63±1.14 15.02±0.18

50 15.08±0.34 18.6±1.52 15.24±0.49

Deletion 1 12.69±1.47 11.69±1.1 21.67±1.72

10 13.94±2.47 11.09±1 21.44±2.17

20 14.27±1.56 11.04±0.9 25.32±2.36

30 14.17±1.61 11.01±0.99 21.34±1.82

40 11.69±1.28 12.84±1.4 26.47±2.96

50 11.5±1.13 13.77±1.51 25.33±2.03

Check 1 0.19±0.1 0.18±0.04 0.07±0.03

10 0.24±0.1 0.21±0.04 0.28±0.05

20 0.44±0.09 0.27±0.07 0.43±0.04

30 0.31±0.06 0.54±0.08 0.51±0.06

40 0.35±0.07 0.58±0.08 0.53±0.05

50 0.52±0 1.9±0.79 0.49±0.08

Table 2.6: Experimental results in worst case of three approaches in Rinkeby (sec).

From the execution graph of the first approach, we can see that the insertion of delegation
in Rinkeby takes on an average constant amount of time and is independent of the number
of delegations present in the system. It is understandable since the execution time of the
actual operations involved in the insertion of the delegation is much less compared to the
time required to reach the consensus and acceptance of the transaction. In case of checking
the access of a user, we can see a linear trend in the observed execution time. In this case,
we do not wait for the confirmation of the execution to improve the response time of the
operation. In case of deletion as well, we can see a constant trend on the average, owing to
substantial transaction confirmation time.

The system suffers from some limitation because of the underlying blockchain platform.
The Rinkeby network has a gas limit of 7.7 million at the time of writing this thesis. The
concept of gas gives Ethereum the Turing completeness feature. This limits the depth of the
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Operation No. of First Approach Second Approach Third Approach

Delegations

Insertion 1 19.01±1.35 14.59±0.24 15±0.64

10 21.5±1.5 14.8±0.33 14.78±0.55

20 20.48±1.47 14.92±0.44 15.26±0.55

30 21.98±1.63 14.89±0.52 14.86±0.36

40 21.1±1.47 15.05±0.41 15.15±0.46

50 17.98±1.21 15.6±0.69 15.13±0.37

Deletion 1 15.29±1.38 11.44±0.95 22.02±2.25

10 15.03±1.46 10.87±0.88 24.53±1.91

20 15.48±1.81 11.31±1.38 23.99±2.25

30 16.47±1.88 11.28±0.9 24.76±3.01

40 14.9±1.43 11.85±1.53 24.88±1.81

50 13.88±1.5 10.99±1.05 24.01±2.51

Check 1 0.09±0.05 0.12±0.04 0.06±0.02

10 0.1±0.05 0.08±0.05 0.19±0.07

20 0.1±0.05 0.07±0.03 0.34±0.08

30 0.07±0.04 0.14±0.05 0.45±0.04

40 0.13±0.06 0.07±0.03 0.46±0.03

50 0.14±0.04 0.3±0.07 0.45±0.04

Table 2.7: Experimental results in average case of three approaches in Rinkeby (sec).

delegation operation as the number of individual delete operations will be dependent on the
gas limit. If the gas requirement exceeds the gas limit of the network, the delegation deletion
won’t be successful. The same is true for the Ropsten test network for which the gas limit
is 4.7 million at the time of writing this thesis. The limitation we describe here has more to
do with the underlying network and less with the implementation. But in case we need to
use Ropsten or Rinkeby in any case, we can use the concept of pagination where you divide
the list of delegations to be deleted into small batches and delete them one batch at a time.

2.7 Conclusions

In this chapter, we proposed an enhancement to an IoT-Cloud solution in the form of a
decentralized design for resource access authorization and delegation duties. The proposal
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featured blockchain as a technological building block and smart contracts as the main engine
for trustless decentralization and independent audit of operations. We discussed the use
cases presenting the real world problems having different characteristics. We described the
design and implementation details of the contracts customized to the presented use cases.
We also performed a theoretical analysis of the proposed algorithms. We performed multiple
experiments to observe the time and space complexity of the different approaches. We found
that the insertion and deletion of the delegation are dependent on the block confirmation
time, while checking user access confirms theoretical analysis. Finally, we discussed the
limitations related to the underlying platform and a possible methodology to overcome them.
We conclude this chapter by establishing blockchain as a viable solution to address the access
control and delegation needs of an IoT framework.
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Chapter 3

Access control and delegation for resource
constrained devices

In the previous chapter, we described the proposal to address access control and delegation
in resource sufficient IoT devices. Powerful devices make it possible to run Blockchain-based
computations to authorize access to the devices. In this chapter, we address the problem
of access control in resource-constrained devices. Due to limited capability of the devices,
a Blockchain-based solution becomes unfeasible. Also, a highly distributed smart environ-
ment requires scalable architectures to support a large number of stakeholders that share
Internet of Things (IoT) resources and services. We focus on authorization solutions that
regulate access of users to smart objects and consider scenarios where a large number of
smart objects owners want to share the resources of their devices in a secure way. A popular
solution is to delegate third parties, such as public Cloud services, to mediate authorization
procedures among users and smart objects. This approach has the disadvantage of assuming
third parties as trusted proxies that guarantee correctness of all authorization procedures.
In this section, we propose a system that allows to audit authorizations managed by third
parties, to detect and expose their misbehaviors to users, smart objects owners and, possibly,
to the public. The proposed system is inspired by the transparency projects used to monitor
Web Certification Authorities, but improves over existing proposals through a twofold con-
tribution. First, it is specifically designed for IoT devices, provided with little resources and
distributed in constrained environments. Second, it complies to current standard authoriza-
tion protocols and available open-source software, making it ready to be deployed. Finally,
we apply the proposed solution to industrial IoT use-case to evaluate the efficiency of the
proposal.

3.1 System and threat models

We outline the scope and guarantees of our proposal. First, we describe a reference IoT
scenario that motivates the design of the system (Section 3.1.1). Second, we model the
scenario with regard to established authorization frameworks (Section 3.1.2). Finally, we
discuss the security threats and guarantees of the proposed system (Section 3.1.3).
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Figure 3.1: Reference architecture for delegated authorizations.

3.1.1 Reference scenario

We consider a real-world example represented by an online rental service that acts as a
broker between room owners and potential guests. To improve the flexibility of the service,
each room is equipped with a smart lock that is compliant with standard WiFi technologies
available on any smartphone. Room owners subscribe to the service and delegate it with
the capability of allowing guests to open the room door by interacting with the associated
smart lock through their smartphones. Once an agreement is in place (e.g., upon successful
payment), the guest should be authorized to open the smart lock in an unsupervised way
during the agreed time frame.

Let us assume that the guest tries to open the smart lock during her renting period. The
interaction between the guest, the service, and the lock is composed by three phases. First,
the guest interacts with the service, issuing a request to open the lock. Second, the service
validates the request and decides whether the guest should be allowed to open the lock.
The third operation depends on the outcome of the second one: if the service decides that
the guest is authorized, it grants her access to the room by releasing the due authorization
material that allows her to open the smart lock; if the guest is not authorized, the service
denies the guest access by not releasing the authorization material.

The aim of the proposed system is to allow both the room owners and the guests to
detect whether the rental service is behaving correctly, allowing (1) the owner to detect
illegitimate authorizations, and (2) both the owner and the guests to detect illegitimate
denied authorizations.

3.1.2 Reference architecture and operations framework

We describe the architecture for delegated authorizations by referring to Figure 3.1. We con-
sider four roles: Things (T ), Resource Owners (RO), Clients (C ) and Authorization Services
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Figure 3.2: Operation workflow of reference architecture.

(AS ). Things represent cyber-physical IoT devices provided with sensors and/or actuators
that can communicate locally (e.g., via wireless local and/or personal area networks), but
might not have reliable Internet connectivity (e.g., very slow, discontinuous, expensive, or
no connectivity at all). Resource owners represent entities (e.g., a person, a company) that
regulate accesses to things. They have access to devices with moderate capabilities (e.g.,
modern smart-phones, personal computers) and to reliable Internet connectivity, but do
not own large infrastructures to deploy highly available and scalable services. Authoriza-
tion services represent highly available and scalable services (e.g., Web services deployed
on a public Cloud infrastructure) that act on behalf of resource owners to control access to
things. Clients represent entities that need to get access to things (e.g., information provided
by thing-hosted sensors, access to a facility controlled by thing-hosted actuators). They are
authorized by resource owners to access things and must interact with authorization services
to obtain the authorization material required by things to validate their requests.

The architecture includes five types of data: Authorization Policies (AP), Authorization
Grants (AG), Authorization Tokens (AT ), and Authorization Service Secret and Public
Keys (SK, PK). Authorization policies are rules that regulate access to things by clients.
The semantic of the acceptable rules depend on the adopted access control model and are
orthogonal to the authorization protocol. Authorization grants are authentication tokens
used by authorization services to validate clients requests. They are reference tokens, that is,
they are opaque values with no implicit information that refers to authoritative information
stored within the database of the authorization service (e.g., they could be implemented as
long unique identifiers chosen at random). Authorization grants usually have long expiry
times and can be easily revoked before-hand. Access tokens are authentication tokens used

45



Chapter 3 Access control and delegation for resource constrained devices

Server Client Operation interface Description

AS
RO {‘accept’ , ‘reject’} ← UpdatePolicy (AP) Update authorization policy

C
{AG , ‘reject’} ← Authorization (AP) Request an authorization

grant AG for the authoriza-
tion policy AP

{AT , ‘reject’} ← Token (AG) Request an access token AT
with regard to the autho-
rization grant AG

T C result ← Request (data,AT ) Access the thing by using
the access token AT and
send payload data.

Table 3.1: Plaintext operations framework of the reference architecture.

by things to validate clients requests. They are self-contained cryptographic tokens that
include all the due information to validate a request without accessing any database (e.g., a
JSON Web Token). As they cannot be easily revoked before-hand, access tokens usually have
short expiry times. Authorization service secret and public keys are cryptographic keys used
to sign and verify access tokens. While the secret key is only known by the authorization
service, the public key is public information that is known by all parties.

We consider that the parties deploy network services as described in Table 3.1, where:
the first and second columns (server and client) show the parties that offer and that use
the service, respectively; the third column (operation interface) shows the interface of the
service, including input and output data; the fourth column (description) describes what is
the purpose of the operation.

The workflow of the operations that allow a client to access a thing is as following (Figure
3.2). (1) The resource owner inserts a new authorization policy APRO at the authorization
service by using the UpdatePolicy service, that answers with the due return value (‘accept’ )
to confirm the acceptance of the policy. (2) A client requests an authorization grant to access
a thing by sending an authorization policy APC to the authorization service by using the
Authorization routine. If the requested authorization APC complies to the authorization
policies APRO released by the resource owner, the authorization service answers with an
authorization grant AG . (3) The client uses the authorization grant AG to request an
access token AT to the authorization service by using the Token routine. The authorization
service will accept the request only if the authorization grant has not expired and has not
been revoked. (4) The client issues a request to the thing by sending the (request) data and
the access token AT with the Request operation. The thing approves the request only if the
access token is valid.

We note that the proposed model represents an instance of the OAuth2 standard for
delegated authorizations (85) and related extensions for constrained environments (48). As
a minor variant, we denote as things the resource servers of the OAuth2 framework to
highlight that they are devices characterized by limited resources and connectivity. As a
major difference, while in the standard frameworks authorization and resource servers are
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controlled by the same authority, in the proposed model things are controlled by resource
owners and are independent of authorization services. As a result, our proposal shares many
design choices with the existing frameworks, but also provides additional guarantees that
are driven by the additional system requirements and security threats.

3.1.3 Threat model and security guarantees

We assume that resource owners, authorization services and clients have known identities,
and can establish secure and mutually authenticated connections by using any standard Web
protocols for secure communications and credentials systems. Our proposal does not limit
the adoption of any of these solutions. We do not assume that things and clients are able
to establish secure channels in local networks. In case of non-secure channels, they must
use the due cryptographic protocols to validate access tokens and, optionally, to protect
the security of the application data. These are design choices that are orthogonal to our
proposal. Finally, we assume that things know the public keys of the authorization services.
As an example, public keys could be flashed by an OEM at the factory or configured by an
admin in the local network.

The reference architecture guarantees security of the system against all known attacks
operated by clients (e.g., a client that might try to access a thing illegitimately) and by
external attackers (e.g., impersonation attacks) in the considered security model. For a
comprehensive discussion about these attacks and about additional technicalities for their
correct implementation the reader can refer to (48) and (86).

We distinguish from any standard authorization framework by considering weaker security
assumptions, where parties may behave dishonestly by not operating all protocols correctly.
First, we assume that authorization services could issue authorizations that do not comply
with the policies defined by the resource owners, that is, they may illegitimately deny or
release an authorization to a client that do not comply with the authorization policies defined
by the resource owners. The proposed system guarantees that a client (or a resource owner)
is able to detect these misbehavior and publicly accuse the authorization service by showing
the due cryptographic proofs. A second security threat rises as a consequence of this security
guarantee, that is, the possibility for the authorization service of being accused illegitimately
by other parties (82; 87). Our proposal considers this threat and propose mechanisms that
allow authorization services to defend themselves from false accusations.

3.2 Proposed system for authorizations transparency in IoT

environments

We describe the proposed system for auditable authorizations in IoT environments. First, we
describe the adopted access control model (Section 3.2.1). Second, we outline the architecture
and operations framework of the system (Section 3.2.2). Third, we give details on the main
auditable authorization protocol (Section 3.2.3) and for verifying the correct behavior of
the authorization service (Section 3.2.4). We conclude by comparing the proposal to other
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approaches (Section 3.3.1).

3.2.1 Access control model and notation

We describe the details of the types of data adopted by the reference architecture proposed in
Section 3.1.2 for a discretionary access control model. For ease of presentation, we consider
a simple model that does not distinguish access privileges (e.g., read, write) and multiple
resources available on a thing. That is, a client authorized to access a thing can operate
any type of operation on all its resources. This model does not pose limitations to many
IoT scenarios, such as the smart-lock motivating scenario described in Section 3.1.1. Note
that more complex access control models, such as fine-grained attribute-based models, can
be used as-well without limitations.

We represent an access policy as a tuple AP = 〈AR, tn,V 〉, where AR denotes an access
rule, tn denotes the issue time of the authorization policy and V denotes the validity period
of the rule. Each access rule identifies the clients that can access to a thing as the tuple
AR = 〈C ,T 〉, where client C can access thing T . The validity period defines when the
access rule is to be considered valid and is represented as V = 〈nb, na〉, where nb and na
denote the not before and not after time instants that define the time range, similarly to
x509 Web certificates.

An authorization grant, that is a reference token, is implemented as a unique string
identifier AG = id . An access token is a cryptographic bearer token defined as the tuple
AT = 〈AP ,V , σAT 〉, where AP is a due authorization policy that authorizes the client to
access a thing, V is the token validity period (with the same semantics described in the case
of an access rule), and σAT = signSKAS

(AP ,V ) is a proper signature of the authorization
policy with the secret key of the authorization service.

3.2.2 Architecture overview

We describe the proposed architecture by referring to Figure 3.3. It extends the reference
architecture for delegated authorizations (see Section 3.1, Figure 3.1) by introducing an
additional role, the Authenticated Log Service (LS ), that represents a service that stores
information about authorizations granted by the authorization service. This service is hosted
by an additional authority, external to resource owners, authorization services and clients,
at an highly available Web service. The service allows the authorization service to insert
information about authorizations, while other parties (and possibly the public) can query it.
All information stored within the service is authenticated via authenticated data structures,
allowing to detect any modifications on the data by a malicious service.

The architecture includes all the types of data managed in the reference architecture:
authorization policies, authorization grants and access tokens. Moreover, resource owners,
authorization services, clients and authenticated log services maintain public and secret
keys, that we denote as 〈PKRO , SKRO〉, 〈PKAS , SKAS 〉, 〈PKC , SKC 〉 and 〈PKLS , SKLS 〉,
respectively. We assume that each secret key is only known by its owner, while public keys
are known by all parties. Finally, the architecture includes cryptographic attestations that
authenticate the information exchanged by the parties.
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Figure 3.3: IoT transparency architecture.

The security of the proposed approach is based on three main design choices. (a) The
system requires each party to operate requests by using request attestations, which are cryp-
tographic data structures that allow to prove their (mis)behavior to third parties. (b) The
authorization service, that is the root of trust for all issued authorizations, is forced to log
all its operations to the external authenticated log service, thus allowing other parties and
potentially public third parties to monitor its behavior. (c) By using authenticated data
structures, the only security assumption on the authenticated log service is that it is always
available, i.e., that it answers to all operations requests. If the service tries to misbehave by
returning incorrect answers, the other parties are able to detect them.

For ease of presentation, we distinguish attestations in two categories: request attestations
and signed response timestamps1. The request attestations authenticate the data sent by a
party in a request. In this category we identify authorization policy attestations (APA) and
authorization grant attestations (AGA). For ease of presentation, we pospone the details of
their design to Section 3.2.3, that discusses the protocols in which they are used. The Signed
Response Timestamps assess the acceptance of a request that applies modifications on the
state of the service (e.g., insert or update data). In this category we identify the signed policy
timestamp (SPT ), signed grant timestamp (SGT ) and signed denial timestamp (SDT ). All
signed response timestamps are computed with regard to a request as the following function
SRT (·):

SRT (req) := 〈H (req) , nb, σ〉 , (3.1)

1We adopt the notation signed timestamp from the General Transparency project (88).
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Server Client Operation interface Description

AS

RO {SPT , ‘reject’} ← UpdatePolicy (APA) Update of an autho-
rization policy

C
{〈AGA, SGT 〉 , SDT} ← Authorization (AP) Request an authoriza-

tion grant
{AT , ‘reject’} ← Token (AG) Request an access to-

ken
APA← AccuseDenial (SDT , SPT ) Accuse of illegitimate

authorization denial
T C result ← Request (data,AT , SGT ) Request access to the

thing

LS
AS SGT ← InsertGrant (AGA) Insert an authoriza-

tion grant
RO π ← QueryGrant (AGA) Request proof for an

authorization grant
RO C {SPT , ∅} ← VerifyDenial (SDT ) Request verification of

authorization denial

Table 3.2: Operations framework of the IoT transparency architecture.

where H (·) is a deterministic collision-resistant hash function (e.g., SHA256), nb is the
“not before” timestamp that defines at which time-instant the modifications required by the
request are to be considered applied at the service, and σ is the cryptographic signature
(e.g., ECDSA) of the service applied on the tuple 〈H (request) , nb〉.

In Table 3.2 we show the operations framework of the architecture. The operations
UpdatePolicy , Authorization, Token and Request are variants of those proposed in the ref-
erence architecture (see Section 3.1.2, Table 3.1). AccuseDenial and VerifyDenial are addi-
tional operations offered by the authorization service and by the resource owner that allow
parties to operate audit operations. Finally, operations InsertGrant , QueryGrant are ser-
vices offered by the authenticated log service to store and query information by other parties.
To focus on a solution that is ready to be applied in real-world applications, we consider
operations that can be implemented by using the Trillian software (88) as a back-end, that is
a production-ready open-source project maintained by Google as a reference implementation
for Certificate Transparency log services.

In the following, we describe the details of each operation within the main protocols
of the proposed system, that are accountable authorization protocol, verification of denied
authorizations and verification of issued authorizations.

3.2.3 Accountable authorization protocol

The accountable authorization protocol allows clients to obtain the due authorization ma-
terial to access things from the authorization service. It extends the original protocol for
delegated authorizations described in Section 3.1.2 to enable accountability. In the following
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Figure 3.4: Accountable authorization protocol.

we describe the four phases of the protocol by referring to Figure 3.4.
(1) The resource owner delegates the authorization service by using the UpdatePolicy rou-

tine. He builds an authorization policy attestation as the tuple APA = 〈id ,AP , σAPA〉, where
id denotes a unique identifier of the attestation, AP is the authorization policy (as defined in
the reference protocol) and σAPA is the signature of the tuple 〈id ,AP〉 generated by using the
secret key of the resource owner. The service answers by returning the signed policy times-
tamp SPT as a proof of acceptance of the policy, computed as SPT = 〈H (APA) , nb, σSPT 〉.

(2) The client requests an authorization grant to the authorization service to access
a thing by using the Authorization routine. It builds a proper authorization policy, as
described in Section 3.1, that is validated by the authorization service with regard to the
known authorization policies. If legitimate, the authorization service builds the authorization
grant attestation AGA = 〈H (AG) ,AP , tn,V , σAGA〉, and inserts it in the authenticated log
service by using the InsertGrant routine. The authenticated log service returns a signed
grant timestamp SGT = 〈H (AGA) , nb, σSPT 〉 as a confirmation of acceptance of the grant.
Note that hash function H (·) is used to hide the content of the authorization grant from
the authorization service, that is a knowledge that must be maintained secret between the
service and the client. Moreover, note that the authenticated log service does not guarantee
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to insert the grant immediately, but guarantees to insert it within the nb time of the SGT
data. This is a strategy of many architectures based on authenticated data structures to
guarantee scalability (59; 82; 87).

(3) The client requests an access token to the authorization service through the Token
routine by including the authorization grant attestation AGA, that is used by the service to
compute the access token AT = 〈H (AGA) ,AP , σAT 〉, where AP is the authorization policy
included in AGA and σAT is the signature of 〈H (AGA) ,AP〉 computed by using the secret
key of the authorization service. Note that the hash function H (·) computed over AGA must
be the same used to compute SGT , to allow things to validate that AT and SGT used in
the next phase refer to the same AGA.

(4) The client accesses the thing by sending a valid access token AT , the signed grant
timestamp SGT and the due payload data of the request. The thing accepts the request if and
only if the values corresponding to H (AGA) included in AT and SGT are the same. Then,
the thing validates AT by verifying the authorization policy, as in the reference protocol
(see Section 3.1.2) and the signature included in the access token by using the known public
key of the authorization service. Finally, the thing also validates the signature of the signed
grant timestamp SGT by using the known public key of the authenticated log.

3.2.4 Verification protocols

We propose two verification protocols: to verify that no authorization has been granted to
unauthorized clients, and to verify that all authorizations have been granted to authorized
clients.

The first protocol allows a resource owner to verify if the authorization service has issued
authorizations to unauthorized clients. To this aim, a resource owner can act as a mon-
itor of the authenticated log service, downloading the whole authenticated data structure
periodically. This procedure is similar to that of monitors for the Certificate Transparency
system and could be easily deployed by using existing software implementations. An alter-
native would be to use the more efficient QueryGrant routine offered by the authenticated
log service. In this case, the authenticated log service must maintain authenticated data
structures that are efficient with regard to the considered queries (62). As an example, a
resource owner might want to monitor all the authorizations released within a certain time
frame for a specific thing or for a specific client.

The second protocol allows clients to verify if the authorization service has illegitimately
refused to issue authorizations despite existing authorization policies released by the resource
owner. This verification procedure includes three phases, that we describe by referring to
Figure 3.5.

(1) We assume that the authorization service denies access to a thing by a client that
invoked the Authorization routine, and thus it answers by returning a signed denial times-
tamp SDT = 〈H (AP) , nb, σSDT 〉. Please note that the nb value represents the time instant
at which the authorization service refuses the authorization request.

(2) To verify that the authorization denial was legitimate, the clients uses the VerifyDenial
routine offered by the resource owner by sending AP and SDT previously sent and obtained
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Figure 3.5: Verification of illegitimate authorization denial.

by the previous invokation of the Authorization routine. The resource owner verifies if the
SDT is correctly bound to the AP by re-computing the hash value H (AP) on its side,
and verifies if the AP complies to the authorization policies previously established by using
the UpdatePolicy routine (see Section 3.2.3). If an authorization policy exists that can as-
sess that the client had legitimate access to the thing, then the resource owner returns the
signed policy timestamp SPT that the authorization service returned as an answer to the
UpdatePolicy routine. Note that, for SPT to be considered valid, the release timestamp nb
included within SPT must be greater than the one included in SDT .

(3) The client uses the SPT received by the resource owner, together with the SDT
received in phase (1), to send a request to the AccuseDenial primitive offered by the autho-
rization service. The protocol allows the authorization service to defend itself against the
accusation by returning an authorization policy attestation APA that is more recent that the
SPT and that can assess that the denial was legitimate. Note that this is only possible if the
resource owner actually updated its policies and misbehaved in phase (2) by not operating
correctly. If such an APA does not exist, then the authorization service behaved incorrectly.

3.2.5 Comparison with related approaches

We present a comparison of the proposed system with regard to alternative approaches
proposed in the literature by referring to Table 3.3. We consider four proposals that have
strong security guarantees, based on cryptographic primitives, and consider similar threat
models where the authorization service is considered malicious: transparency refers to the
system proposed in this chapter; Bitcoin log refers to the Catena protocol illustrated in (56),
proposed in the two architectural variants based on a device that runs a blockchain full
node or the Simplified Payment Verification protocol (SPV ); the Ethereum smart-contract
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approach refers to the systems proposed in (57; 89).
We distinguish three types of characteristics: security identifies the peculiar traits of each

protocol in terms of security assumptions and guarantees ; thing requirements identifies the
characteristics of the IoT environments, distinguished in hardware capabilities of the IoT de-
vices (e.g., capability of execution of certain algorithms, and storage size) and characteristics
of the architecture where things are operated (e.g., availability of an Internet connection);
protocols timings identify the performance of the main protocols operations, that are grant
authorization by an authorization service (the time required by a party to release an au-
thorization that can be considered valid by a thing), audit delay (the maximum delay after
which a party can operate a verification at the authorization service) and request verification
(the time required by a thing to validate a request by a client).

The security characteristics allow to understand if a solution is able to satisfy the require-
ments of the considered scenario. As an example, we highlight that approaches based on
distributed ledgers do not guarantee only protection against a dishonest authorization service
but, due to the native characteristics of the distributed ledgers protocols, also availability
of the service. Moreover, protocols based on smart-contracts offers even stronger securities
by preventing an authorization service from behaving maliciously (we identify this trait by
using the enforcement guarantee instead of accountability guarantee).

The thing requirements allow to identify if each solution can be deployed in a certain
scenario. As an example, we note that both blockchain solutions might require a lot of
storage at the thing side to maintain the blockchain. This disadvantage could be reduced by
using special-purpose blockchain networks of smaller sizes separated from the public ones, or
by using the SPV protocol, that however introduce stronger security assumptions (that is,
trust in intermediate proxy nodes). The proposed approach is very lightweight as it requires
only storage of a few public keys and it does not require any Internet connectivity for the
things. As disadvantages, the proposed system requires a trusted setup of these keys (as
we discussed in Section 3.2.2), and the resource owner to be available to verify illegitimate
authorization denials.

Finally, the protocol timings highlights that the proposed approach might require longer
wait times to be able to operate an audit operation after an authorization grant (the audit
delay time field), that is the Maximum Merge Delay (MMD) value used by the authenti-
cated log service to merge the released authorization grants within its authenticated data
structures. However, please note that while the wait time in our approach is deterministic
and refers to the release of the authorization grant, in bitcoin-based logs it depends on when
miners are able to insert the due transactions in the blockchain. Finally, note that releasing a
verified authorization in the smart-contract approaches requires significant additional times
because they require that the transactions are inserted in the blockchain before releasing the
authorization.

3.3 Analyses and evaluations

We analyze the benefits of the proposed architecture by comparing it against related ap-
proaches (Section 3.3.1). Then, we measure its performance and we analyze its applicability
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Approach Advantages Disadvantages

Trusted platforms Lightweight Security and trust issues

Blockchain-based
log

Cryptographic proofs
High availability
Prevent misuse

High latencies for write operations
Large storage requirements
Internet-connected devices

Intrusion
detection
system

Wider features
No modifications to devices

No cryptographic proofs

Proposal
Cryptographic proofs

Support offline devices
Confidentiality

Security trade-offs
Small overhead on access requests

Table 3.3: Advantages and disadvantages of related families of approaches.

to IIoT scenarios (Section 3.3.2).

3.3.1 Comparison

For comparison purposes, we consider the trusted platforms described in Section 3.1, where
both domain and inter-domain platforms are trusted, and two families of approches namely
a blockchain-based approach where released authorizations are stored in a public distributed
ledger maintained by all the platforms and devices through a state-replication consensus
protocol; an intrusion detection system where authorization misuses are detected by in-
specting network traffic. A summary of the comparative analysis is reported in Table 3.3,
and discussed below.

The first advantage of the trusted platforms is its lightweight performance, because it
only requires domain platforms to send information to the inter-domain platform, which is
trusted in storing them and in not violating confidentiality of authorization information.
However, this approach has severe security and lack of trust issues, and does not match the
considered threat model where domain and inter-domain platforms are untrusted.

Storing all authorization information on a blockchain-based system would inherit the ad-
vantages of the blockchain including high availability of the information and the capability
of enforcing verification of authorizations at insertion time by using smart contracts (11).
On the other hand, this system inherits the disadvantages of the blockchain that can intro-
duce high delays at insertion time and costs (e.g., (90)). Moreover, all devices that must
verify correctness of the requests would require large storage to maintain the blockchain and
Internet-connectivity to guarantee updates.

An intrusion detection system is a quite different approach, but it might guarantee similar
attributes. Its main advantages include the ability to operate without introducing modifi-
cations to devices and to detect a much wider range of attacks. However, it is unable to
guarantee a cryptographic proof of misbehavior.

Our proposal does not require to trust domain and inter-domain platforms thanks to
cryptographic assertions exchanged by the parties. Misbehaviors by the inter-domain plat-
form can be detected thanks to authenticated data structures. The inter-domain platform
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cannot access confidential information because domain platforms encrypt and obfuscate data
before storing them. The cryptographic schemes on which all protocols are based, which are
message authentication codes, hash functions and digital signatures, can be supported by
many classes of devices. Even more important, IIoT devices are allowed to operate offline
because they do not require frequent updates nor to maintain a large amount of data. As a
result, the proposed approach represents the best trade-off in terms of performance, security
and flexibility for securely attributing authorizations misuse in industrial scenarios.

3.3.2 Experimental evaluation

The experimental evaluation of the proposed protocol considers the performance of the au-
thenticated log service that represents the most innovative and critical component of the
architecture. The software is based on Google Trillian (88) that implements an authen-
ticated data structure based on Merkle Hash Trees (MHT ). As described in Section 3.2,
the service receives new Obfuscated Authorization Grants (OAG) and returns Signed Grant
Timestamps (SGT ). For performance reasons, a new OAG is not inserted synchronously
within the MHT , but the service inserts it periodically through batch merge operations.
This service guarantees the clients that a received OAG will be merged within a specific
time window through the not before (nb) value within SGT . The delay required to merge
an operation is called maximum merge delay (MMD).

Authorization mechanisms have different requirements in terms of service operation la-
tencies and maximum merge delays. As an example, a scenario may require a log service to
grant authorizations within few milliseconds and involve audit operations every few days or
weeks. Other scenarios may have opposite requirements, such as allowing long authorization
delays (e.g., programmable interventions) but short audit times (e.g., the operation is criti-
cal and an invalid authorization must not be allowed or be detected within very short time
intervals).

The trade-off between performance and costs should be clear. As authorizations can
be audited only after merging of authorization grants, higher MMD values denote lower
costs and lower quality of the service. On the other hand, lower MMD values are more
expensive because MHT update operations are characterized by low degree of parallelism. As
a result, merge delays must be sized appropriately depending on the throughput of insertion
operations. In our evaluation, we consider different amounts of operations and we measure
the service latency for each of them. To the aim of analyzing the behavior of the proposed
system and of determining the best candidate values for different maximum merge delays,
we evaluate the performance for increasing amounts of concurrent authorization operations.

We consider a real scenario represented by authorization systems for air-gapped envi-
ronments, where operators and machines (e.g., automated trolleys) must request access to
resources that cannot always verify authentication and authorization material online. In
these environments, a moving device must obtain authorization grants from an authoriza-
tion service, move to the air-gapped location, and present these grants to offline devices,
that must decide to accept or reject the material. We estimate the number of automated
devices that move in industrial plants to be highly variable, depending on the size of the
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environment and the types of productions that can range from few units to tens of requests.
In the emulated environment, that use fine-grained and short-lived authorizations, the num-
ber of requested authorizations can be in the order of hundreds per second. We evaluate the
performance of the system by measuring:

• the time required to confirm the acceptance of a new authorization from the domain
platform. All operations timings are measured through the Trillian testing utility;

• the total authorization log time, that is, the time required by the service to merge new
authorizations in the MHT and make them available for auditing. The log time is eval-
uated by measuring merge delays through querying the hash of the log transaction and
extracting the queue timestamps and the integration timestamp that are two metadata
included in the MHT. Then, we compute the log time as the difference between the
two values;

For both measures, we perform multiple evaluations that are based on the following
configurations:

• we consider increasing operation workloads to evaluate the scalability of the system,
including 10, 100 and 200 insert operations per second. The requests are sent until
10000 logs are integrated into the log tree. In order to avoid measurement biases we
repeat the evaluation 50 times and consider the average value.

• we evaluate the influence of MMD on the system performance by considering five MMD
configurations: 2, 3, 4, 5 and 6 seconds;

• we measure the integration time by combining the operation latencies and the maxi-
mum merge delay.

The server machine executing the authenticated log service is configured with five virtual
CPUs, 50GB of RAM and an SSD hard drive. Figure 3.6 shows the response times of the
service for new authorizations. The y-axis reports the average response times in ms. The
x-axis denotes the results for the three workloads and increasing MMD values. The average
response times typically range from 22ms to 80ms as a function of increasing workloads.
We can observe that low values of MMD , in the order of 2 seconds or less, greatly affect
the performance of the system in the case of high workloads. Indeed, the system tends to
saturate for configurations with MMD = 2s and more than 100 operations per second. This
result evidences that for a similar system, adequate performance is achieved when the service
is configured with values of MMD greater the 3s.

Figure 3.7 reports the authorization log time, where the x-axis and the y-axis denote
the three workloads for increasing MMD values, and the log times expressed in seconds,
respectively. This figure confirms that the total log time of the proposed mechanism is
unaffected by the required number of operations per second, as the log time is almost equal
to the choice of the MMD value. In practice, some milliseconds are added to the basic
MMD value that is in the order of seconds. These results confirm the exceptions about
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Figure 3.6: Latency of the authorization insertion operations.

Figure 3.7: Total log time of new authorizations.

the proposed system, when MMD is a reliable setting to control authorizations even in an
industrial setting where smart devices have low computational capacities.

Based on previous results and four main applications, we can claim that the proposed
system is applicable to any realistic scenario. The performance of the system is characterized
by two features: the access time that is, the amount of time required to complete the
procedure related to granting access; the log time (represented as MMD) that is the time
taken to provide reason to the end-user in the case of an adverse decision to an access.

For example, in the case of a Smart Car belonging to the factory fleet a typical employee
can directly approach a car to borrow it for commuting. In a similar case, the time required
to complete the procedure for granting access should be small. On the other hand, if the
access is denied, the employee may move to the next available car (or even take his owned
vehicle) and check the logs for denial later. In this case, the log time can be large.
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IIoT Application Access Time Log Time

Smart Car 3.5-4 seconds 24 hrs
Smart Locker 3.5-4 seconds 3.5-4 seconds

Smart Lab few weeks 3.5-4 seconds
Smart Warehouse few days 24 hrs

Table 3.4: IIoT application latency assuming 3-seconds MMD.

The case for Smart Lockers is similar to the case for Smart Cars. The time required for
access setup is very short as the employee is already at the locker requesting for access. If
the access is denied, the employee needs to know the reason immediately as he may have
used the locker to keep his stuff.

Now consider the case of a Smart Lab, where the (team of) employees typically begin the
booking process in advance, so there is sufficient time for the completion of access related
procedure. If the access is denied, the employees would like to know the reason immediately
so that the problem can be solved and they can avoid delay or rescheduling issues.

For the Smart Warehouse application, let us consider the case where an online retailer is
going to deliver a package at the warehouse, but no warehousemen is available for delivery
processing/acknowledgment. Thus, an employee creates the access rule for the delivery
person. The access time to setup the delegation is high. When the delivery person arrives,
the access is denied. There is no remedy but to leave the package outside unattended or
to take back. Later on, the delivery person fills a complaint report about the access denial,
thus allowing some time for logs.

The Table 3.4 summarizes the four smart applications with an estimated access time and
log time characteristics.

For an asymptotic analysis, we have to observe that a tree can manage a maximum of
263 transactions. If n denotes the number of delegating domain platforms, k the number of
devices, and x stands for the number of transactions generated by each device per day, we
can easily evaluate that a saturation may occur after some thousands of years. Even in a
large industry with hundreds of delegators, thousands of devices and hundreds of thousands
of transactions per day, we can reach some dozen of billions of log records per day that
remain largely below 263. This analysis evidences meaning that our solution never saturates
in practice.

3.4 Conclusions

We proposed a system that allows to audit authorization procedures operated in industrial
IoT environments, characterized by highly secure air-gapped systems and devices with low
resources placed in constrained environments. The proposed design is compliant with stan-
dard authorization and network communication protocols and can leverage existing software
services and libraries for a reliable deployment. Its security is based on established crypto-
graphic protocols, such as standard digital signature schemes and hash functions, and allows
each party involved in the system to prove misbehaviors publicly, incentivizing each industrial
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party involved in a collaboration to adopt the best security practices to avoid misbehaviors
due to internal or external adversaries. The proposed experimental evaluation operated by
using a prototype implementation based on the established Google Trillian project, shows
the feasibility of the system even in presence of intensive operation workloads.
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Chapter 4

Introduction

In the first part, we discussed protecting the IoT devices against unauthorized access us-
ing Blockchain-based and authenticated data structure-based approaches. The next crucial
aspect is the data generated by IoT devices. Data forms the backbone of the value-added
services offered to the end-user. Moreover, trust in collecting, storing, and representing data
is fundamental in such services. This trust ensures the transparency of the system, the resi-
dents’ participation in the process of governance, and the economy’s growth. In this chapter,
we focus on securing the data against tampering, right from the time it is generated at an
IoT device to data visualization. The security mechanism should also ensure transparency
and verifiability for the user to trust the system. We begin by describing the challenges
faced by the research community in protecting data integrity and transparency while allow-
ing auditing. Then, we present the literature survey of the existing approaches addressing
the issues and their shortcomings. Next, we present a primer for the technologies used in
the proposed solutions. Finally, we conclude the chapter by briefly describing the proposed
approaches to address some of the challenges.

4.1 Problem Statement

Data is the most critical element in any IoT deployment. With the recent proliferation of
smart devices and the Internet of Things, vast amounts of data are generated at any time
(91). With the amount of data available, data analytics can be explored to get insights into
various problems present in the world. The amount of data available to analytics programs
has vastly increased with the rise of smartphone technology, but the Internet of Things (IoT)
promises to take this data deluge to new heights. Data analytics has been implemented in
the business world for some time, enriching all industries, from manufacturing to marketing.
With home appliances, health monitors, transport infrastructure, and many other everyday
items soon to be equipped with online connectivity, the insights available to businesses will
be staggering.

With the rapid deployment of IoT and the volume of data generated, it is quickly becom-
ing impossible to keep increasingly high volumes of data locally. The resource-constrained
nature of the IoT devices also limits the processing of the data at the source. Thus, cloud
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Figure 4.1: Data pipeline.

storage is gaining popularity not only among enterprises but also among small organizations
and individuals. The data generated by the devices are sent to the cloud storage and later
used to infer actionable information. However, remote cloud storage presents its challenges.
Trust is critical for any information system generating actionable information. With multiple
and varying devices and entities involved, the system needs to be trustless; the participants
involved do not need to know or trust each other or a third party for the system to function.
There is no single entity with authority over the system in a trustless environment, and the
consensus is achieved without participants having to know or trust anything but the system
itself.

For any IoT solution deployed for data collection, the first step is to set up an IoT ar-
chitecture powered by low-cost micro-controller boards with sensors and actuators installed
onto public structures and thus, scattered all over the urban area. Such infrastructure fa-
cilitates data and information collection to build services for users, who may participate in
the network via smartphones, and other mobile devices, interacting with the (e.g., physical)
objects, and may even generate data. The IoT framework can be leveraged for other ser-
vices, e.g., mobility management, district area monitoring and safety, urban budget tracking,
reporting of acts that may jeopardize public facilities maintenance, and public safety. In this
context, with many different stakeholders and interests involved, it is essential to guarantee
that (sensor) data, once saved for long-term storage, cannot be either tampered with or at
risk of being withheld by any single-party.

Any remote cloud storage faces challenges like misbehaving participants to protect the
information stored on the cloud. It could be server misbehavior like modifying the stored
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content, denying access to the content, and claiming data unavailability. The misbehav-
ior causes the client to mistrust the server. Similarly, a client can misbehave by falsely
claiming violation of user agreement. To ensure fair behavior of involved entities, provable
cryptography primitives, and public auditability mechanisms need to be developed.

Further, there are several trustiness issues in any IoT framework, which may be better
explored by identifying several data processing and consumption stages, as depicted in Fig-
ure 4.1. During the data generation, contributors cannot necessarily be trusted. Data can
either be unreliable or can voluntarily be forged. Thus, even though the system is decen-
tralized, it is not trustless. At the data filtering level (Figure 4.1), the initiative-hosting
entity (e.g., university) holds total power in deciding if a data sample would be accepted or
not. Thus, there exists a single point of trust. The same considerations apply at the data
storage level where an IoT device collects the data, and again the hosting entity is in charge
of secure storage. The same thing is valid for data retrieval and visualization. Finally, there
is no way for consumers to audit data in the centralized approach and, thus, to be sure that
everybody is behaving correctly.

4.2 Related work

Initially, we survey the literature for provable data immutability solutions. Blockchains and
DLTs have been proposed several times as tools to tackle data immutability and keep it
tamper-proof. (92) tried to address the problem of data provenance in cloud services using a
secure provenance scheme called SECProv. The authors devised a secure provenance chain, a
chain of provenance blocks linked together with the hash of the preceding block. The design,
though similar to blockchain, eliminated the need for mining. The system introduced a
provenance gateway which was responsible for handling security-related operations. (93) used
a strategy similar to Proof-of-Possession wherein the file is represented as a collection of data
identifiers organized in a Merkle tree. To prove ownership of the client, the cloud provider
presents hashes of the Merkle tree as a challenge, and if the root hash matches, the client is
the valid owner of the file. (94) approached the trust issues in cloud service using certification.
The solution proposed a certification model consisting of test cases to be validated and probes
responsible for collecting evidence. Test managers manage the certification models. Thus,
the test manager and the probes responsible for evidence collection must be trusted. Also,
third-party validation is not possible in this case, as the test manager handles the verification.

Next, we survey the literature for securing the entire data pipeline. In (95), blockchain
technology has been leveraged as a shared public database in an IoT Smart City context,
and SCRUM methodology, which entails clients playing a central role in the system, is used
for verification and correctness of the developed system. More in general, blockchain-related
technologies have been widely applied in the context of Smart City-related services (96) and
other adjacent domains, such as Smart Tourism (97), Smart Grids(98), Smart Environments,
and Smart Mobility(99) the latter with specific reference to renewable energy sources. A
blockchain-based distributed framework for the automotive industry, still in the context of
Smart Cities, has been proposed in(100), and a blockchain design specifically geared towards
smart vehicles has been proposed in (101) to ensure privacy, integrity, resilience, and non-
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repudiation of data. The use of blockchain has also been investigated to incentivize citizens
in sharing data (102). A broader look at enhancing IoT security through blockchain-based
mechanisms has been outlined in (103). In (104), a blockchain has been leveraged to counter
security vulnerabilities, and the blockchain itself has been proposed as the primary database.
In (105), a light client for Ethereum has been proposed to preserve data integrity when
running on IoT nodes. One of our system’s goals, i.e., keeping data tamper-proof, expands
the scope of usage for otherwise not fully trusted sources of data to various applications,
creating a healthy environment that engages both producers and consumers. A similar idea
has been extensively discussed in (106). It proposes a blockchain-based marketplace for the
data generated by IoT devices.

4.3 Preliminaries

This section provides some background about the leading technologies that have been ex-
ploited during the project, namely Openstack Swift, Arancino hardware platform, Tender-
mint software platform, and BigchainDB data store.

4.3.1 Openstack Swift

OpenStack Swift is a highly available, distributed, eventually consistent object storage. It
can store all unstructured data such as photos, videos, container/VM images, log files, and
archives. Swift comes with Proxy and Storage nodes. Proxy exposes REST service to read,
write, delete objects, and their metadata into the storage. Swift organizes the collection
of objects in containers. A container can be identified as a folder that holds a collection
of objects. Proxy service enables users to store, retrieve, and delete objects (with their
associated metadata) in the containers via a RESTful HTTP API. Swift can be accessed
with HTTP requests directly to the API or by using one of the many Swift client libraries
such as Java, Python, Ruby, or JavaScript.

OpenStack Swift allows users to store unstructured data objects with a canonical name
containing three parts: account, container, and object. Using one or more of these parts
allows the system to form a unique storage location for data. The account storage location
is a uniquely named storage area that will contain the metadata (descriptive information)
about the account itself and the list of containers in the account. Note that in Swift, an
account is not a user identity. The container storage location is the user-defined storage
area within an account where metadata about the container, and the list of objects in the
container will be stored. Figure 5.1a depicts the sequence of interactions between a client
and the Swift service to store a new object. OpenStack Swift allows a client to store an
object using API calls. In order to deposit a file in the storage, the client needs to invoke
PUT API. Once the file is stored successfully, Swift returns an MD5 hash of the content of
the file and the timestamp of initial object creation in addition to other details. Similarly,
in updating the file, the client needs to invoke PUT API with the modified file. The Swift
service replaces the file and returns the MD5 hash of the new file and the timestamp of initial
object creation, and other details. Finally, in case of an object’s deletion, the client invokes
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Client OpenStack Swift

1 : PUT API call to store a new object

2 : ETag, X-Timestamp

(a)

Client OpenStack Swift

1 : DELETE API call to delete an object

2 : X-Trans-Id

(b)

Figure 4.2: (a) Object insertion in Swift using API call, and (b) Object deletion in Swift
using API call.

a DELETE API call to request the Swift service to delete the object from the storage. The
Swift service queues the request and returns a transaction identifier that needs to be saved
for reference in any issues (Figure 5.1b).

4.3.2 Arancino

Arancino1 is the trademark for a family of embedded boards (“Arancinos”) produced by an
academic spin-off company, SmartMe.io. The prominent feature of these boards is the joint
on-board availability of one (or more) microprocessors (MPUs) alongside one (or more) mi-
crocontroller (MCUs) in order to assign workloads and peripherals (e.g., sensors) according
to the unique features of every module, specialized for specific duties, while making room
for the two subsystems to work closely enough to cooperate. In particular, on the MCU
side, Arancinos host, in their base configuration, an Atmel SAMD 32-bit part, which acts
as a bridge between sensors and the MPU, where most logic will run. In terms of MPU, a
socket can host, e.g., a Raspberry Pi 3 Compute Module. When populated with modules
this powerful, the socketed design makes Arancinos equivalent to (and exceeding) in func-
tionality, a Single-Board Computer, including the capability to run a minimal Linux-based
environment.

Most notably, concerning this work, focusing on data generation here, Arancinos are
equipped with one (or more) cryptographic co-processors (cryptochips), which act as tamper-
proof hardware-based key storage and support crypto ops on-chip. Arancino also features

1http://smartme.io/it/projects/arancino-cc-2/
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Figure 4.3: Trustless consortium-run/consensus-based application.

the usual (sizable) array of connectors (UART, SPI, I2C, GPIO, and USB) and connectivity
options (GSM, WiFi, BLE, and LoRa). As energy consumption may be a stringent require-
ment even for this kind of board, e.g., battery-powered and equipped with pocket-size solar
panels, duty-cycling techniques (107) are being evaluated for future iterations.

4.3.3 Tendermint

Tendermint (108) is a PBFT consensus engine that enables interested parties in building
consortium blockchains, on top of which any application can be executed in a decentralized
and fully verifiable way. This is valid even if the single parties involved in the consortium
do not fully trust each other and are not fully trusted by any external entities. This is a
perfect match for a Smart City. In fact, in a city, it is expected that several stakeholders that
do not necessarily fully trust each other may have an interest in building a public service,
representing an asset for everybody, i.e., everyday goods. At the data filtering level, we
had to decentralize the decision about which data sample should be accepted in the system
or not, ensuring that it is taken fairly. This means that there is no single point of failure,
but it also means that there is no possibility of censorship by any central authority. In
our case, we experimented with a consortium formed by four nodes hosted by different city
institutions, and we assigned such a consortium the duty of checking for any data sample
if it was coming from a known and authorized combination of IoT node and sensor, or not.
The decision is taken accordingly, thanks to the PBFT consensus protocol, so that if a single
node misbehaves, it is kicked out of the consortium, and the application stalls. In this way,
nobody is interested in cheating, i.e., excluding data samples that would be in good standing
and rightfully expected to be inserted in the system. The only possibility to act against
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Figure 4.4: Trustless consortium-run/consensus-based data storage layer.

the rules mentioned above is that most nodes collude and start misbehaving, but this is
also highly improbable in this setting.Summarizing, as exemplified in Fig. 4.3, application
logic is run by several stakeholders forming a consortium, and the decentralized application,
providing no single point of failure or trust, is assigned the following duties:

• Receiving data samples

• Accepting or discarding samples

• Forwarding samples to the data storage layer

• Adding or removing trusted nodes

4.3.4 BigchainDB

BigchainDB (109) is an open-source database software which, along with traditional database
features like high transaction rate, indexing and querying capabilities, and low latency,
also has DLT properties. It combines the two paradigms of industry-standard distributed
databases and blockchains, providing benefits of both. It uses the widely accepted and highly
developed MongoDB as the underlying database, and it has all the flexibility in querying,
which MongoDB provides. As exemplified in Fig. 4.4, the Tendermint consensus engine is
used again here to introduce the blockchain properties. The data stored in BigchainDB is
immutable and cannot be tampered with once stored inside the database. This means that,
once the filtering level has accepted a data sample, it is stored forever and cannot be deleted
(even accidentally) without this being detected. Moreover, the database is transparent, i.e.,
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there is no filtering, and anybody can access all the data without any possibility of censor-
ship. The BigchainDB setup is entirely decentralized, and there is no single point of control
or failure as multiple nodes are present in a single cluster voting for decisions according to
a modified version of the PBFT consensus protocol. Thus, in this case, we formed a con-
sortium among the four institutions above to guarantee decentralization, transparency, and
trustless archival. The BigchainDB 2.0, which we have used for our set up, is also Byzan-
tine fault-tolerant - up to one-third of the network nodes can fail, and the system will keep
functioning. Furthermore, BigchainDB is amenable to customization: it exposes a built-in
HTTP API on top of which it is possible to build a higher-level API, thus allowing complete
control over custom requirements, like restricting access to a client or exposing only limited
features in a production environment.

4.4 Proposal Summary

We begin by addressing the immutability and transparency challenges related to data storage
in the cloud. Cloud storage adoption, due to the growing popularity of IoT solutions, is
steadily on the rise and ever more critical to services and businesses. In light of this trend,
customers of cloud-based services are increasingly reliant, and their interests correspondingly
at stake, on the good faith and appropriate conduct of providers at all times, which can be
misplaced considering that data is the ”new gold,”and malicious interests on the provider side
may conjure to misappropriate, alter, hide data, or deny access. A key to this problem lies in
identifying and designing protocols to produce a trail of all interactions between customers
and providers, at the very least, and make it widely available, auditable, and its contents
therefore provable. Considering the above scenario, we explore blockchain as a possible
solution to address the above limitations. We present a blockchain-based solution to solve
the problem of trust in cloud storage. We describe the use case scenarios, threat models,
architecture, interaction protocols, and security guarantees and discuss how the proposal
addresses the literature’s challenges.

Further extending the experience of securing the stored data, we focus on securing the en-
tire supply chain of data production and storage. We propose building an IoT data collection
framework that is decentralized (without any single point of failure), transparent (so that
everything could be easily verifiable by everybody), and trustless (no requirement for any
involved entity to be fully trusted, for the system to work). Decentralization, transparency,
and trustlessness should be built-in at all steps so that there is no possibility of data forg-
ing, alteration, and/or censorship. We show how the IoT Data collection platform of the
#SmartME project has been revised and extended by including a trustless system engaging
each stakeholder (the University of Messina, the Messina Municipality) in the data storage
and protection duties. This is achieved by introducing security features at different levels
and enabling multiple entities and groups to participate at all levels of the data processing
and consumption pipeline, as represented by the icons on the right side of Fig. 4.1. At the
data origin, the Arancino platform is introduced that is equipped with a cryptochip par-
tially able to act akin to a TPM (7) chip, e.g., as a secure enclave for keys and on-chip (i.e.,
host-invisible) crypto operations (signing, authenticating, encrypting, etc.), thus ensuring
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that known and authorized sources produce each piece of data. At the data storage level, an
adapted version of the BigchainDB platform is proposed. Based on blockchain technology,
BigchainDB guarantees decentralization (no single entity controls the data), scalability (mul-
tiple endpoints to which data can be delivered), and, last but not least, data immutability.
In particular, concerning the latter, in the context of Open Data collection for Smart City
services, it is of utmost importance that data may be relied upon as pristine along with all
phases of the acquisition and storage process. Indeed, immutability lends Open Data-based
services suitable reliability guarantees, possibly extending data usage scope to legally binding
processes as well, where any lesser standing in terms of genuine origin for data would be an
unacceptable compromise.
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Provable Data-Storage Security

This chapter begins by addressing the immutability and transparency challenges related to
data storage in the cloud. Cloud storage adoption, due to the growing popularity of IoT
solutions, is steadily on the rise and ever more critical to services and businesses. A protocol
enabling the auditing of interactions between customers and providers, at the very least,
and making it widely available and its contents therefore provable, is desired. Consider-
ing the above scenario, we explore blockchain as a possible solution to address the above
requirements. We present a blockchain-based solution (14) to solve the problem of trust.
For reference, we consider Openstack Swift cloud storage, but the proposal can be applied
to any cloud storage solution. We begin by analyzing the standard behavior of the Swift
service and the limitations of the existing design. Then, we present a reference architecture
to overcome the shortcomings mentioned above. Finally, we present a performance analysis
of the proposed solution and compare it to the existing methodology.

5.1 Existing storage solution

Figure 5.1a depicts the sequence of interactions between a client and the Swift service to
store a new object. OpenStack Swift allows a client to store an object using API calls. In
order to deposit a file in the storage, the client needs to invoke PUT API. Once the file is
stored successfully, Swift returns an MD5 hash of the content of the file and the timestamp
of initial object creation in addition to other details. Similarly in case of updating the file,
the client needs to invoke PUT API with the modified file. The Swift service replaces the
file and returns the MD5 hash of the new file and the timestamp of initial object creation
in addition to other details. Finally, in case of deletion of an object, the client invokes a
DELETE API call to request the Swift service to delete the object from the storage. The
Swift service queues the request and returns a transaction identifier which needs to be saved
for reference in case of any issues (Figure 5.1b).

We can observe various security loopholes in the existing interaction pattern. In particu-
lar, with our proposed systems we intend to address the following limitations: (i) A malicious
user may upload a file to the cloud and later on claim that the file present in the cloud is not
the same as the one uploaded by the client. Our system should support non-repudiation by
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Client OpenStack Swift

1 : PUT API call to store a new object

2 : ETag, X-Timestamp

(a)

Client OpenStack Swift

1 : DELETE API call to delete an object

2 : X-Trans-Id

(b)

Figure 5.1: (a) Object insertion in Swift using API call, and (b) Object deletion in Swift
using API call.

the client. (ii) A malicious cloud service may deny that the user has uploaded a file while
the user has actually uploaded the file. Our system should also support non-repudiation by
the cloud vendor. (iii) A malicious cloud service may modify the object stored by the client
by adding, modifying or deleting data from some blocks stored in the cloud. The service
may then claim that the data has not been altered by anyone. Our system should support
publicly provable data integrity for dynamic data.

5.2 Assumptions and Security Guarantees

The reference architecture guarantees security of the system against attacks operated by the
client (e.g., repudiation by client) and by the SCM (e.g., repudiation by SCM). We assume
that the public keys of the entities are known to all. We assume that the involved entities
may misbehave by partially executing the operations of the protocol. We assume that the
SCM can falsely deny the existence of files stored by the client or return a modified file. The
proposed solution publicly logs any actions taken on the file and, thus, any misbehaviour
can be detected. An SCM which refuses to log is also considered as misbehaviour. We also

OpenStack Secure 
Cloud Manager (SCM) OpenStack Swift

Log Server

Client

Secure cloud storage

Rest Communication

Figure 5.2: Proposed solution architecture.
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Client Secure Cloud Manager (SCM) OpenStack Swift Log Server

Verificationalt

[TRUE]

[FALSE]

Verificationalt

[TRUE]

[FALSE]

1 : Enc_file = Sig( H(File), timestamp, csk);
Enc_filename = Sig( H(Filename), timestamp, csk)

2 : File, Filename, Enc_file, Enc_filename

3 : H(File), timestamp = Dec(Enc_file, cpk)
H(Filename), timestamp = Dec(Enc_filename, cpk)

4 : Verification: timestamp < current timestamp, Hash of
received file == H(File), Hash of received filename ==

H(Filename)

5 : 0, cpk, clpk, Enc_file, Enc_filename

6 : H(Transaction)

7 : Verification failed

8 : PUT API call to store file in Swift

9 : ETag, X-Timestamp

10 : Enc_filestorage = Sig( ETag, X-Timestamp, timestamp, clsk )

11 : Enc_filestorage

12 : ETag, X-Timestamp, timestamp = Dec( Enc_filestorage, clpk )

13 : Verification: timestamp < current timestamp, ETag == MD5(File)

14 : 1, clpk, cpk, Enc_filestorage

15 : H(Transaction)

16 : Repeat the process

Figure 5.3: Object insertion in proposed solution.

assume that the client can misbehave by falsely accusing an SCM. The proposed solution,
with the support given by logs, enables an SCM to claim no misbehaviour on its part. We
present a secure cloud storage system as an extension to OpenStack. First, we describe the
proposed model interfacing OpenStack to ensure security guarantees. Second, we outline the
primary operations with SCM. Third, we present the misbehaviour situations handled by
the system.

5.3 Architecture

In this section, we present our proposed solution (Figure 5.2). The SCM is responsible for
handling the cryptographic primitives to ensure the integrity of data as well as create an
audit trail together with the client. After ensuring valid sequence of operations, SCM calls
the Swift API to perform CRUD operations on the file in the cloud. The log server is an
Ethereum based blockchain which maintains the transactions in a public ledger verifiable by
anyone. Figure 5.4 shows the format of the log present in the blockchain. The transaction
id is an indicator of the type of the transaction. We have four types of transactions, namely
metadata, insert, update, and delete. The next field is the public key of the entity sending
the message. Third field is the public key of the entity receiving the message and the last field
is the data. The data field holds the authenticated data structure for provable guarantee.
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The first three fields of the log are indexed. Any third-party can access the logs and verify
the legitimacy of any operation using the data structures present in the log.

5.3.1 Auditable Secure Storage

The workflow of operations that the entities should follow to store a file, depicted in Fig-
ure 5.3, include the following: The client hashes the file and filename and together with
the current timestamp signs them individually using his/her private key. The client then
sends the file together with the two signed hashes to the SCM. SCM, after receiving the
file and the signed hashes, verifies the filename and the file content using the public key
of the client. If the verification is successful, SCM inserts a metadata transaction into the
log server. This enables any third-party auditor to verify the interactions, thereby ensuring
non-repudiation of the client. SCM receives the transaction hash from the Ethereum-based
Log Server to enable the SCM to verify if the transaction has been added to the blockchain.
SCM then calls Swift API to store the file in the object storage. On successful storage, the
Swift service returns MD5 hash of the file content named ETag and initial object creation
time. SCM then signs the ETag, X-Timestamp and current timestamp with its private key
and sends it to the client. On receiving the signed message, the client verifies the content
of the stored file by comparing the latter with the actual file, to ensure data integrity. On
successful verification, the client sends an insert transaction to the log server. This ensures
non-repudiation guarantee of the SCM.

For modifying an existing file, the sequence of operations is presented as follows. The
client, trying to modify a file existing in the cloud storage, first the hash of the new file
content. The hash of the filename remains the same. The client then sends the modified
file together with the signed file and filename hash to the SCM. The SCM verifies the file
and the content of the received file by using the public key of the client. If the verification
is successful, the SCM makes an entry into the log server with transaction id as zero, the
sender key as the client’s public key, the receiver key as his/her own public key and the
signed hashes as the data. The log server will return a transaction hash to enable the SCM
to verify the status of the transaction. The SCM then calls the Swift API to update the
file and in return receives the modified E-Tag and the X-Timestamp from the Swift service.
The X-Timestamp remains the same, i.e. the timestamp the object was created for the first
time. The SCM then signs the new ETag, X-Timestamp and the current timestamp with
his/her own private key and sends it back to the client. The client verifies the content of the
message by comparing the new ETag with the MD5 hash of the modified file. On successful
verification, the client sends a transaction with id as two, sender’s key as SCM’s public key,
receiver’s key as his/her own public key and data as the signed message. The log server

 Transaction Id Sender Public Key Receiver Public Key Data 

Figure 5.4: Format of log stored in the log server.
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Client Secure Cloud Manager (SCM) OpenStack Swift Log Server

Verificationalt

[TRUE]

[FALSE]

Verificationalt

[TRUE]

[FALSE]

1 : Enc_filename = Sig( H(Filename), timestamp, csk)

2 : Filename, Enc_file, Enc_filename

3 : H(Filename), timestamp = Dec(Enc_filename, cpk)

4 : Verification: timestamp < current timestamp, Hash of
received filename == H(Filename)

5 : 0, cpk, clpk, Enc_filename

6 : H(Transaction)

7 : Verification failed

8 : DELETE API call to delete the file from Swift

9 : X-Timestamp

10 : Enc_filedeletion = Sig( X-Timestamp, timestamp, clsk )

11 : Enc_filedeletion

12 : X-Timestamp, timestamp = Dec( Enc_filedeletion, clpk )

13 : Verification: timestamp < current timestamp

14 : 3, clpk, cpk, Enc_filedeletion

15 : H(Transaction)

16 : Repeat the process

Figure 5.5: Object deletion in proposed solution.

returns the transaction hash to keep track of the log. Similarly Figure 5.5 depicts the se-
quence of operations for deleting a file from our proposed solution. The client is responsible
for signing the hash of the filename with his/her private key and send it together with the
request to the SCM. The SCM verifies the filename with the signed hash by using the public
key of the client. On successful verification, the SCM inserts a metadata transaction into the
log server and receives a transaction hash for verification. The SCM then calls the DELETE
API with the name of the file and the Swift service returns X-Timestamp and X-Trans-Id
in addition to other things. The X-Timestamp is the time of creation of the file and the
X-Trans-Id is a reference number provided by the Swift service. The SCM then signs the
X-Timestamp and the current timestamp with his/her private key and sends it to the client.
The client verifies the deletion using the public key of the SCM and if successful, store a
delete transaction (id as 3 and signed message as data) in the log server. The server returns
a hash for transaction verification.

5.3.2 Addressing misbehaviour

Any behaviour deviating from the above description is considered misbehaviour and this
section outlines the countermeasures in our proposed system against misbehaviour.

Figure 5.6 represents the series of operations to accuse a misbehaving SCM or a Cloud
service. The misbehaviour is in terms of client requesting a file and the SCM replying with
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Client/Validator Secure Cloud Manager (SCM) Log Server

Verificationalt

[TRUE]

[FALSE]

Verificationalt

[TRUE]

[FALSE]

1 : Enc_filename = Sig( H(Filename), timestamp, csk)

2 : Filename, Enc_filename

3 : H(Filename), timestamp = Dec( Enc_filename, cpk )

4 : Verification: timestamp < current timestamp, Hash of
received filename == H(Filename)

5 : 0, cpk, clpk, Enc_filename

6 : H(Transaction)

7 : Verification failed

8 : File does not exist

9 : Request last transaction with sender key = clpk and receiver key = cpk

10 : ID, clpk, cpk, Data

11 : Verification: Is ID == 3?

12 : Server behaviour is valid

13 : Accuse Server

Figure 5.6: Protection against secure server misbehaving.

a file that does not exist, even though the file exist. The initial operations involve the client
signing the hash of filename and timestamp with his/her private key and sending the retrieval
request to the SCM. The SCM validates the received message with the client’s public key
and stores a metadata transaction into the log server. The log server returns the hash
of the transaction to validate the addition of the transaction into the blockchain. After the
validation, the SCM returns a file not found message to the client. On receiving the message,
the client queries the log server with the sender key as the public key of the SCM and the
receiver key as his/her own key and finds the last transaction. The client verifies the data
field of the transaction with the public key of the SCM and checks if the last transaction
id is 3. Last transaction being 3 signifies the file is deleted and the SCM is behaving fairly.
Otherwise the client can accuse the SCM.

Another scenario is about a client falsely accusing the server of misbehaviour. Figure
5.7 represents the series of operations to resist such behaviour. The initial interactions
remain the same till the SCM sends the metadata transaction to the log server and receives
a transaction hash in return to validate the transaction. The SCM then returns the file
requested by the client. The client then accuses the SCM of misbehaviour. The SCM
retrieves the last transaction from the log server with the sender key as his/her own public
key and the receiver key as the public key of the client. The SCM also calls the HEAD
API of the Swift service to receive the latest ETag of the file in the storage. The SCM then
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Client/Validator Secure Cloud Manager (SCM) Log Server

Verificationalt

[TRUE]

[FALSE]

OpenStack Swift

Verificationalt

[TRUE]

[FALSE]

1 : Enc_filename = Sig( H(Filename), timestamp, csk)

2 : Filename, Enc_filename

3 : H(Filename), timestamp = Dec( Enc_filename, cpk )

4 : Verification: timestamp < current timestamp, Hash of
received filename == H(Filename)

5 : 0, cpk, clpk, Enc_filename

6 : H(Transaction)

7 : Verification failed

8 : File

9 : Accuse server claiming file is modified

10 : Request the last transaction with sender key = clpk
and receiver key = cpk

11 : ID, clpk, cpk, Data

12 : HEAD API call to get ETag of the file

13 : ETag

14 : Verification: Is ETag == Dec( Enc_lasttransaction, clpk )

15 : Return proof: ETag, Enc_lasttransaction

16 : Return proof: blank

Figure 5.7: Protection against client misbehaving.

tries to verify if the ETag is the same as the signed data of the last transaction using the
client’s public key. If successful, the SCM returns the ETag and the signed data as a proof of
innocence. If the SCM does not return anything, this proves the misbehaviour of the client.

5.4 Results

In this section we discuss the proof-of-concept system we developed and its performance
comparison to standard Swift API call. We selected execution time as the measure for
comparison. We developed the proposed system using Javascript client and Express server.
For log server, we used Ethereum based blockchain. For OpenStack Swift, we used a VM
with OpenStack installation on our local machine. We used files ranging from 1MB to 100
MB to estimate the execution time of the proposed system. We present initial results in Table
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File Size API Proposed Solution

(msec) (msec)

1 MB 138 2367

10 MB 509 4837

25 MB 510 9958

50 MB 652 19276

100 MB 1449 54192

Table 5.1: Execution time of standard and proposed solution with varying file size.

5.1. The proposed system has polynomial time complexity with respect to the increasing file
size. Thus, we can conclude that with the overhead of reasonable computation, the proposed
solution can guarantee the security requirements.

5.5 Conclusion

In this chapter, we laid out the proposal to include security countermeasures against the
customer and the provider misconducts, in a popular opensource instance of cloud (object)
storage service, OpenStack Swift. In particular, we devised threat models, interaction pro-
tocols and security guarantees of a solution which extends Swift by leveraging distributed
ledger technologies (DLT) to achieve auditability and non-repudiation. We concluded by
presenting a performance analysis of the execution time required to store the data. With
reasonable overhead, the result shows the viability of the proposed solution.
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Provable Data Supply Chain Security

In the previous chapter, we addressed the immutability and transparency challenges of data
storage in the cloud. The proposal enables auditing of the malicious operations at the
data plane. This chapter extends the security of data across data and network plane by
focusing on securing the entire supply chain of data from production to storage. We propose
building an IoT data collection framework (16) that is decentralized (without any single
point of failure), transparent (so that everything could be easily verifiable by everybody),
and trustless (no requirement for any involved entity to be fully trusted, for the system to
work). Decentralization, transparency, and trustlessness should be built-in at all steps so
that there is no possibility of data forging, alteration, and/or censorship. We show how the
IoT Data collection platform can be revised and extended by including a trustless system
engaging each stakeholder (the University of Messina, the Messina Municipality, etc.) in
the data storage and protection duties. This is achieved by introducing security features at
different levels and enabling multiple entities and groups to participate at all data processing
and consumption pipeline levels. At the data origin, the Arancino platform is introduced that
is equipped with a cryptochip partially able to act akin to a TPM (7) chip, e.g., as a secure
enclave for keys and on-chip (i.e., host-invisible) crypto operations (signing, authenticating,
encrypting, etc.), thus ensuring that known and authorized sources produce each piece of
data. At the data storage level, an adapted version of the BigchainDB platform is proposed.
Based on blockchain technology, BigchainDB guarantees decentralization (no single entity
controls the data), scalability (multiple endpoints to which data can be delivered), and, last
but not least, data immutability.

6.1 Overview

In this section, we present the overview of the components involved and the reasoning behind
the design choices. We being by describing the BigchainDB storage setup. BigchainDB runs
on a cluster, wherein a minimum of four nodes are required. In our case, we formed a four
node cluster, with each node being hosted independently by an institution in the territory of
Messina, i.e., the Computer Center of the University of Messina (CIAM)1, the Department

1https://www.unime.it/it/centri/ciam
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of Engineering at the University of Messina2, the Messina Municipality3, and the “Horcynus
Orca” Community Foundation of Messina4. Obviously, apart from neighboring locations, all
within the city of Messina, the aforementioned institutions do not have otherwise anything
in common, i.e., non-overlapping governance, mission, etc. This is to say that it is highly
unlikely for any of the four institutions under consideration to collude with any other, in-
cluding CIAM and the Department, which are both under the University rule, but run by
separate governance bodies. In our use case, along with immutability of data stored in the
database, it is of equal importance that data originates from a verifiable and identifiable
valid source (an authorized Arancino-powered IoT node). There should be no possibility for
a rogue or fake node to pose as a real node, obfuscating the stored data. The default HTTP
API exposed by BigchainDB is minimal and not meant for source identity verification or to
restrict access in the networking layer. Rather, it is designed to be extended with a higher-
level layer which fulfills the custom requirements for the use case at hand. We designed our
own custom API using the Flask framework in Python, and we used the NGINX reverse
proxy server along with the Consul DNS resolving system to accomplish identity and data
verification, and meet the networking requirements of our system.

It is important to note that we aim for dual verification - one in the data plane, and
the other one in the networking plane - of domain identity, as a requirement. In the data
plane, for verification of the origin of data, the Ed25519(110) digital signature scheme is
used. During the initial setup, each IoT node is assigned a permanent private key, stored
on the cryptochip and thus, unreadable to prying eyes of any malicious actor able to access
physically the node and its flash storage. On the other hand, the corresponding public key
is known to all the stakeholders in the system. Any data stored inside BigchainDB is signed
with the private key of the data source, and thus, can be verified using the corresponding
public key. Our custom Flask API leverages a Python implementation of Ed25519 which
provides functions to verify data against public keys and signatures. From a security perspec-
tive, it is desirable to restrict access to our custom API, and subsequently to BigchainDB, to
authorized devices only. This is to thwart any potential network security attacks, like denial
of service or unauthorized write access to data. In the networking plane, we achieve this
objective by suitably configuring the NGINX reverse proxy server. In particular, NGINX
is configured to enforce TLS validation of client certificates: only IoT nodes equipped with
valid certificates issued by a trusted CA are able to interact with the APIs exposed by the
BigchainDB nodes.

To make the system truly decentralized, it is necessary to ensure that there is no sin-
gle point of failure, even from a networking perspective. Thus, instead of hard-coding the
addresses of the BigchainDB nodes in the IoT nodes, it is desirable to keep the endpoints
dynamic. This is meant to boost security, as well as for load balancing and in general achiev-
ing higher availability. As a matter of fact, any BigchainDB node could have a downtime,
due to, i.e., being compromised, physically shut down, or damaged. Therefore, as an es-
sential system requirement there is need for a discovery service which, upon request, can

2https://www.unime.it/it/dipartimenti/ingegneria
3http://www.comunemessina.gov.it
4http://www.fdcmessina.org
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provide the IP addresses of BigchainDb nodes, which are available and working at service
querying time, while constantly keeping tabs on the health of nodes. Hashicorp’s Consul
is a distributed, highly available system which provides a fully featured control plane with
provisions for service discovery and health checks. Clients - BigchainDB nodes in our case
- where a consul agent is deployed, can register services and then, using Consul DNS and
HTTP APIs, it is possible to discover the providers of any such service. Consul features var-
ious health check capabilities and returns only available, healthy nodes. Like BigchainDB,
Consul also operates in a distributed fashion and supports a cluster of servers.

As each node which provides services to be exposed by Consul runs a Consul agent, all
the four BigchainDB nodes in our system run this agent. Though Consul itself may work
off a single server, it is recommended to run it in a cluster configuration, to avoid data loss
in case of node failure - hence we opted to run Consul servers on each of the BigchainDB
nodes as well. The servers are responsible for replication of data, and to actually discover
services, while the agent are responsible for reporting the health status of the local node on
which they are deployed. Agents can function by interacting with a single server or a cluster
of servers as per requirement.

6.2 System Architecture

The resulting deployment, after accounting for all the requirements of the system and the
tools required for fulfilling them, involves a four node cluster of BigchainDB nodes each
running on independent machines along with several instances of networking and data tools,
which are detailed in the following section. Fig. 6.1 depicts the deployment and interactions
of the developed system. In our setup, the #SmartME testbed comprising of various IoT
devices with sensors and actuators, represent ’Smart City’ of the figure context. Each node
is running Ubuntu 17.04, a server-class operating system. Only listening ports for select
services are open, to reduce the attack surface and the risk of any unauthorized access. The
IP address of each node is known to all the other nodes as it is required to form a cluster.
BigchainDB again has three independent components which must be able to communicate
with each other for it to function - the MongoDB server, the Tendermint instance, and the
BigchainDB server instance itself, which communicates with Tendermint and MongoDB and
exposes the BigchainDB HTTP API. Thus each of these three separate instances is running
inside any single node at all times.

As the default HTTP API of BigchainDB has limited capabilities, and by design it is
intended for programmers to develop their applications on top of that API, our custom API
- implemented as a Flask-based application server wrapping the HTTP API of BigchainDB,
is responsible for the processing of data, as well as registration of IoT nodes. It has end-
points meant for retrieval of data from BigchainDB in a meaningful manner i.e. returning
data for specific time intervals, sensors or a other complex database queries. The default
HTTP API of BigchainDB is limited also in its querying capabilities hence the custom API
allows interaction directly with MongoDB instance on the node for read-only queries. In the
original #SmartME infrastructure, an interactive map visualization layer is available, which
displays markers for all the deployed IoT nodes, according to their location, as shown in
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Figure 6.1: System deployment and interactions.

Fig. 6.2, and it is possible for users to click on the markers to get current and past readings
from node-hosted sensors in a user-friendly (e.g., scrollable, zoomable) fashion. The original
#SmartME architecture employs a SQL database for data storage, whereas MongoDB is a
NoSQL database, hence the code and queries were rewritten to work with MongoDB. To
summarize, at the data visualization and auditing levels we were able to reuse this visualiza-
tion portal just by connecting it to BigChainDB instead of the CKAN instance. The portal
is written in JS as a fully client-side application so there is nothing in the middle between
the browser and the BigChainDB consortium, and no censorship is possible.

While retaining all the previous features of the interactive map, an added functionality
has been added: while viewing the scrollable graphs out of sensor timeseries, it is now possible
to click on any of the datapoints to open up a data verification wizard which guides the user
in the verification process for that particular datapoint, as shown in the Fig. 6.3. The map
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Figure 6.2: Map with sensor markers.

is served through a PHP file which makes AJAX requests to the custom API to fetch all the
required data.

In the original #SmartME deployment, a plugin had been injected on each board. As
evolution from the original (111) S4T data collection approach, the plugin carried the logic
to push any newly collected samples from sensors to a developer-defined endpoint. The
endpoint of choice in this case was an instance of the CKAN Content Management System
(CMS) for Open Data.

All of the components discussed in this section run simultaneously on the nodes on various
default ports. It is of absolute importance that these components should not be accessible to
anything outside the node environment. For instance, MongoDB runs on default port 27017,
and if the port is open outside interference is possible and can have catastrophic results for
the system’s security and functioning, while also at the same time, a heterogeneous variety
of services are running on the nodes, all of which require access through logically named
sub routes (e.g., /map), without concerning the user with the actual ports on which the
applications are running. Thus, NGINX is used as a reverse proxy. It serves two primary
purposes - restricting access to unwanted devices and ports, and exposing the desired het-
erogeneous components to the public and the IoT nodes. For instance, all the API endpoints
are available at / (root) whereas going to /map redirects the user to standalone map running
on the apache server inside the node. Each node thus serves content via an NGINX instance
running on it.

6.2.1 Data Flow

The data in its raw form is generated as readings by the sensors of the IoT node. In
BigchainDB, the data is structured as assets. An asset can represent any physical or digital
value. Thus, raw readings are an asset in our use case. To register an asset in BigchainDB, the
client (IoT Node) needs to make a CREATE transaction in the database. Each CREATE
transaction has an input and an output. As mentioned previously each IoT node has a
private key, and a public key, with the former used to sign data (i.e., the reading), and
the latter serving as attestation of the (unique) identity of the node. The input to the
CREATE transaction contains the asset (readings of a sensor) and other (meta)data, such
as a signature, which serves as proof that data is really being generated by the device which
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Figure 6.3: Interactive modal showcasing verifiable data points.

is claiming to be the source, and a Transaction ID, which is a hash of the entire transaction
input and is used to unambiguously identify a transaction.

The S4T Cloud has been leveraged, in this work, to inject an additional plugin we devel-
oped into the IoT node, alongside the one originally deployed for data push to CKAN. This
plugin carries the logic to generate a transaction record, following the BigchainDB trans-
action spec, for each individual reading, and push the record to the BigchainDB node(s).
Internally, the entire transaction record before being signed is converted into binary and
then is one way encrypted using SHA-256. The generated hash gets signed by the private
key which produces a signature. This hashing process will have to be repeated in order to
verify the readings at a later stage. Next step involves the IoT node querying the Consul
DNS servers, to get a healthy BighchainDB node, and selects one randomly from the results.
A valid CREATE transaction is then registered on BigchainDB node cluster. The output of
the transaction specifies that the public key mentioned in the transaction indeed belongs to
the IoT node which generated the data, and provides a fulfillment object which is composed
of the signature and the public key.

6.3 Data Verification Wizard

For verification of a given data point, three entities are essential - (i) SHA-256 hash of the
data point, (ii) public key of the IoT Node which generated the data point, and (iii) signature
generated when the hash was signed by the corresponding private key of the IoT Node. Hence
we designed an intuitive, user-friendly datapoint verification wizard. It has been devised to
aid the end-user, even if totally unaware of crypto or validation processes, to audit data
independently, through a graphical interface, with an easy point-and-click experience. The
wizard operates in three steps: it is launched for a particular data point as soon as it is
clicked on, as shown in Fig. 6.3. It is essential to note that a stakeholder in the system need
not use this particular verification wizard to verify the data, and can use his own, or widely
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(a)
(b)

(c) (d)

Figure 6.4: (a) Data Verification Wizard Step 1, (b) Data Verification Wizard Step 2, (c)
Data Verification Wizard Step 3, and (d) Successful data verification.

available implementations of Ed25519 to verify it independently.
The wizard step 1 as shown in Fig. 6.4a is an informative step. It shows the raw readings,

with an option to see the entire response - the actual message which was encrypted as men-
tioned previously. It also makes it convenient for the user by extracting the signature from
the fulfillment object, the public key is displayed as well. These three pieces of information
are self-sufficient to verify the validity of the data.

The step 2 of the wizard which is shown in Fig. 6.4b presents an option to the user to
generate the SHA-256 hash of the full response and shows the data to be encrypted in a
field which is intentionally editable, to allow the user to tamper with the data, and see the
outcome of verification.

After generating the hash using the wizard, or entering the SHA3-256 hash generated
from an external source (the hash field is also editable), the user lands on step 3, the final
step of the verification wizard as shown in Fig. 6.4c. On pressing the verify button the hash
is verified against the public key and the signature if the data has not been tampered with,
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and the public key is indeed of the IoT node which signed the data hash, the verification
succeeds, else it fails and the wizard shows the appropriate message as shown in Fig. 6.4d
and Fig. 6.5 respectively. This last step again can be carried out independently and there is
no compulsion to use this wizard for verifying the hash against the signature.

Figure 6.5: Failure of data verification.

6.4 Performance evaluation

We carry out a number of experiments to assess the scalability of our system. A 4-node
BigchainDB cluster is set up to carry out these experiments. IoT nodes could interact with
the BigchainDB cluster at an average bandwidth and RTT of 25 Mbps and 125 ms respec-
tively. We consider two experiments to observe the trends in read and write speeds when
certain parameters of the system are varied. The frequency at which IoT nodes generate
and send readings can vary in a real-world scenario. The first experiment involves varying
the sample frequency, and observing corresponding changes in response times to read re-
quests. The plots in Fig. 6.6 show little variation in terms of response times across a range
of frequencies, for a given sample size. This is consistent with the fact that the our custom-
designed API queries MongoDB directly for read operations on stored data, hence response
times are basically independent of the load introduced on the BigchainDB server by increas-
ing data transmission frequency at a given instant. Also, as expected, increasing the size
of the query increases the total response time for a read request. In the second experiment
we increase the number of IoT nodes, from 1 to 200, and measure the time for the write
operations to complete. The plots in Fig. 6.7 show a linear increase in response time to write
requests with increasing number of IoT nodes simultaneously transferring data. The sample
frequency also impacts write speed. A higher data transmission frequency further stresses
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Figure 6.6: Read response times wrt sample interval.

BigchainDB servers, and results in an increased write response time. On the other hand, the
hike in response times is not exponential, hence the cluster is scalable to accomodate even
more nodes.

While the above observations demonstrated the feasibility of our current set up, we
decided to further extend the system in a more controlled environment: while our original
testbed consisted of a 4-node BigchainDB cluster, we introduced another variable to the
experiments. In addition to varying sample size, and sample frequency, we varied the size of
the BigchainDB cluster itself. Starting from 3 BigchainDB nodes, we recorded and read and
write response times all the way up to a cluster of 8 BigchainDB nodes. The plot in Fig. 6.8a
shows the read response times for different sizes of BigchainDB cluster when the sample size
is fixed at 100. Measurements are carried out for IoT nodes sending sample write requests at
intervals of 10, 60 and 300 seconds, respectively. If a single cluster size is considered, it can
be seen there is no significant fluctuation in the read speeds when varying sample interval
at which IoT nodes send the data. This is consistent with the observations made for the
plots in Fig. 6.6 and follows similar reasoning. Furthermore, this plot shows that there is no
considerable impact from increasing or decreasing the size of the BigchainDB cluster, which
is consistent with the fact that a particular read operation is carried out by interacting with
MongoDB instance of a single node at a given time, whose IP address was returned by the
Consul DNS service. The plot in Fig. 6.8b shows the read response times for different sizes
of BigchainDB cluster when the interval at which IoT nodes send data is fixed at 10 seconds.
Measurements are carried out for IoT nodes requesting samples carrying 10, 100 and 500
readings, respectively. If a single cluster size is considered, there is a linear increase in the
response time with increase in the size of the sample requested. This is consistent with the
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Figure 6.7: Write response times wrt number of active IoT nodes.

observations made for the plots in Fig. 6.6 and follows similar reasoning about the increase
in response time for a bigger chunk of request data whilst available network bandwidth is left
unchanged. Furthermore, this plot shows that there is no considerable impact from increasing
or decreasing the size of the BigchainDB cluster, which is consistent with the results in
Fig. 6.8a due to the fact that a particular read operation is carried out by interacting with
MongoDB instance of a single node at a given time. The plot in Fig. 6.8c shows the write
response times for different sizes of BigchainDB cluster when the interval at which IoT nodes
send data is fixed at 30 seconds, while the sample size is of one reading. Measurements are
carried out for 10, 50, and 100 IoT devices. If a single cluster size is considered, there is an
increase in the response time with higher numbers of IoT devices which is consistent with the
observations made in Fig. 6.7 and follows a similar reasoning. Furthermore, this plot shows
that there is an (inverse) linear relationship between the response time of write requests
and the number of BigchainDB nodes in the cluster. As the number of nodes in the cluster
increases, the response time decreases linearly, which can be also interpreted as an increase
in throughput. This linear improvement in performance following an increase in the number
of nodes is consistent with the fact that signature verification is a CPU intensive task and,
as the number of nodes in the cluster increases, while keeping the rest of the inputs constant,
including number of write requests being received in unit time, the verification computation
is distributed among a larger number of nodes. Consul, by randomly returning the IP address
of any one node in the cluster to handle the write request, enables effective usage of this
increased (i.e., pooled) processing power. Now, the same number of write requests are being
split up among a larger number of nodes. The plot in Fig. 6.8d shows the write response
times for different sizes of BigchainDB cluster when the interval when the number of IoT
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(a) (b)

(c) (d)

Figure 6.8: (a) Read response times wrt number of active BigchainDB nodes, (b) Read
response times wrt number of active BigchainDB nodes, (c) Write response times wrt number
of active BigchainDB nodes, (d) Write response times wrt number of active BigchainDB
nodes.

devices is fixed at 100, while the sample size is of one reading. Measurements are carried
out for 100 IoT devices sending data at 10, 60, and 300 second intervals. If a single cluster
size is considered, there is a decrease in the response time with increase in the interval at
which the IoT devices send data which is consistent with the observations made in Fig. 6.7
and follows a similar reasoning. Furthermore, this plot follows the same trend of having
an inverse linear relationship between the response time of write requests and the number
of BigchainDB nodes in the cluster. As the number of nodes in the cluster increases, the
response time decreases linearly following the same reasoning which explains this trend in
Fig. 6.8c.

6.5 Conclusions

In this chapter, we presented a trustless approach to acquire, store and consume sensor data,
possibly originating from a number of independent stakeholders in the context of a general
purpose IoT infrastructure, in order to address issues related to the the integrity, availability
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and immutability of datasets generated from such sensing activities. In such a context, we
demonstrated that DLT-based technologies such as BigchainDB can be suitable to meet these
kind of requirements, by designing and implementing a trustless Smart City data acquisition,
storage and visualization system layer on top of the #SmartME stack, and testing it in a
real-world Smart City scenario, by running it on the #SmartME deployment available in the
city of Messina. Future works will be devoted to thoroughly assessing scalability, at the level
of a city (or even a federation of cities), the experimental comparison with, other trustless
solutions in the Smart City domain, both in terms of research and industrial products, and
the integration with the Cosmos network for monetization and mechanisms for rewarding
data contribution.

90



Part III

Security Patch Update
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Introduction

In the first part, we discussed protecting the IoT devices against unauthorized access using
Blockchain-based and authenticated data structure-based approaches. Next, we discussed
protecting the data right from their generation by the IoT devices to their storage. Finally,
we discuss securing IoT devices over a period of time. Patches are part of essential pre-
ventative maintenance necessary to keep devices up-to-date, stable, and safe from malware
and other threats. The vast majority of cyberattacks take advantage of known software and
hardware vulnerabilities. The 2015 edition of the Verizon Data Breach Investigations Report
(112) revealed 70% of successful cyber attacks exploited known vulnerabilities with available
patches. This means that many victims could have prevented a data breach if they had
only updated their OSes and apps. In this chapter, we focus on patching the IoT devices
to protect them against external attacks over a period of time by using blockchain technolo-
gies. We begin by describing the challenges faced by the research community in patching the
IoT devices. Then, we present the literature survey of the existing approaches addressing
the issues and their shortcomings. Next, we present a primer for the technologies used in
the proposed solution. Finally, we conclude the chapter by briefly describing the proposed
solution.

7.1 Problem Statement

The last decade has seen tremendous growth in the Internet of Things (IoT) services and
devices owing to rapid advancements in networking technologies. Gartner, Inc. predicts a
21% growth to 5.8 billion IoT endpoints by 2020 compared to 2019 (113). The growth is
expected to reach 64 billion devices worldwide by 2025 (114), with the predicted market size
to reach $520 billion by 2021 (115). With recent advances in next-generation mobile con-
nection technology 5G, mobile subscriptions are predicted to reach 1.3 billion by 2023 (116).
The ubiquitous nature of IoT devices makes them a primary suspect for attackers. Recent
exploits like DDoS attack (117) or ZigBee chain reaction (118) demonstrated in practice
point towards weak security posture of many popular IoT devices. Other attacks include
break into homes (119; 120), compromise local networks (121; 122) and smart devices (123).
However, with an increase in focus on IoT devices’ security (124; 119; 125; 126; 127), the
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practice of patching the IoT devices with security updates is a simple solution to protect
them from cyber-attacks. Despite being a basic solution, patching is often ignored or scarcely
performed, as observed by the users and manufacturers alike (128). Narrow profit margins
and operational difficulties limit the large-scale patching of IoT devices by the manufac-
turers. The de-facto client-server based centralized distribution mechanism, specifically for
IoT patch updates, is another cause of concern. The volume of IoT devices and the data
generated and consumed by them stresses the ISPs, inter-ISP business relationships, and the
Internet backbone. Thus, researchers focus on edge computing solutions to limit the infor-
mation exchange to a single ISP (129; 130). Also, centralized distribution depends heavily
on centrally controlled and widely spread cloud service. The centralized control makes the
system vulnerable to local outages or natural calamities and exposes it to significant central
points of failure (131). Even spreading the cloud servers to multiple regions still makes the
system vulnerable to organizational faults and human errors. Considering the limitations
of existing systems, a distributed P2P content delivery network holds promise. In particu-
lar, they can be explored to optimize patch delivery to IoT devices. For example, consider
the file-sharing networks like Gnutella (132), IPFS (133), and BitTorrent (134), which be-
came popular in the last decade. As a case in point, large organizations and enterprises
like Microsoft (for Windows 10 updates (135)), Twitter (to speed up servers deployment
(136)), Spotify (to reduced its hosting costs (137)), or Amazon (138), are exploring P2P
distribution. Unfortunately, such peer-to-peer distribution attempts are limited to a few
organizations acting as peers on the Internet. To truly reach its potential, the distribution
needs to be more inclusive and, thus, incentivized. Unfortunately, such attempts are severely
limited to independent Internet peers.

Such systems also suffer from a fundamental problem: limited availability in case of
unpopular files like patch update. For example, in the IoT patch update distribution, the
IoT devices are the only parties interested in the update uploaded by a vendor. Thus,
other network peers will not be interested in downloading and sharing it in the absence
of any incentive. Even the IoT devices will not be able to share the files due to limited
resources available. Authors in (139; 140) propose a blockchain-based IoT patch distribution
to improve accountability and availability. However, in the absence of incentives, the network
did not scale beyond the manufacturers’ nodes. Lee et al. (141) proposes a cryptocurrency
incentive mechanism for encouraging a network of distributor networks to deliver patches to
destination IoT devices. Leiba et al. (142) propose a similar approach to (141), but with
an efficient distribution mechanism. Both proposals enable a fair exchange of authenticated
software updates and cryptocurrency payments. However, an on-chain payment solution
suffers from several problems. (i) Costs: Each transaction on blockchain costs transaction
fees in addition to incentives being transferred. For example, the bitcoin transaction fee is
reaching around 60 cents.1 IoTPatchPool (142) analyzed per-device fees to be around 10
cents. (ii) Latency: The delay caused due to the required number of block confirmation
prevents the solution from scaling. For example, an average block creation time in Bitcoin
is ten minutes, and it needs at least six blocks to confirm a transaction. Thus, a single
update may take around one hour. (iii) Throughput: Due to the latency delay, the device

1https://bitinfocharts.com/comparison/bitcoin-transactionfees.html
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update is limited by an upper bound within a given time frame. (iv) Privacy: Being a
public ledger that can be audited by anyone, blockchain lack privacy. An attacker can learn
critical information like the number of devices handled by the vendor, how many devices got
patched, the cost of patching the devices, etc.

7.2 Related work

In this section, we present the literature from the decentralized storage networks and IoT
devices patching domain. The current work spans across these domains.

7.2.1 General Architectures for IoT Patching

The traditional delivery network for patch updates used to be host-centric, where the vendor
used to provision the updates for the clients. However, with the advent of the Internet of
Things, there is a massive explosion in the number of devices, making this solution chal-
lenging to scale. The complex infrastructure requirements and the personnel to manage
it increased the software providers’ maintenance cost. Liu et al. (143) and Zhen-hai and
Yong-zhi (144) are some of the studies that outlined the challenges around availability and
reliability by outsourcing infrastructure maintenance to IaaS and a Maven-based solution,
respectively. However, the proposed solutions were limited by the number of IoT devices. Yu
et al. (145) tried to address the IoT devices’ security via traditional solutions like antivirus
and software patches. With the scale and diversity of IoT devices, there was a need for a
paradigm shift in security solutions. The authors of (146) propose a solution based on de-
vice diversity for a particular scenario of vehicular networks. Similar solutions were proposed
in (147; 148) with a non-trustworthy assumption. However, the problem of scalability, which
is central to IoT devices, is not addressed. The authors of (139) proposed a blockchain and
peer-to-peer file sharing based patch distribution system which is secure, highly available,
and allows versioning of updates. A similar idea was proposed in (140) by Boudguiga et al.
with the addition of a trusted entity responsible for verifying the update. Both the proposals
acknowledge the complexity of sharing a patch update on the blockchain and, thus, propose
an off-chain solution for distribution. However, in the absence of an incentive mechanism for
the distributor nodes to distribute the patch updates, the solutions are limited in scale and
marginally better than the centralized vendor network. Lee (141) proposed a blockchain-
based solution for patch distribution with the incentive for delivery. A unique receipt is
generated for each delivered patch, and only the distributor successfully providing the patch
can claim the reward. This is achieved by registering the distributor’s identity (encryption
keys), which is then used to preserve the integrity of the patch update. However, the ven-
dor’s unique property is to distribute the package to every distributor to have fairness in the
system. Thus, the system has similar bandwidth requirements as those of a centralized solu-
tion. Furthermore, creating blockchain transactions for each patch delivery by a distributor
is a costly and time-consuming process. The solution also requires the IoT device to main-
tain a digital wallet to pay for the update, which introduces additional vulnerabilities and
attack vectors. Finally, the wallets need to be provisioned, causing additional transactions
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on the blockchain. IoTPatchPool (142) presents another blockchain-based patch delivery
network with an incentive for every successful delivery. The patch distribution is done via a
distributed storage network like BitTorrent, while the blockchain network handles the secu-
rity guarantees and incentives. The security guarantees are encoded in the smart contract
and are stored on the blockchain for public verifiability. The distributors claim the reward
from the smart contract by presenting a proof-of-distribution for each successful delivery.
Though promising, the solution does not scale well as the contract creation, committing the
proof-of-distribution, and revealing the secret for claiming the reward create transactions
on the blockchain, creating roughly one hour of latency per transaction. IOTA (149) is
another approach supporting micro-transactions, making it promising for patching IoT de-
vices. However, initially designed for service exchange between IoT devices, IOTA’s incentive
mechanism requires initiation from IoT devices, making it unsuitable for security patching
use cases.

7.2.2 Decentralized Storage Networks

Decentralized storage networks (DSN) distribute digital content among the participants via
peer-to-peer networking. Also known as P2P file-sharing systems, the underlying architec-
ture resembles blockchain, making it a suitable candidate for a blockchain-based distribution
scheme. Incentivization is necessary for P2P, as peers tend to free-ride, affecting the net-
work’s performance and availability (150; 151). Thus, incentivization must be a part of any
solution based on DSN. BitTorrent’s choking algorithm (134) is an incentivized “quid pro
quo” exchange scheme in which an uploader can eliminate a non-participating peer. The
scheme is promising but is limited in case of unpopular content like patch update. This
affects the long term availability of the content (152). Incentivization is crucial in IoT use-
case where the 3rd party distributors are expected to share unpopular content necessary
to secure the IoT devices. It is reasonable to assume that the IoT devices, being resource
constraint, will not share the update among themselves. Given the untrusted and incentiviza-
tion oriented situation, blockchain seems to be the solution. It allows a trustless exchange
of service and cryptocurrency among its users. Siacoin (153), Storj (154), Swarm (155) and
Filecoin (156) are some examples of blockchain-based DSN solutions. All the above solutions
assume trustless exchange between participating entities and that payment channel supports
it.

7.3 Preliminaries

In this section, we briefly describe the technologies enabling the system. We begin by briefly
describing the decentralized storage network and the bitcoin lightning network. Next, we
present the requirements related to the entities that participate in a generic patch delivery
system.
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Figure 7.1: Decentralized storage network.

7.3.1 Decentralized Storage Network (DSN)

Decentralized storage (Figure 7.1) means the files are stored on multiple computers (called
nodes) on a decentralized network. Like with conventional cloud storage, you can request it
and receive the file when you need the file. Requesting your file works similarly to BitTorrent
and other P2P clients where you download fragments of that file from participants in the
network until you have the full file. However, that does not mean those holding your files
can read them. Instead, decentralized storage automatically encrypts files, and only you
hold the encryption key, guaranteeing you can only read your files. Furthermore, through
a process of sharding, no single person holding your files has the entirety of it, thus adding
an extra layer of security and protection. Unlike centralized cloud storage, which keeps
data in a central point based on a location that might not be near you (resulting in users
competing for bandwidth), the nature of decentralized storage means data distribution and
retrieval is handled by nearby peers regardless of physical location. This results in higher
transfer speeds due to utilizing local network bandwidth. The peer-to-peer or decentralized
storage network should be available to all the participating entities. The peer discovery is
based on the distributed hash table (DHT), allowing access to all peers without imposing
any substantial requirements. Based on DHT, each peer is aware of all the peers holding a
part of the data.

7.3.2 Lightning Network

The Lightning Network (Figure 7.2) scales blockchains and enables trustless instant pay-
ments by keeping most transactions off-chain and leveraging the security of the underly-
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Figure 7.2: Bitcoin lightning network.

ing blockchain as an arbitration layer. This is accomplished primarily through ”payment-
channels,” wherein two parties commit funds and pay each other by updating the balance
redeemable by either party in the channel. This process is instant and saves users from
waiting for block confirmations before they can render goods or services. Payment channels
are trustless since any attempt to defraud the current agreed-upon balance in the channel
results in the liable party’s complete forfeiture of funds. By moving payments off-chain,
the cost of opening and closing channels (in the form of on-chain transaction fees) is amor-
tized over the volume of payments in that channel, enabling micropayments and small-value
transactions for which the on-chain transaction fees would otherwise be too expensive to jus-
tify. Furthermore, the Lightning Network scales not with the transaction throughput of the
underlying blockchain but with modern data processing and latency limits - payments can
be made nearly as quickly as packets can be sent. Hash Time-Locked Contracts (HTLCs)
allow transactions to be sent between parties who do not have a direct channel by rout-
ing them through multiple hops, so anyone connected to the Lightning Network is part of
a single, interconnected global financial system. In short, the Lightning Network enables
scalable blockchains through a high-volume of instant transactions, not requiring custodial
delegation.

7.4 Proposal Summary

As a solution to a scalable patch distribution network, we present P4UIoT, a pay-per-piece
patch update for IoT software updates using a gradual release, an incentivized distributed
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delivery network based on Bitcoin’s Lightning Network (8). The proposal reduces the trans-
action fee, as a single transaction with a commitment is mined on the blockchain. This
commitment is known as a channel. Once confirmed, further transactions happen purely
peer-to-peer thus, improving the throughput of the system. Also, latency is reduced to net-
work latency. Privacy is preserved thanks to an underlying onion-routing scheme and having
just the payments’ involved parties aware of a payment made and its terms. The grad-
ual release concept refers to dividing and exchanging the commodity between the sender
and receiver in rounds wherein the trust between participants grows with each round. We
formally analyze the proposed approach using TLA+ (9) formal modeling language and eval-
uate the formal specification’s correctness. Also, we implement a prototype of the proposed
framework on the Bitcoin’s lightning network to evaluate its performance. We perform ex-
periments to evaluate the distribution latency and cost metrics in various test scenarios.
Finally, we present the proposed framework’s advantage by comparing it with existing work
in the literature.
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Securing IoT Devices using Patch Update

In this chapter, we describe a solution to a scalable patch distribution network. We present
P4UIoT (17), a pay-per-piece patch update for IoT software updates using a gradual release,
an incentivized distributed delivery network based on Bitcoin’s Lightning Network (8). The
proposal reduces the transaction fee, as a single transaction with a commitment is mined
on the blockchain. This commitment is known as a channel. Once confirmed, further trans-
actions happen purely peer-to-peer thus, improving the throughput of the system. Also,
latency is reduced to network latency. Privacy is preserved thanks to an underlying onion-
routing scheme and having just the payments’ involved parties aware of a payment made
and its terms. The gradual release concept refers to dividing and exchanging the commodity
between the sender and receiver in rounds wherein the trust between participants grows with
each round. We formally analyze the proposed approach using TLA+ (9) formal modeling
language and evaluate the formal specification’s correctness. Also, we implement a prototype
of the proposed framework on the Bitcoin’s lightning network to evaluate its performance.
We perform experiments to evaluate the distribution latency and cost metrics in various test
scenarios. Finally, we present the proposed framework’s advantage by comparing it with
existing work in the literature.

8.1 Introduction

In this section, we describe P4UIoT: pay-per-piece patch update framework, its building
blocks, and the design of the pay-per-piece digital exchange protocol, which enables it to
achieve an open incentivized system. Pay-per-piece is a general exchange protocol that
includes two or more parties that are interacting in a trust-less exchange of goods. The core
concept is the fact that each party will reduce its risk exposure by dividing the patch by a
particular factor. The trust is built over time with multiple cycles of exchange of the patch
piece and incentive. The proposal will try to address a few of the shortcomings of the former
frameworks, which are as follows:

1. Patch size limitations: the IoTPatchPool (142) framework relies on the ZKCP protocol,
which is limited in its current implementation for 55 kB.
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Figure 8.1: P4UIoT High level architecture overview.1

2. Network overhead: in addition to the patch update itself, the former framework re-
quires the sending of additional data in the form of ZKsnarks proving and verification
keys; in some cases, it is a hundred folds bigger than the patch file itself.

3. Demands for IoT devices: in the ZCKP protocol, the IoT devices need to verify the
ZKsnarks statement, and also, there is a need to decrypt the patch binaries once the
decryption key is revealed. These two operations are having additional demands on
the device storage memory and processing power.

4. Costs: the former network is a first layer solution on the blockchain network. To reduce
costs, new methods of offering payment to the distributors should be used.

The proposed framework consists of two networks, a lightning network over a blockchain
network used to enable a transparent exchange of patch update and cryptocurrency incentive
in the form of binding bid, and a decentralized storage network (DSN) which allows a peer-
to-peer sharing of a patch update. The participating entities of the network, namely Vendors,
Distributors, and IoT devices, use the two networks to follow the protocol proposed in the
framework. Figure 8.1 represents an overall architecture of the proposed solution, focused
for the sake of clarity on a smart home use case. The delivery life-cycle is initiated by
a vendor that needs to distribute a new patch update to the deployed IoT nodes. The

1Icons made by https://www.flaticon.com/authors/freepik
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Figure 8.2: P4UIoT sequence diagram.

vendor invites the distributors interested in the task of providing the update to the IoT
nodes by committing a bid on the blockchain, which will be gradually released with the
proof-of-distribution. The IoT nodes will release the proof-of-distribution to the distributor
upon receiving a piece of patch update, who can then exchange it for the cryptocurrency
incentive. Also, for a limited duration, the vendor acts as a source of distribution of patch
update for the distributors and IoT nodes alike. Once done, the distributors take over the
process, seeding the pieces downloaded from the vendor via the DSN.The IoT nodes, upon
notification of a patch release, download the pieces of update from distributors via the DSN
and release the corresponding proof-of-distribution.

Leading from the previous work on the IoTPatchPool (142), the proposal adds additional
methods to achieve a trustless protocol for IoT patch distribution. The desired framework
should accompany all the former framework properties and also address a few of the short-
comings listed earlier. The pay-per-piece protocol requires an exchange for signature between
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the distributor and the IoT during the file exchange. As a security parameter for the system,
the smaller pieces and hence larger count of pieces is preferable since it minimizes the initial
risk in the fair exchange. On the other hand, a considerable number of signatures means
higher fees paid in the form of the transaction cost. One method to achieve a lower number
of signatures sent to the smart contract is signature aggregation. The ability to compact
multiple signatures into one signature will lead to smaller fees paid to the miners.
The following are the two approaches integrated into the bitcoin protocol to reduce the
signature size.

1. Schnorr Signatures were introduced to the bitcoin network in (157). Given n signatures
on n distinct messages from n distinct users, it is possible to aggregate all these sig-
natures into a single short signature. The tests conducted show a significant speedup.
The ratio between the time it takes to verify n signatures individually and to verify
a batch of n signatures goes up logarithmically with the number of signatures or, in
other words: the total time to verify n signatures grows with O(n/log(n)).

2. ECDSA Elliptic Curve Digital Signature Algorithm (158) is one of the main building
blocks of the Bitcoin network, and it is used for verifying all the transactions. Reviewing
all the possibilities, the ECDSA alternative was chosen for its low costs and lack of
demand for preliminary online setup between signers. It’s important to notice that
choosing ECDSA will allow this framework to be scalable as the blockchain ledger
itself is making additional improvements in scalability to be applied to this framework.

The Schnorr Signatures and ECDSA together can improve the verification time with signa-
ture aggregation and key size reduction (159). This is particularly advantageous in the case
of resource-constrained devices.

8.2 Protocol

In this section we outline the proposed protocol for sending patch update to a set of IoT
devices d1, ..., dN manufactured by a vendor V. Let us denote the patch update by U. The
proposal consists of five stages: initial setup, bid commitment, initiating patch update seed-
ing, exchanging patch piece for a pay-per-piece confirmation, and a reward claim. Detailed
sequence diagram presented in Figure 8.2.

Initial Setup
The proposed framework uses connection establishment as an initial step for any patch up-
date procedure. The connection links the vendor to the community of distributors who would
like to participate in future IoT patch update procedure. The distributor would listen to an
event emitted by the vendor to receive the newly published patch and initiate the process of
a patch update.

Bid Commitment
The vendor V sends a transaction to the blockchain committing the incentive Ii for each of
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the IoT devices di. Once committed on the blockchain, a peer-to-peer payment channel is
established between each distributor ki and each of the IoT nodes di.

Initiating Patch Update Seeding
The vendor V performs the following steps on receiving an update U:

1. Computes the hash of patch file Ut := H(U)

2. Sets N as the total count of IoTs di

3. Sets M as the total count of pieces

4. Prepares the payload as: P := (U, signvi{Ut}, di), where di is represented as an ordered
list of the IoT devices public keys

5. Computes the hash of the payload Pt := H(P )

6. Sets ∆LifeT ime as sufficient time for vendor V to seed the patch

7. Emits an event announcing the availability of patch update.

Both the distributor nodes ki’s and IoT devices di’s are listening to the events emitted by
the vendor V known by his public key pki. Once the event is received, the following set of
operations are performed:

1. Corresponding to the hash Pt, the distributor requests vendor V for the payload via
the DSN network.

2. The vendor V begins the seeding of the payload P using the DSN network. The vendor
seeds the payload P for a reasonable time within which some distributor ki can receive
the update.

3. After completely downloading the package P, ki verifies that:

• the patch is published by the vendor.

• the integrity of the patch is maintained throughout the communication.

4. ki then announces via DHT to its peers as a possible source of the patch update.

Exchange
In this step, the IoT device, and distributor communicate to exchange the patch update and
proof-of-distribution. Initially, a verification of the IoT device is conducted to understand if
it is a member of the vendor-approved list di. The detailed exchange is listed below:

1. The patch update available event is received by the IoT device di, and the device
verifies the sender of the event.
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2. The device di searches for distributor ki possessing of the patch update via the DHT
peer discovery. Once found, the device sends the download request to the distributor
ki.

3. ki sends a random nonce c, a challenge, to di to sign on.

4. di:

• Computes signdi{c} := Sign(skdi , c).

• Sends the tuple (pkdi , signdi{c}) to k.

5. In this stage, the IoT device can start downloading pieces from any free providing
distributors (i.e., the vendor node).

6. di:

• Verifies that pkdi ∈ Di

• Verifies that V erifySig(pkdi , signdi{c}, c) = 1

7. Piece by piece exchange:

• di sends the requested j part of the patch file

• ki concats Mj=concact(Ut, pk
di , j) and sends to di

• ki sends part to di

• ki chokes further transfer till the payment for the part is received.

Reward Claiming
The reward is claimed by the distributor of the piece sent as follows:

1. di:

• once the piece is received, di sends the payment of the piece to ki.

• once ki received the payment, it sends the next piece and waits for payment.

8.3 Implementation

The P4UIoT implementation proves the capability of such a framework to function in the
multi-party environment. Figure 8.3 refers to the technology stack used for the implemen-
tation. Raspberry pies are used as a fleet of IoT devices that request patch from the dis-
tributors, which in return communicate with the lightning network to reclaim their reward.
The implementation of the proposal needs an evaluation of the new features of the frame-
work. One key question is the latency of the blockchain. Since the proposal is based on the
lightning network, once the vendor sends the commitment to the blockchain, the payment
is processed in real-time between the distributor and IoT device. Another key question is
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the costs. The commitment is the only transaction sent by the vendor on the blockchain.
Assuming multiple usages, the transaction cost is negligible. To answer these questions, the
implementation is based on the lightning network and deployed over the Bitcoin’s regtest.
The bitcoin and lightning network protocols are used as is, and no changes has been made to
the original protocols. The transaction prices are aligned with the mainnet, and the block-
time is similar to using PoW as the consensus algorithm. Finally, all attacker scenarios were
tested, among reward interception, malformed channel, Denial-of-service (DoS) redeem with
false message, exhausting resources, blockchain-related attacks, compromising a firmware’s
integrity, software downgrade attack, greedy distributor, and greedy IoT node.

Figure 8.3: The technology stack used in P4UIoT implementation.

8.4 Security Model

In this section, we present a threat model and the assumptions related to the participants.
Based on the model, we outline the security goals of the system design.

8.4.1 Threat Model

The proposed architecture consists of three kinds of participants: a vendor who wants to
distribute the update, a distributor who shares a part or whole of an update in exchange
for an incentive, and an IoT device that needs and pays for the patch. We assume that
the vendor, the distributor, and the IoT device can be uniquely identified and can securely
communicate with each other via standard protocols and credentials like https. The IoT
device is identified by its public key, which the vendor pushes into the device during the
manufacturing process. A more robust mechanism for device identity like SSI (160) can be
used to secure the system further and is beyond the scope of this work. Also, we assume
that the distributor/s and the IoT devices are aware of the public key of the vendor/s, and
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the identity of IoT devices is available with the vendor. These assumptions can be achieved
during the manufacturing of an IoT device or configured by an admin. We also assume that
the vendor can be trusted to work in favor of the network and does not accept the hash of
a malicious file, and IoT devices trust the patch update sent by the vendor.

The IoT devices and the distributors can assume malicious intent towards each other and
can try to claim updates/incentives.

8.4.2 Adversarial Model

We assume that an adversary has full control over the communication medium and can alter
any communication with the blockchain or any participating entity (161). We also assume
that the adversary can take a passive as well as an active role and perform actions varying
from listening on the network packets to injecting, replaying, or filtering any message.

8.4.3 Security Goals

Based on the adversarial and trust profile, we outline the security goals that our proposal
should satisfy: (i) an IoT device pays for a patch before receiving it; at the same time,
a distributor delivering a patch is paid. (ii) the IoT device can verify the integrity and
the origin of the patch in the presence of malicious actors. (iii) within a given time frame
allocated by a vendor, an IoT device will be able to patch itself.

8.5 Formal Specification

In this section, we present a formal specification of the proposed approach using TLA+
abstract language (9) for model verification. Using TLA+ definitions, we define the system
interaction of P4UIoT and verify the correct operation of the system. Finally, using the
formal specification, we check for the correctness of the proposed solution using TLC model
checking tool in the next section.

8.5.1 State Transitions

There are three participants in the proposed approach, the vendor, the distributor, and the
IoT. The payment (incentive) system is based on the lightning network running on top of
bitcoin network. The bitcoin network and the vendor is an offline entity, while the rest of the
entities are online. The state transition diagram in Figure 8.4 presents the system behaviour.
The vendor generates the package to be distributed, as well as establishes a payment channel
with the IoT devices. The package preparation and channel establishment are done offline.
The distributors and the IoT nodes have their own states to process the patch update. The
communication and payment between the distributors and the IoT nodes happen through
channels.

The TLA+ action formula is used to represent individual states of the distributors and
IoT nodes, and their transitions. We represent the unchanged variables as primed variables
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(indicated by the UNCHANGED keyword in the action formula). Each step consists of the
following: (i) the entry condition, and (ii) the variable changes. Detailed specifications on
TLA+ can be found in (9; 162).

Figure 8.4: P4UIoT state transition diagram.

We begin by initializing each variable with a default value. The variables InitVendor,
InitDistributor, and InitIoT are initial values of the variables for Vendor, Distributors, and
IoTs, respectively. The channel and payment channel are used for message and payment
exchange between distributors and IoTs. Init is defined as:

Init ,

∧ InitV endor
∧ InitDistributor
∧ InitIoT
∧ balance = [c ∈ Distributor ∪ IoT 7→ InitBalance]

∧ channel = {}

The state change for the proposed model is defined as Init∧∗[ Next] vars∧WF vars(Next)
in TLA+ specifications where the WF vars is for fairness. The possible transitions from
the initial state are described in the following equation:

Next ,

107



Chapter 8 Securing IoT Devices using Patch Update

∨ Seeding
∨ ∃ k ∈ Distributors :

∨Receive(k) ∨Delivery(k) ∨ PaymentRequest(k)

∨ V erifyPayment(k) ∨ TryAnother(k)

∨ ∃ d ∈ IoT :

∨ V erification(d) ∨ Payment(d) ∨RejectP iece(d)

∨ (* Disjunct to prevent deadlock on termination *)

((∀ q ∈ IoT : dState[q] = I F inal)

∧ Terminating)

Spec ,

Init ∧ ∗[ Next] vars ∧WF vars(Next)

We consider the case of patch delivery by Vendor to multiple IoT nodes with the help of
multiple Distributors. In the initial step, the vendor is responsible for preparing the package
to be distributed and meta-data related to the distribution, such as the distributors and IoT
nodes involved in the process (identified by their public keys), mechanism to ensure integrity
of the package, etc. The blockchain is not actively involved in the system interactions as the
scope is limited to creation of lightning channels for the payment. The channel creation is
considered as part of pre-process and is thus not part of the state transition. Termination
describes the conditions in which P4UIoT is considered to be stable i.e., the patch has been
distributed to the IoT devices successfully and the Distributors have been paid.

8.5.2 Vendors

The Vendor is responsible for preparation of the package to be distributed to the IoT devices.
We define the Seeding as a combination of TLA+ actions. For the sake of simplicity, we use
external oracles to define core cryptographic primitives and provide these values externally
during the verification process. As per the proposal, the keys of the communicating entities
are registered with each other. For example, the Vendor’s public key is known to the Dis-
tributors and the IoT devices. EPAYLOAD is the data structure used to provide payload.
regKey holds the public keys of the target nodes which act as their identities on the network.
torrentinfohash and filehash are used to verify the integrity of the torrent and file content.
Finally, the patch update availability is posted publicly to all entities and the patch update
is seeded by the torrent network.

Seeding ,

∃ pu ∈ regKey :

LET

payload , EPAY LOAD[1]

torrentinfohash , EPAY LOAD[2]

filehash , EPAY LOAD[3]
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signature , EPAY LOAD[4]

target node , NODE TY PE

IN

∧ regKey′ = regKey \ pu
∧ Post(〈pu, payload, target node, torrentinfohash,
filehash, signature〉)
∧ pT ime′ = pT ime+ 1

∧ UNCHANGED〈distributorV ars, iotV ars, commV ars〉

8.5.3 Distributors

A Distributor transits through different states based on the enabling conditions. The Distrib-
utor begins with aD Waiting and then transits throughD Delivering, D V erificationWaiting,
D ReceiptWaiting, and D Final. The actions associated with a Distributor on the above
defined states.

Receive: Initially, a Distributor is waiting for a patch update from the Vendor. The
Distributor is said to be in D Waiting state. Once the Distributor receives the patch, it
performs verification on the integrity of the received file and existence of duplicate package.
Once the integrity and uniqueness is verified, the package is stored in a buffer and the
Distributor makes a transition to D Delivering.

Receive(k) ,

∧ kState[k] = D Waiting

∧ Len(patchPool) > 0

∧ LET
patch == Head(patchPool)

IN

V erifyPatch(patch[2], patch[4], patch[5], patch[6])

∧ kBuffer′ = [kBuffer EXCEPT ![k] = Head(patchPool)]

∧ kState′ = [kState EXCEPT ![k] = D Delivering]

∧ patchPool′ = Tail(patchPool)

∧ UNCHANGED 〈regKey, pT ime, kIndex, kReceipt,
iotV ars, commV ars〉

The first few lines are entry level conditions namely the current state is D Waiting; the
patchPool contains a package to be distributed, and the package integrity is verified. Once
satisfied, the package is stored in buffer and the state is changed to D Delivering. The
variables related to IOT and lightning channel remain unchanged.

Delivery: The Distributor in D Delivery state uses the IoT device identities to find the
target devices and delivers the patch to the IoT devices piece-wise. The Distributor uses the
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Send message to send a piece of the package with source, piece index, price of a piece, and
lightning receipt. After the transmission, the Distributor chokes the next piece and waits for
the receipt of payment for the piece.

Delivery(k) ,

∧ kState[k] = D Delivering

∧ ∃ d ∈ IoT :

∧ dState[d] = I Waiting

∧ dIndex[d] = kIndex[k]

∧ LET
m , kBuffer[k]

pieceindex , kIndex[k]

IN

Send([src 7→ k, dst 7→ d, data 7→ 〈m[2][pieceindex]〉])
∧ kState′ = [kState EXCEPT ![k] = D V erificationWaiting]

∧ UNCHANGED 〈vendorV ars, kBuffer, kReceipt,
kIndex, iotV ars, balance〉

The Distributor transits to D V erificationWaiting once the piece id delivered to the IoT
device. It then waits for the response from the IoT device.

PaymentRequest: Once the Distributor receives a successful verification message from the
IoT device (M OK), the Distributor transits to Payment Waiting state. The Distributor
waits for the IoT device to make payment for the piece sent.

PaymentRequest(k) ,

∃ c ∈ channel :

∧ c.dst = k

∧ c.type = M OK

∧ kState′ = [kState EXCEPT ![k] =

D PaymentWaiting]

∧ LET
index , kIndex[k]

price , PIECEPRICE

receipt , kReceipt[k]

IN

RecvInadditionSend(c, [src 7→ k, dst 7→ c.src,

type 7→M PaymentRequest,

data 7→ 〈k, index, price, receipt〉])
∧ UNCHANGED 〈kBuffer, kIndex, kReceipt,
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vendorV ars, iotV ars, balance〉

TryAnother: In case the received piece fails the verification at the IoT node, the node returns
a M NO message to the Distributor. In this phase, the Distributor goes back to delivering
another patch piece.

TryAnother(k) ,

∃ c ∈ channel :

∧ c.dst = k

∧ c.type = M NO

∧ (∨ kState[k] = D V erificationWaiting

∨ kState[k] = D PaymentWaiting)

∧ kState′ = [kState EXCEPT ![k] = D Delivering]

∧ channel′ = channel \ {c}
∧ UNCHANGED 〈kBuffer, vendorV ars, iotV ars〉

VerifyPayment: On successful verification of the piece, the IoT device pays for the piece
via lightning channel. The Distributor verifies the status of the payment and on successful
verification, sends the next piece. If the Distributor has successfully delivered all the pieces,
the Distributor transits to D Delivering state to service the next IoT device.

V erifyPayment(k) ,

∃ c ∈ channel :

∧ c.dst = k

∧ c.type = M Paid

∧ balance′ = [balance EXCEPT ![c.dst] =

balance[c.dst] + Fee,

![c.src] = balance[c.src]− Fee]
∧ kState[k] = D PaymentWaiting

∧ c.data[1] = STATUS

∧ channel′ = channel \ c
∧ IF kIndex[k] = NUMPIECES

THEN

∧ kIndex′ = [kIndex EXCEPT ![k] = 1]

ELSE

∧ kIndex′ = [kIndex EXCEPT ![k] = kIndex[k] + 1]

∧ kState′ = [kState EXCEPT ![k] = D Delivering]

∧ UNCHANGED〈kBuffer, kReceipt,
vendorV ars, iotV ars〉
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8.5.4 IoT Devices

An IoT node has transition states namely I Waiting, I Verifying, I RequestWaiting, I Paying,
and I Final. I Waiting is the initial state and the IoT node waits for the patch piece from
the Distributor.

Verification: The Verification process in IoT device is initiated by a Distributor. When
the Distributor sends a piece to the IoT device, the IoT device validates the integrity of the
piece. We defined the function VerifyMeta to validate the received parameters and return
TRUE if the validation succeeds. We will be providing the validation values externally to
simulate the cryptographic primitives. In addition, the IoT device validates the identity
of the Distributor. In case of successful validation, the IoT device sends M OK to the
Distributor and transits to I RequestWaiting state. In case the validation fails, the IoT
device sends M NO back to the Distributor and remains in the present state.

V erification(d) ,

∃ c ∈ channel :

∧ c.dst = d

∧ c.type = M Package

∧ dState[d] = I Waiting

∧ LET
recvPayload , c.data[1]

IN

IF V erifyP iece(recvPayload, dBuffer[d])

THEN

∧ dState′ = [dStateEXCEPT ![d] =

I RequestWaiting]

∧ dBuffer′ = [dBuffer EXCEPT ![d] =

dBuffer[d]c.data]

∧RecvInadditionSend(c, [src 7→ d, dst 7→ c.src,

type 7→M OK, data 7→ 〈〉])
∧ UNCHANGED 〈vendorV ars, distributorV ars,
dIndex, balance〉

ELSE

∧RecvInadditionSend(c, [src 7→ d, dst 7→ c.src,

type 7→M NO, data 7→ 〈〉])
∧ UNCHANGED 〈vendorV ars, distributorV ars,
iotV ars, dIndex, balance〉

RejectPiece: The IoT device rejects the piece already available with it and sends a M NO
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message back to the Distributor.

RejectP iece(d) ,

∃ c ∈ channel :

∧ c.dst = d

∧ c.type = M Piece

∧ dState[d] # I Waiting

∧RecvInadditionSend(c, [src 7→ d, dst 7→ c.src,

type 7→M NO, data 7→ 〈〉])
∧ UNCHANGED 〈vendorV ars, distributorV ars,
iotV ars, balance〉

Payment: In this phase, the IoT device pays for the piece the Distributor sent to it. The
lightning receipt is sent with the piece. The IoT devices decodes the receipt and sends the
payment via the payment channel. The state of the IoT device depends on the state of the
patch. If the IoT device has received the complete patch, it transits to I Final state else it
transits to I Waiting.

Payment(d) ,

∃ c ∈ channel :

∧ c.dst = d

∧ c.type = M PaymentRequest

∧ dState[d] = I RequestWaiting

∧ IF dIndex[d] = NUMPIECES

THEN

∧ dState′ = [dState EXCEPT ![d] = I F inal]

ELSE

∧ dState′ = [dState EXCEPT ![d] = I Waiting]

∧ IF c.data[2] = dIndex[d]

THEN

∧ dIndex′ = [dIndexEXCEPT ![d] = dIndex[d] + 1]

∧RecvInadditionSend(c, [src 7→ d, dst 7→ c.src,

type 7→M Paid, data 7→ 〈STATUS〉])
∧ UNCHANGED〈dBuffer, vendorV ars,
distributorV ars, balance〉

ELSE

∧RecvInadditionSend(c, [src 7→ d, dst 7→ c.src,

type 7→M NO, data 7→ 〈〉])
∧ UNCHANGED〈dBuffer, dIndex, vendorV ars,
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distributorV ars, balance〉

8.5.5 Terminating

The system terminates once all the pieces of the patch are delivered to the IoT devices and
the Distributors are paid for the piece they delivered. The conditions like FaithfulDelivery,
AuthenticatedOrigin, and PackageUniqueness formally evaluate the completion of the patch
delivery and are presented in detail in Section 8.6.

Terminating ,

∧ SuccessfulDelivery
∧ PatchIntegrity
∧ UNCHANGED vars

8.6 Evaluation

In this section we evaluate the correctness of the proposed model based on the formal spec-
ifications presented in Section 8.5. Also, based on the security framework, assumptions
presented in Section 8.4, and the formal specification we evaluate the proposed framework
against the threats and its conformance to the stated security goals.

8.6.1 Model Checking with Correctness Properties

The TLC model checking tool spans the state space to find critical events, e.g., violation of
always true conditions called invariant, and deadlocks. The formal specification presented
in Section 8.5 is evaluated by the tool to expose such conditions. The tool evaluates the
deadlock conditions when the system terminates and checks the invariant on each state.
Successful Delivery and Patch Integrity: The Successful Delivery verifies that the patch
pieces delivered by the Distributor are correct and received by the IoT devices. It can be
verified by checking the state of the IoT device. As per the specification, the IoT device
successfully receiving the patch ends up in I Final state. Thus the following specification
checks for successful delivery.

SuccessfulDelivery ,

∨ Cardinality({d ∈ IoT : dState[d] =

I F inal}) = Cardinality(NODE TY PE)

PatchIntegrity ,
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∀ q ∈ {d ∈ IoT : dState[d] = I F inal} :

dBuffer[q] = EPAY LOAD[1]

In patch integrity, we validate the content delivered by the Distributor. For all the IoT
devices in the final state, we check if the patch delivered by the Distributor is the same as
the patch available with the Vendor. Both these conditions are tested on termination.

Incentive Fairness: In order to evaluate the fairness of the distribution of incentive among
the Distributors, we check the following conditions.

TotalBalanceInvariance ,

Sum(balance, DOMAIN balance) =

InitBalance ∗ Cardinality(Distributor ∪ IoT )

NoUnpaidFee ,

∀ q ∈ {d ∈ IoT : dState[d] = I F inal} :

∧ balance[q] = InitBalance−
NUMPIECES ∗ PIECEPRICE

The TotalBalanceInvariance and NoUnpaidFee are the invariant which is true for all the
states satisfying the condition. The first condition ensures that the balance of the system is
consistent. If the IoT device has paid for a piece of a patch, the balance of the delivering
Distributor increases by price of the piece. The second condition ensures that the Distributor
who has delivered a piece of the patch, is paid for the delivery.

Model Simulation and Validation: We performed simulation on TLA+ model verification
tool to check the correctness of the proposed system and the critical conditions. We ran
the experiment on a Windows 10 based Intel i7 quad-core machine with 32 GB RAM. Table
8.1 shows the model checking results with the properties for three distributors and three
iot devices with four piece patch update. The simulation process took 240s and visited
1,174,249 distinct states. The simulation completed without encountering any error except
for violation of NoUnpaidFee. We discuss this attack in the next section.

Table 8.1: Model checking results with three distributors and three iot devices with four
pieces of patch file.

Time Depth States Found Distinct States Errors

780’ 71 17,315,287 3,302,038 0

8.6.2 Threat Analysis

Reward interception: Since an attacker has complete control over the communication chan-
nel, he/she can spoof the redeem transaction, establish a channel with the distributor, and
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try to withdraw the reward to himself. To prevent this, the invoice generated for the pay-
ment contains the public key of the receiver (distributor). The IoT device verifies the public
key before making the payment.
Malformed Channel: An attacker can try to change the channel established between the
distributor and the IoT devices, thereby, disrupting the exchange of the patch updates and
incentives. The success of the attack depends on compromising the Bitcoin network as the
channel becomes public once the funding transaction is confirmed on the blockchain. Thus,
unless the Bitcoin network is compromised, the channel attributes cannot be altered.
Denial-of-service (DoS) Exhausting Resources: An attacker, acting as an honest distributor
or as an honest IoT node, can try to waste resources of the participating entity. However,
the proposed framework doesn’t require high demanding tasks to be performed. The only
attack it can be subjected to is to hash a message and produce a signature, which is not
difficult to compute.
Denial-of-service (DoS) Blockchain-related attacks: Another way to prevent patching from
being performed is to censor transactions that reach the blockchain network. Aside from the
eclipse attack, which has been explained above, such an attack is typically referred to as a
censorship attack. Again, such type of attacks requires the Bitcoin network to be compro-
mised, which is difficult by design.
Compromising a firmware’s integrity: A malicious actor acting as a vendor may try to
announce a malicious software update to the IoT devices. In the proposed framework, it is
a costly attack as the malicious vendor has to commit a bid per IoT node on the blockchain.
Software downgrade attack: An alternative to the above attack, a malicious actor may try
to push a compromised version of the patch update. Again, in the proposed framework, it is
a costly attack as the malicious vendor has to commit a bid per IoT node on the blockchain.
Greedy Distributor: A distributor, acting greedily, may request payment for pieces not sent
to the IoT devices. The proposed framework enables the IoT device to verify the availability
of the piece. The IoT device can reject the payment request for the pieces not received by
it.
Greedy IoT Node: An IoT node, acting greedily, can request distinct pieces from separate
distributors without releasing the payment. The attack can succeed in case the number of
pieces of patch update is less than the number of distributors seeding the update. Under
reasonable circumstances, we can assume that the number of distributors will be less than
the number of pieces of the patch update (a 1MB file is split into 64 pieces). Also, in case
the number of distributors are comparable to the number of pieces, the IoT device can cheat
utmost once, after which the misbehaviour will be detected and the IoT node will be blocked.

8.6.3 Properties

In this section, we will prove the properties of the protocol concerning the security goals in
Section 8.4.3:

1. Fair exchange: The protocol construction is based on first delivering the piece from
the distributor to the IoT device and, in return, receiving the signature assuring the
reward claim via the lightning network. In the protocol, the distributor can be listed on
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the DSN by first downloading the patch and hashing the file into an address, meaning
that the distributor holds the patch binaries ready to deliver. Each piece in the torrent
protocol is hashed and can be verified by the receiver. In the case of delivering false
pieces from the distributor to the IoT device, the IoT will validate the piece against
the hash and confirm its validity.

The second phase is IoT signing the requested message. In this construction, the
distributor can validate the signature only after receiving the signature, thus, putting
himself in risk and will be compromising a fraction of the reward once per IoT lifetime.
Since this phase starts only after validating the IoT public address in the handshake
phase, the distributor can hold a blacklist of IoT, making it protected the next time
the IoT requests a piece. In the transitional construction of the gradual release, both
parties should have the same computational power to eliminate the ability of one party
to abort between rounds and brute force the remaining information In this protocol,
the availability of the piece is from multiple sources, eliminating the incentive of one
party to redraw from the transfer.

2. Patch integrity: The patch update file hash is listed in the BitTorrent protocol header.
This, along with the use of a collision-free hash function patch, will lose its integrity
with insignificant probability.

3. Patch availability: In P4UIoT, the initial seed of the vendor is used throughout the
process. The decentralized storage and bitcoin network with the seed mentioned above
ensures that at least one distributor can complete the file download, and thus, further
ensures the availability of the patch update.

8.6.4 Execution Results

To evaluate the performance of the proposed framework, an experimental setup is created on
the regtest network of Bitcoin using lxd containers. The regtest is configured to mimic the
Bitcoin mainnet by adjusting the mining delay. Also, to simplify the scenario, a hub-spoke
configuration is established, where the hub is running a full node, while all other entities run
a light client connected to the hub. The containers are created on an 8 core, 30GB machine
with 1tb disk space.

Table 8.2: Performance measure of distribution latency (sec).

Number of IoT Devices Patch Size
10kb 100kb 1mb

1 0.532 13.027 128.513
10 1.41 13.56 133.75
25 2.8 18.77 177.12
50 5.81 34.88 336.94
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Table 8.3: Cost measure (millisatoshi).

Number of IoT Devices Patch Size
10kb 100kb 1mb

1 1 7 64
10 10 70 640
25 25 175 1600
50 50 350 3200

Table 8.4: Cost (in $) analysis and comparison with IoTPatchPool.

Transaction Usage Proposed IoTPatchPool ($)
Type Frequency Solution ($)

Create factory per framework setup – 0.36
Create contract per update file – 0.29
Create channel per IoT device 0.017 –

Commit per delivery – 0.08
Reveal per delivery – 0.02

Delivery cost per piece 0.000097 + 1% of –
transaction amount

The experiment consists of different scenarios with a varying number of IoT devices and
the size of the patch update. The number of vendors and distributors is fixed to understand
the scalability of the network. The number of IoT devices are varied as 1, 10, 25, and 50. The
patch size is varied as 10kb, 100kb, 1mb, 10mb, and 100mb. The latency of patch delivery
and the cost (transaction cost and fee) involved in delivering the patch update to every IoT
device is recorded and presented in Table 8.2 and Table 8.3. The patch is split into equal
size parts as per the BitTorrent protocol. Also, for the sake of simplicity, we assume the
piece price to be one milli satoshi. The negotiation for the price of a piece can be performed
offline and is beyond the scope of this work. Figure 8.5 presents the variation of latency
against the number of IoT devices for patch size 10kb, 100kb, and 1mb. We can see from
Figure 8.5 and Figure 8.6 that the distribution latency is almost linear for small size patch,
while it increases exponentially for larger file size. After establishing a payment channel,
the payment between two parties happens in a peer-to-peer fashion. Thus, the only latency
in payment of incentive is the network delay, which in turn depends on the length of the
lightning channel between the IoT device and the distributor. Also, the lightning network
adds pseudo-path to the route to protect the privacy of the participants. In a real-world
scenario, with more distributors participating in the process, the distribution latency will
reduce even further with the distributor being near to the IoT device. Table 8.4 presents a
monetary comparison between the proposed solution and IoTPatchPool, which is based on a
blockchain-based patch delivery framework. We can observe from the table that the cost of
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Figure 8.5: Distribution latency for patch size (a) 10kb, and (b) 100kb patch size.

channel establishment is significantly less compared to the contract deployment. Also, the
contract deployment needs to be done for each patch update, while the channel establishment
needs to be done only once and can be used until the commitment exhausts. Regarding the
incentive for the patch delivery, the fees involved in the lightning network consists of two
components, a standard base fees, which is roughly one satoshi, and liquidity fees, which is
roughly 1% of the transacted amount. Considering the micropayment use case, the overall
cost of the patch delivery will be significantly less compared to any pure blockchain-based
solution.

8.7 Conclusion

We described and implemented P4UIoT, a pay-per-piece patch update for IoT software up-
dates using a distributed storage network. The proposal combines a distributed file-sharing
network and lightning network-based payment channels to transfer patch updates to the IoT
devices. The lightning channel enables quick micropayments with minimum delay and zero
transaction fees. A fair exchange of patch updates and micropayments is established grad-
ually using a pay-per-piece exchange protocol. The privacy of the framework is maintained
by the onion routing of the lightning network. Thus, the information flows between the
participating entities. We presented a formal specification of the proposed approach using
the TLA+ formal language and checked the correctness of the model using the TLC model
checker. We evaluated the resilience of the proposed framework against known threats like
reward interception, malformed channel, Denial-of-service (DoS) redeem with false message,
exhausting resources, Blockchain-related attacks, compromising a firmware’s integrity, soft-
ware downgrade attack, greedy distributor, and greedy IoT node. Also, the distribution
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Figure 8.6: Distribution latency for 1mb patch size.

latency and financial analysis of the framework is experimented, and the scalability of the
framework is evaluated. As future work, formal security analysis can be conducted using
tools like Scyther. Also, the statistical and cost analysis of the framework in a real-time
scenario can be conducted to evaluate production readiness.
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In this chapter, we summarize the results presented in the thesis, and we give some ideas for
the possible development of the research carried out so far.

Obtained results

The blockchain can be effectively used as a trustless mechanism to address some of the IoT
ecosystem’s critical issues. The trustless nature of the blockchain effectively complements
the security requirements of an IoT system. Other features like immutability, transparency,
distributed architecture, auditability, and consensus make it a suitable fit for the IoT use case.
On the other hand, the latency associated with the mining of the blocks on the blockchain
and the devices’ capability to interact with the blockchain restricts the applications trying
to use it. We need to introduce specific workarounds without compromising the security
guarantees. Even with the limitations, the introduction of blockchain to address the IoT
challenges is necessary for widening the application field, even if this implies an increase in
computational complexity and latency.

In the first part of this thesis, we have investigated and showed the advantages of using
blockchain and authenticated data structures for access control and delegation in IoT. In
the resource sufficient device context (Chapter 2), we have focused on blockchain-based
implementation, and we have proposed an access control and delegation mechanism for an
IoT framework using blockchain. Our methodology can reduce the latency involved in block
mining by segregating the tasks involved and then designing the mechanism such that the
frequency of blockchain affecting operations is reduced. Also, we were able to maintain
an audit trail of the operations for which we proposed a novel mechanism to reduce the
latency. We evaluated our proposal’s performance on test environments, which mimicked
the real production environment and demonstrated the usability of the proposal. We have
also shown that while the proposed solution guarantees a typical IoT framework’s security
requirements, the system’s performance is highly dependent on the latency of the blockchain
solution being used.

Similarly, in the context of resource-constrained devices (Chapter 3), we have imple-
mented a lightweight access control and delegation technique using authenticated data struc-
tures. We proposed architecture for auditable authorizations with strong (cryptographic)
guarantees suitable to IoT environments. The architecture allowed the support for con-
strained IoT devices characterized by low computing capabilities and a limited or absent
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Internet connection. At the same time, the architecture ensured the capability of system
auditing for demonstrating possible illegitimate accesses. We described the proposed sys-
tem for auditable authorizations in IIoT environments in three steps. First, we described
the adopted access control model, followed by its architecture and operations framework.
Next, we described the details of the proposed authorization protocol. Finally, we presented
the analysis and evaluation of the proposed mechanism. The main drawback of this kind
of approach is that the proposal’s accountability guarantee assumes the availability of the
service. The proposed approach is very lightweight as it requires only storage of a few public
keys, and it does not require any Internet connectivity for the things. However, the proposed
system requires a trusted setup of these keys and the resource owner to verify illegitimate
authorization denials.

In the next part of this thesis, we have investigated blockchain’s use to secure data aggre-
gation, storage, and visualization in the IoT framework. We addressed the immutability and
transparency challenges related to data storage in the cloud (Chapter 5). A protocol enabling
the auditing of interactions between customers and providers and making it widely available
and its contents, therefore, was proposed. We presented a blockchain-based solution to solve
the problem of trust detailing the reference architecture. We concluded a performance anal-
ysis of the proposed solution and compared it with the existing methodology. The proposed
mechanism ensures transparency and auditability in any cloud storage system to efficiently
integrate any blockchain platform. However, the latency of the underlying platform will be
the deciding factor for adopting the solution.

Next, we extended the experience of securing the stored data by focusing on securing the
entire supply chain of data from production to storage (Chapter 6). We proposed building
an IoT data collection framework that is decentralized (without any single point of failure),
transparent (so that everything could be easily verifiable by everybody), and trustless (no
requirement for any involved entity to be fully trusted, for the system to work). At the
data origin, the cryptochip was used to partially act as a secure enclave for keys and on-
chip (i.e., host-invisible) crypto operations (signing, authenticating, encrypting, etc.), thus
ensuring that known and authorized sources produce each piece of data. At the data storage
level, an adapted version of the BigchainDB platform was proposed. Based on blockchain
technology, BigchainDB guarantees decentralization (no single entity controls the data),
scalability (multiple endpoints to which data can be delivered), and, last but not least, data
immutability. The limitation of the proposed mechanism is its weakness against coercing
participants. Since the involved platform forms a coalition of trusted organizations, there is
a possibility of misbehavior.

In the final part of the thesis, we presented the blockchain as a mechanism to secure
the IoT devices by applying the security patch in a distributed manner (Chapter 8). We
described and implemented a pay-per-piece patch update mechanism for IoT software up-
dates using a distributed storage network. The proposal combined a distributed file-sharing
network and lightning network-based payment channels to transfer patch updates to the
IoT devices. We presented a formal specification of the proposed approach using the TLA+
formal language and checked the model’s correctness using the TLC model checker. We eval-
uated the resilience of the proposed framework against known threats such as reward inter-
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ception, malformed channel, Denial-of-service (DoS) redeem with false message, exhausting
resources, Blockchain-related attacks, compromising a firmware’s integrity, software down-
grade attack, greedy distributor, and greedy IoT node. The framework’s distribution latency,
financial analysis, and scalability were experimented with and evaluated. We can conclude
that a blockchain-based distribution network ensures the security guarantees simultaneously,
making it scalable.

Future work

The obtained results encourage future work in all three fields of the IoT framework. With
expansion of IoT technologies, numerous different assets are completely embedded for com-
prehensive IoT applications. IoT system features such as node heterogeneity, open environ-
ment, and multiparty resource sharing raises new requirements for access control models and
mechanisms. A further investigation needs to be carried out with the following aspects of
access control for IoT. An immediate challenge is on performance. The scale of the IoT is
growing sharply and managing IoT devices that grow exponentially is a great challenge to
the performance of blockchain. The throughput and latency issues of the blockchain may
affect the efficiency of IoT management. To a certain extent we tried to address these is-
sues in our proposals. However, a more comprehensive study is required. In particular, the
blockchain based on the PoW consensus not only has the problem of throughput and de-
lay, but also consumes a lot of computing resources. Compared with the public blockchain,
the consortium blockchain has higher throughput and stronger control ability; however, it
requires higher trust requirements than the public blockchain. Therefore, combining the
consortium blockchain and the public blockchain is a potential solution. Other solutions
are also possible, which remain to be studied. Another challenging issue is on user privacy
protection. Blockchain uses consensus to maintain a ledger. All the nodes are able to see the
transactions. Enforcing access control on the chain may leak user’s privacy because whether
subjects are able to access an object is recorded on the chain. In order to prevent such leak-
age, techniques such as zero-knowledge proof could be used for privacy protection. However,
it may incur more complexity and inefficiency. The design also depends on the detailed appli-
cation. Security of the smart contract that enforces access control is also an issue. There are
also many security issues about the blockchain itself. Although the blockchain is considered
to contribute to the security protection of the IoT, the combination of the two technologies
however is still difficult to guarantee the overall security of the IoT system. Smart contracts
may be implemented with flaws. For example, Ethereum was found to have transaction or-
der dependencies, time stamp dependencies, re-entrant attacks, contract calls vulnerabilities,
etc., which could be exploited by hackers. This may lead to system anomalies, unauthorized
access, privacy issues, etc., which is thus also a major threat to the IoT system security.
Finally, multiparty authorization’s conflicts is also an issue. Many RBAC-related proposals
focus on incorporating interpersonal relationships in access decision making. They assume
that resources are owned by a single entity, ignoring the characteristic of multiparty shar-
ing. More efforts are required to focus on the policy conflict resolution caused by different
authorizations. Also, authentication and anonymous protection of physical devices in the
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IoT should be given more attention. This will ensure the trustworthiness of the data source,
privacy, and data availability.

With respect to data acquisition, storage, and visualization, another research challenge is
to improve data provenance reliability. In existing researches, blockchain is used to protect
the provenance data; but in fact, the blockchain cannot really guarantee the reliability of
the data source which is input by real world entities. Similarly, the blockchain can build
trust in different trust domains, but it only guarantees that the data exchange and storage
is not tampered with and leaked. Indeed, the blockchain is hard to recognize the validity
of the input data. Therefore, it is often necessary to seek a way to prove that the input
data is correct, which is difficult and application dependent. Cryptographic mechanisms
such as authentication and digital signature could be used to establish such a reliability.
This approach may add costs for the blockchain and smart contracts. Other approaches
remain to be studied. Similar data provenance can be applied to other fields like developing
a platform that enables the attestation of the 3D designs and promotes truthfulness.

For a blockchain-based patch distribution framework, the statistical and cost analysis of
the framework in a real-time scenario needs to be conducted to evaluate production readi-
ness. Also, other solutions for blockchain scalability needs to be studied. The leading
solution currently discussed in the blockchain literature makes use of the concept of shard-
ing (163; 164; 165; 166; 167; 168; 169; 170). The key idea behind sharding is to divide or
split the network into subsets, called shards; each shard will be working on a different set of
transactions, rather than the entire network processing the same transactions. This allows
the network to scale with the numbers of shards, allowing the throughput and the storage
to achieve high efficiency, yet potentially compromising the security.

Finally, a common direction for any blockchain-based mechanism is to develop a formal
modeling and verification solution to evaluate any proposed solution. Using tools like Scyther
(171), a mechanism for formally evaluating can be developed. Also, ensuring the security of
smart contracts is also challenging. A smart contract is a piece of code that can be executed
automatically. However, code could also be vulnerable and be attacked. Indeed, real world
contracts have been attacked (172). When employing smart contracts to protect IoT data
security, approaches to ensure the contract code and logic security worth studying.
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